HOPEX Administration-Supervisor
Guide de I'administrateur Web

Hopex Aquila

a Bizzdesign



Les informations contenues dans ce document pourront faire I'objet de modifications sans préavis et ne sau-
raient en aucune maniére constituer un engagement de Bizzdesign.

Aucune partie de la présente publication ne peut étre reproduite, enregistrée, traduite ou transmise, sous
quelque forme et par quelque moyen que ce soit, sans un accord préalable écrit de Bizzdesign.

© Bizzdesign, Paris, 1996 - 2026

Tous droits réservés.

Hopex est une marque réservée de Bizzdesign.

Windows est une marque réservée de Microsoft.

Les autres marques citées appartiennent a leurs propriétaires respectifs.



SOMMAIRE

10 1 1 112 1 = 11 o= 3
A propos de I'administration Hopex .. . . . . .t s st st i st s v s s e s nnnnnnns 11
Structured’'HopexX. . . . .ttt ittt s sttt st s s a s s s a s s s s a s annnnnnnnunns 12
Bureau d’/Administration Web ......... ..ttt ensnsnsnsnnnnns 13
Introduction au bureau d’AdministrationWeb. . ........... ... .. 14
Le bureau d’Administration Web . . .. ... .. . . e 14
Se connecter au bureau d’Administration Web . ... .. ... . ... . . . .. o 14
Description du bureau d’'Administration Web. . . . . . . . ... . it i i it i i i s e 18
Menus de navigation . . . . . . . . e e e e e e e 19
Page d’accueil du bureau d’administration ... ...... ... .. . ... .. . e 22
Utilisateurs .. . . . . . . .t it it it sttt s s s st s s s s s s s s nnnsnnnss 25
Résumé sur les actions pour définirunutilisateur. . . . . .. ... ... i it 26
Avant de définir un utilisateur : notions sur les groupes de personnes et sur les profils ... .26
Actions obligatoires pour définir un utilisateur . . . . ... . ... ... . ... . . e e 27
Actions obligatoires pour définir un groupe d’utilisateurs. . . .. ....... ... . . . o . 29
Actions optionnelles pour définir un utilisateur. . . . ... ... ... i e 30
Autres actions de paramétrage d’un utilisateur . . .. .. ... ... 30
Vérifier la configuration des utilisateurs . ... ... .. ... . . e 31
Introductionauxprofils . . . .. ... . ittt ittt i it st s s s s 32
Description d'un profil. . . . . . . e 32

Définition du profil . . . . . . . e e e e s 32



Assignation du profil . . . . . . . . e e 33

Profils d’Administration lIVrés . . . . . . . . . i e e e e 33
Le profil Administrateur HOPEeX. . . . . . o i i i et et e e e e e e e 34

Le profil Administrateur HOpex - Saas. . . . . . . o v i i i e e e e e e e 35
Le profil Administrateur fonctionnel d’une Solution. . ... ... ... ... .. ..., 36
Proprigtés d'un profil. . . ... e e e 37
O . e e e e e e e e e e e e e e e 37
Statut du profil. . . . . e e 37
Profil d’administrateur. . . . . . . . . . e e e 37
Produits accessibles sur la licence (Ligne de commande). . .. ................... 37
DeSCHiptioN . . . . o e e e e e e e e e e e e e e e e e e e e e e 38
Personnes et Groupes de PErSONNES . . . . v v v v v v v it e et ettt e e et e e 38
Introductionaux utilisateurs . ....... . ittt ittt s nnnnnnnnnnns 39
Utilisateurs [IVr8s . . . . . o o e e 40
Utilisateur @ définition . . . . . . . .. e 40
Propriétés d'Une PEIrSONNE . . v v v it ittt et e e e e e e e e 41
Caractéristiqgues personnelles. . . . . . . . o o i i i i i 41
ACCES @ 1'application . . . . . . . . . e 42
ACCES @UX dONNEBES . . . v v i e e e e e e e e 43
Groupes de PErSONNES . . . . o v it e i e e ettt e e e e e 44
Assignations de profil . . . . . . . . e e s 45
Propriétés du login d’'Une PerSONNE . . . v v vt it e e e e 46
Code ULIlisateur . . . . . . . e e e e e e 46
Détenteur du 1ogin . . . . . o e e e e e 47
Statut (LOgin) . . . . . e e e e e e e e 47
Date de derniere ConNeXionN . . . . . . v v o i e e e e 47
Produits accessibles sur la licence (Ligne de commande). . ... ... ............... 47
Mode d’authentification (cas d’une authentification gérée au sein d’Hopex) . . . ... .... 47
Introduction aux groupes de persONNeS. . -« v v 1 s s s v s s s s s nnsannnssnnnnsnnnnsss 48
Gérer des groupes de personnes plutot que des personnes . . ... ... ....ccuuvuune... 48
Appartenir @ uUn groupe de PErSONNES . . . . v v v v v ittt e e e e 49
Propriétés d’un groupe de PEIrSONNES. . v v v v v vt ittt e e e e e e 50
Caractéristiques personnelles. . . . . . . . . i i i i 50
ACCES @ 1'application . . . . . . . . . e e 50
ACCES AUX dONNEES . . . . v i i e e e e et e e e e e e e 51
PEIrSONNES . . . . . e e e e e e e e e e e e e e e 52
Assignations de profils . . . . . . . . ... 52
Propriétés du login d’'un groupe de personNNesS . . . . ..ottt ittt e e e 52
Code Utilisateur . . . . . . . . e e e e e e e e 53
Détenteur du 10gin . . . . . . o e e 53
Groupe de personnes inactif (Statut) . . .. ... ... i e 53
Ligne de commande . . . . . . . . e e e 53
Accés alagestiondesutilisateurs ............ ittt nas sttt annas 54
Accéder aux pages de gestion des utilisateurs ... ... ..... . ... ... e e 54
Gérer des personnes de caractéristique identique. . . . ... ... ... 55
Gérer un groupe de personnes de caractéristique spécifique . . . ................. 56
Actions effectuées dans la page de gestion des Personnes. . . ...........uuuuun.. 56
Actions effectuées dans la page de gestion des Groupes de personnes . . ........... 58
Accéder a la liste des personnes qui ont un profil spécifique d‘assigné . ............ 58
Accéder a la liste des personnes qui appartiennent a un groupe spécifique . ... ...... 59
Accéder a la liste des personnes reliées a une zone d’accés en écriture spécifique . . . .. 59
Accéder a la liste des personnes reliées a une zone d’accés en lecture spécifique. . . . .. 60

Hopex Administration-Supervisor (Web)



Sommaire

Accéder a la liste des personnes avec ou sans 1ogin. . .. .. ... 60
Accéder @ une personne Par SON NOM. . . . v v v v v v vttt e et et et ettt e et e s 60
Accéder a un groupe de personnes qui a un profil spécifique. . ... ............... 61
Accéder a la liste des groupes de personnes reliés a une zone d’accés en écriture spécifique
61
Accéder a la liste des groupes de personnes reliés a une zone d’accés en lecture spécifique
62
Consulter les caractéristiques d'Une PersONNE . . . . v v v i vt i e e e 63
Consulter les caractéristiques d’'un groupe de personNEs. . . . . . v v v vttt e e v i 65
Consulter les caractéristiques d'Un login . . . . .. i it i e e 66
Créeretgérerunutilisateur. . ... ... ... i ittt nertnnernassnnsnnsnasa69
Créer un utilisateur . . . .. e e e e 69
DAfiNIr UNE PEISONNE & & v i v ittt e et e e et e e e e e 73
Créer le login d'UNe PErSONNE . . . ottt e et e e e e e e e e 75
Définir le login d'Une PersONNE. . . . . v v it i e e e e 76
Modifier les propriétés d'un utilisateur . .. ... ... ... . . i e 78
Relier une personne a une zone d’accés en écriture . . . . . .. v v i i i e e 78
Relier en masse des personnes a une zone d’accés en écriture . ... ....... ... ... 79
Relier une personne a une zone d’'accés en lecture. . . . ... ... i i 79
Relier en masse des personnes a une zone d'accés enlecture . .. ................... 80
Empécher un utilisateur de se connecter. . . . . . ... . e 80
Empécher en masse des utilisateurs de se connecter . . . . ... .. i i e i 81
Supprimer un utilisateur . . . . ... e 81
Créeretgérerun groupe de PpersoOnNNEesS . . . . -« v tvnsernasnnnasnnsnnnsannsnnsssa82
Créer un Groupe de PEFSONNES . . v v v v v v ittt e e ettt e e e et e e e e e 82
DEfinir UN groupe de PeIrSOMNES . & & v v v v i et ettt e et e e e e e e e e e 83
Ajouter des personnes a un groupe de personnes statique . . ... ... .. ... ..., 84
Définir un groupe de personnes dynamique (SS0). . . . o v v v v i ittt 84
Définir un groupe de connexion par défaut . . . . . .. . .. . . 85
Relier un groupe de personnes a une zone d'accés en écriture. . . ... .. ... 85
Relier un groupe de personnes a une zone d'accésenlecture . ...........c..uuuue... 86
Modifier le login d’'un groupe de personNNES . . . . . v v it ittt e 86
Modifier les propriétés d’un groupe d’utilisateurs . . . ... ...... ... . . . . . e 87
Empécher un groupe de personnes de se connecter. . . . ..o v v v ittt i i 87
Supprimer un groupe de PEIrSONNES . . v v v v v v vt e et et e et e e e e e 88
Gérerlesprofils ... ......i ittt nnnnnsssannnsssasnnnssssnnnssssnnnnss89
Consulter les caractéristiques d’'un profil . . . ... ... .. . e 89
Parameétrer Un profil. . . . oo e e 92
Vérifier qu’un profil respecte les réglesde connexion . . . ............ .. ... ..., 92
Assigner un profil @ UNE PersoNNe . . . . ittt it i e e e e e 93
Assigner un profil @ UNe€ PErSONNE . . . . . v v v v i ittt e e e et e e e e ettt ettt et e 93
Assigner en masse des profils @ des personNes . . . . . . v v v i i i it i 94
Assigner un profil @ Un groupe de PerSONNES . . . . v v v i v ittt e e 95
Assigner un profil @ un groupe de PerSONNES. . . . . . . v v v vttt ettt e 95
Assigner en masse des profils a des groupes de personnes. . . ... ..........u.i... 96
Enlever une assignation de profil . . . ... ... . e 96
Gérerles liceNnceS NOMMEES. . . ... it i it nnetnessnersnssnesansssnsannsss:98
Attribuer des liCENCES NOMMIEES . . . . v i ittt e e e e e e e e e e e e 98
Révoquer des licENCES NOMMEES . . . v v v v i e e e e e e e e e e e e e e e e e e e e 98
Visualiser I'ensemble des licences . . ... .. ... i 99
Consommation des [icences NOMMEES . . . . . . . oo v i ittt ettt ettt ettt et e us 100
Capacité des licences flottantes. . . . . . . . . v i i e e e e 101



Attribution des liCences NOMMEES. . . . . . v i vt e e e e e e e e e e et e e e et e e e 102

Gérer les options liéesaux utilisateurs. . . . . . . . . it i ittt s s 103
Options spécifiques aux espaces de travail privés . ........................... 103
Autoriser la suppression d’un objet publié . . . .. ... . ... 103
Imposer un commentaire de publication . . . .. ... .. . . . . .. . 103
Gérer l'inactivité des utilisateurs . .. .. ... it i e e 103
Activer/Désactiver la gestion de l'inactivité des utilisateurs . ... ................ 104
Gérer l'inactivité des utilisateurs. . . . . . .. . e e 104
Gérer l'inactivité d’'un compte utilisateur . . ... ... ... e 104
Modifier I'autorisation d'import de données . . . . ... .. .. . e 106
L'authentificationdans Hopex .. ......... it nnnnnnnnassassssnnssssss 107
Principe de I'authentification et la mise en correspondance . ..................... 108
Choisir un mode d’authentification .. ... ... ... . . . . . e e 108
Modifier le mode d’authentification Hopex d‘un utilisateur . . . . ... ................ 109
Gérer un groupe d’authentification SSO. . . . ... .. .. ... . 109
Groupe d’authentification SSO. . . . .. ... oo st e s nnnsnsnnssnsnnsnsnnnnnns 109
Définir un groupe d’authentification SSO. . . . . . . . . . i e 109
Configurer l'authentification SSO . .. .. ... ... . . 110
LeS Claims . . . o o e e e e e e e e e e 110
Configurer I'authentification SSO . . . . . . . . . e e 111

Mise en correspondance (Mapping) ... ... . iu ottt nnnnessnnnnnnssnnnnnsss 113
Diagramme de mise en correspondancCe . . . . ...t i i it e 113
PriNCiDE. . . o e e e e e e e e e e e e e e e e e e e e e e 115
Demande de connexion et utilisateur créé alavolée. . . ................0c0..... 115
Associer un groupe de personnes Hopex a un groupe d'utilisateurs authentifié ........ 116
Définir un parametre d’authentification . . . . ... .. .. . . e 117
Gérer le motde passed’'unutilisateur Web . ........... . ittt tnnnnns 119
Initialiser le compte Web d’un utilisateur . . ... ... ... . .. . . . . . . . . 119
Modifier la durée de vie du lien de premiére connexion . . . ... ..o i it i i 120
Modifier le paramétrage lié a la sécurité du motdepasse . ............. ..., 120
Définir un mot de passe temporaire a un utilisateur . ... ............. ... ... .... 121
Gérerlesclés API ... .......ctietunennosonssansanssansanssnnnsnnsnnnsss 123
Accéder alaliste des Clés APL . . ... .. i e e e 123
Générer Une Clé API . . . . i e e e e 123
Visualiser la valeur d’'une clé APL . . . .. . . . .. i 125
REVOQUEr UNE Cl& AP . . . it e e e e e 125
Renouveler Une Clé APL . . . .. ..ttt e e e e e e 126
Gérerleslangues .. .......ucuirnrnan it a s a e 127
Gérer la langue des données . . . . . it it e e 127
Gérer la langue de l'interface utilisateur .. .... ... ... . . i i 127
Gérerlesresponsabilités .......... .0t inetnrnnrnrnnn s nnnns 128
Transférer les responsabilités d’'une personne . . . ... ..ttt i it ittt ittt e e 128
Dupliquer les responsabilités d'Une PersoNNEe . . . . . v v v it ittt e e et et e e e 129
ACCES ...ttt ittt s s s s s s nnnnnnsssssssssssssssssnnnnns 131
RésumésurlagestiondesacCes .........ciiciinetnnrnnnrnnsrnnsnnnsnnnsns 132
ACCES AUX ProdUItS . . . v v e e 132

Hopex Administration-Supervisor (Web)



ReStriCtions d/aCCes . . . . . . . i i e e e 133
Niveau profil . . . . . 134
Niveau utilisateur. . . . . . . . . e e e e e 135
Niveau groupe utilisé a la connexion . ... . ... ... .ttt 135

REGIES . v it i i i et e e e e e e e e 135
Régle sur les lignes de commandes . . . . . ... ... . . e 135
Regle surles Options . . . . . . o i e e e e e 135
Régle sur les personnalisations . . . . . ... 136

Gérer les accés aux produitsetobjets. . ... ... ... . i i i i i s 137

Restreindre les accés aux produits pour un profil (Ligne de commande) . . ............ 137

Restreindre les accés aux produits d’un utilisateur (Ligne de commande) . . ........... 138

Restreindre les accés au produit pour un groupe de personnes (Ligne de commande) ... .139

Restreindre les accés aux IHM des objets d’un profil (Permission) .. ................ 141

Restreindre les accés aux IHM générales d’un profil (Permission) .................. 142

Restreindre les accés aux données de fagon dynamique (macro) .................. 143

Restreindre les accés aux données de fagon statique . . . ....... ... i 144
Zone d’accés en écriture (gestion des autorisations) . . ... ... ... ... 144
Zone d’accés en lecture (gestion de la confidentialité) . . ............ ... ....... 144

Référentiel et Espacesdetravail ....... ... nnnnnnnnnns 147
Introductionauxespacesdetravail. ... ... ... ... ittt ittt annas 148

Types d'espaces de travail . ... ... .. i e e e 148
Espacedetravailpublic. . . ... ... ... uuu s unnensnssnsnnnsnsnannnnns 148
Espacede travail privé . ... ........ .o uusoennennnannrannsnnrssnnsnns 148

Principe des espaces de travail privés . ... ... ... e 149

Travailler en espacedetravail privé ... ....... ...t tnnarnernnnsnnns 151

Se connecter @ Un bureau HOPeX . . . . v v v it i e e e e 151

Enregistrer sa session. . .. .. .. .. 152

Evolution par états d'un référentiel HopeX. . . . v v v v i i ittt e e e 152

Publier son travail . ... ... . . e e e e 153

Conflits lors d'une publication . .. ... ... . i e e 154
Créations d'objets en double. . . . . . . .. . . . . . e 154
Suppression d'objets ou de liens déja supprimés. . . . ... .. ... 154
Liens relatifs @ un objet renommeé . . . . . . . .. e 154

Rejets lors d'une publication . . . . ... .. . i e 155
Changement des valeurs d'acces en écriture entre I'ouverture de I'espace de travail privé et
la publication. . . . . . . . . e e e e e e e e e e e e 155
Dualité RenNomMmMeEr/Créer . . . . o v v i e e e e e e et e e et e 155
Respect d'unicité de lien. . . . . . . . . e e e 155

Unicité sur un attribut autre que le NOM . . . . . . o i e e 156
Mise a jour d'un objet supprimeé. . . . . . . . . . e e 156

Rafralchir Ses donNNEes . . . . . . i i i e s e e e 156

Conflits lors d'un rafraichissement . . . ... . .. i e e e 158

Abandonner son travail. . . . . . . . e e 158

QUItEEr S@ SESSION . . . . it e e e e 159

Administrerlesespacesdetravail . . ... ..., . ittt i s 161

Accéder a la page de gestion des espacesde travail. . . . ... ... i i 161

Supprimer un espace de travail . . . . ... ... e 162

Sommaire ;



Exporter le journal . . .. . . . . e e 163

Notifier les utilisateurs CoNNECtEs . . . . . . . . i it i e e e e e e e e e e 164
Vied'un espace de travailprivé:exemple . . . . .. . ..o ittt i it it s 165
Espace de travail Privé 1. .. . . . . . e e 165
Espace de travail privé 2. . . . . . . . i i o e e 165
Espace de travail priveé 3. . . . . . . o i i e e 166
Espace de travail privé 4. . . . . . . o e 166
Espace de travail privé 5. . . . . . . . e e 167
Espace de travail privé 6. . . . . . . o e e 167
Tests de performance etsantéduréférentiel. ... ......... ¢ ittt nnnenrans 168
Description des tests . . . .. . . e e 168
Description des tests de performance de l'infrastructure . . . . . ... .............. 168
Description des tests de santé des référentiels. . . . . ... ..... ... ... 168
Visualiser les rapports de santé d’HOPEX . . . . v i i ittt i e e e e e e e e e e 169
Accéder aux rapports de santé quotidiens d’Hopex. . . . . . .. . i 169
Description du rapport de santé d’HOpeX. . . . . . . . . i i i i e e e e 172
Gérerles misesS A jJOUr. . ...t vt vu s e st nnneessonnsnsssnnsnsssannnsssssnnnss 173
Visualiser les mises a jour publiées dans le référentiel. . . ... ....... .. ... .. ..... 173
Visualiser une publication (liste). . . . . . . . . . e 173
Visualiser une publication (arborescence pardate). . ... ... .................. 175
Espaces de travail privés et taille des référentiels . . . .. .......... ... ... .. ..... 178
Durée de vie des espaces de travail privés . . . ... ... ... ... 178
Surveillance des espaces de travail privés . . . . . . . . i i i i i e e 178
Modifier la durée d’ouverture maximale d’un espace de travail privé. . ............ 179
GErer I@S VerrOUS. « v -t v v st v st s n st a s s n s st an s s n et nnssansnnssnnsnnssnnssss 180
PriNCIPE . . . o e e e e e e e e e 180
Eviter les colliSions . . . . . . . . e e e e e e e e 180
Supprimer un verrou ou déverrouiller un objet. . . . ... .. .. ... .. 180
Précisions sur le fonctionnement des Verrous. . . . .. .. i e 180
Gérer les verrous sur les objets . . ... .ot it e e e e 181
Visualiser les verrous sur les objets . . . . . . . . . . i e 181
Gérer les verrous immuables surles objets . . . .. ....... ... 182
Gérer lesinstantanés deréférentiel . .. ......... . ittt 184
Créer un instantané de référentiel . . . . ... ... .. .. i 184
Planifier la création d’instantanés de référentiel automatiques. . . ... ............ 184
Objets. . . ..... .ttt ittt st s s s 187
Importer - Exporter un fichierdecommandes . . . . . . . s sttt i s v s s nnn s nnnnnns 188
Importer un fichier de commandes dans Hopex . .. ... ..... ... .. 188
Exporter des objets. . . . . oo e e e 191
Comparer et aligner des objets entreréférentiels . ............. ittt nnas 194
Principe du Comparer et Aligner . . . . . . . e 194
Avertissements sur le Comparer et Aligner. . . . . ... . . e 194
Journal du référentiel . . . . . . ... . . e e e 195
ULIISAteuUrs . . . . . . e e e e e e e e e e e e e 195
Niveaux d’acces en lecture (confidentialité) et en écriture . . . .. .. .............. 195
Comparer et aligner . . ... .. e e 195

Hopex Administration-Supervisor (Web)



Fusionnerdesobjets ............ ..t nnnnnnsansssssssnnsnnnsns 199
Choix des objets @ fusionNNEr . . . . . . it e 199
Fusionner deux objets . . . . . . i e e e e 199

Gérerlesacces aux donNNées . .......c:tvvunnerersrrnnnnnnsssnnnnnnns 205

Gérerlesaccésauxdonnéesen écriture ... .... ..o vuctinnnnernnsnnasnnnsns 206
Accéder aux zones d'accés en écriture (liste) . . . . v i it e 206
Accéder aux zones d'accés en écriture (arbre) . . ... i e 207
Créer une zone d'acCes €N ECritUre . . . . v v i ittt ittt e e e e e e e 208
Créer une zone d’acces en écriture avec sa zONe SUPErieure . . .. .. v v v v i v i e v 209
Définir les membres d’'une zone d'accés en écriture . . . . . ..o e e 210
Définir une zone d'acceés en écriture inférieure . . ... ... .. ... i e 212
Définir une zone d'accés en EcCriture SUPEriEUIrE . . . v v v vt i vttt e 212
Supprimer une zone d’acCes N ECHTUrE . . . . . v v it it ittt et e e e e 212
Compiler le graphe des accés en écriture (Web) . ... ... . i 213

Gérerlesaccésauxdonnéesenlecture. .. ...... it erirnertnnnrnnsnnnsnnsns 214
Accéder aux zones d'accés en lecture (Web) . . . . . oo i ittt i 214
Compiler le graphe des accés en lecture (Web) . . . ... ... .. 215

Planification . . . . .. .. ...ttt i it it st st s s s s s a s a s aannnnnnnnns 217

Introductionalaplanification ....... ...ttt et tnnnensrtannanssnnnnns 218
CONCEPES . . ot e e e e e e 218

JOb e e e e e 218
Planificateur . . . . . . e e e e e e e 218
[« = o 218
Définir votre heure locale (fuseau horaire) . . ... ...ttt 218

Gérerles Triggers. . .« vttt it i et in st s e snnssanasansesanssnasansnnnsnnssss 220
ACCEEr AUX TrHggEIS & v v v v v i e e e e e e e et e e et e e e e e 220
L@l /=TT S o T I e o ] 222
GArer UN Trigger & v v v it e et e e e e et et e e e e e e e e 223

Définir la planificationd’'un Trigger . . . . .. .t i vt st ittt nnn e st nnnannsannnnns 224
Définition de la planification d’'un Trigger . . . ... . . . i e 224
Définir le fuseau horaire d’exécution . . ... ... ...t i e e 224
Définir la fréquence d’exécution d’'un Trigger . ... .o i it ittt e e 225
Définir le modeéle de récurrence d'un THGGEr . . v v i ittt e s e e e 225
Définir le moment de la récurrence d’exécution d’'un Trigger . .................... 226
Définir la plage de récurrence d’exécution d’'un Trigger . ........... ..., 227

Sommaire ;



10

(0 7 5 o o ) o T 229

Introductionauxoptions ..........ii ittt nsaannrsaannssnnnnsnnnnns 230
Généralités sur les options . ... ... .. . . . . .. 230
Présentation de la fenétre des Options . . . . . . oo ittt e e 231

Gérerles options. . . . ... .ttt ittt i et e s e s a s 233
Modifier I8s OptioNS . . . . . . e e 233

Modifier les options au niveau de I'environnement . . . . ... ... ... .. 233
Modifier les options au niveau d’un utilisateur . ... ... ... ... . . .., 233
Héritage des OptioNS . . . . v v v it it e it e e e e 234
Modifier la valeur d’'une option . . . . . .. . . . . e 235
Réinitialiser la valeur d’une option . . . . . . .. .. . . e 235
Contréler la modification des options . . ... ... ... 235
Groupesdoptions. . . .. ittt it s s s EEEE 236
Installation . . . . . . . . . e e e e e 236
REFErentiel. . . . . . . . e e e e 236
Espace de travail . . . . . .. . . . . e e e e e 236
OULIIS . o o e e e e e e e e e e s 237
SoIUtiONS HOPEX . . v v o o e e e e e e e e e e e e e e e 237
Compatibilité . . . . . . e e e 238
Support techniqQue . . . . . . . . e e 238
DEDUGGAGE . . . o o e e e e 238

Gérer les langues danslesapplications Web .. ....... .. ¢ ittt nnenrrannns 239
Modifier la langue de l'interface au niveau de I'environnement . .................. 239
Modifier la langue des données au niveau de I'environnement . . .................. 239

Gérerles formatsdesdatesetheures ........... i nmnnrnrnnnnrnnnnrns 241

Gérer la personnalisationdesdonnées HopexX . . . ...ttt vt v i et st s nnn e snnnnns 244

Masquerles erreursaux utilisateurs ........ .. it tennnrannnnsannnrnnnns 245

Renseignerlesparameétres SMTP . .. ...t it ittt s s e st nnnnonssnnnnnnssnnnnns 246

L C o T3 T = 249

Hopex Administration-Supervisor (Web)



A PROPOS DE L’ADMINISTRATION HOPEX

L'administration d’'Hopex se gére via |'application Administration (Windows Front-End) et via le
bureau d’Administration (Web Front-End).

L'application Administration (Windows Front-End) est l'application d’administration d’'Hopex
accessible a partir du bureau Windows. Cette application contient les outils nécessaires a la gestion
d’un environnement et ses référentiels. Elle permet aussi de gérer les planifications, les accés aux
données en écriture ainsi que la confidentialité grace a la gestion des accés en lecture.

w  Pour effectuer les tdches d’administration d’Hopex dans
I'application Administration (Windows Front-End), voir le guide Hopex
Administration - Supervisor.

Ce guide est destiné a la personne chargée de I'administration des utilisateurs et des référentiels
dans le bureau Hopex Administration (Web Front-End).

Le bureau d’Administration (Web Front-End) est I'application d’administration d’'Hopex accessible
via un navigateur internet. Cette application permet de gérer les utilisateurs (personnes, groupes
de personnes) et les référentiels (espaces de travail, verrous, santé du référentiel, activité du
référentiel, instantanés de référentiel). Cette application permet aussi d’accéder aux outils
(planificateur, import/export de fichiers de commandes).

Certaines actions, comme la gestion des utilisateurs, peuvent étre effectuées par les
Administrateurs fonctionnels dans un bureau d’Administration restreint accessible dans d’autres
bureaux Hopex (Web Front-End).

Certaines fonctionnalités, comme la gestion des objets ne sont disponibles qu’avec des modules
techniques spécifiqgues (Hopex Power Studio ou Hopex Power Supervisor). Celles-ci sont
signalées par une note.
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STRUCTURE D’HOPEX

Quelques notions de base sont nécessaires a la compréhension de |'architecture et
du fonctionnement d’'Hopex.

(5 N

/ Environnement iy
=|/=t

pH

\ Utilisateurs

/

" 4

Hopex (Web Front-End) est structuré sur les niveaux suivants :

e site
Un site regroupe ce qui est commun a tous les utilisateurs d’'Hopex a
partir du méme réseau local : les programmes, les fichiers de

configuration standard, les fichiers d’aide en ligne, les formes standard,
les programmes d'installation des postes et de mise a jour des versions.
e environnement
Un environnement regroupe un ensemble d’utilisateurs, les référentiels
sur lesquels ils peuvent travailler et le référentiel systéme. C’est I'endroit
ol sont notamment gérés les espaces de travail privés des utilisateurs,
les utilisateurs, les données systeme.
e utilisateur
Un utilisateur est une personne (ou un groupe de personnes) qui a un
login et un profil d’assigné. Un utilisateur :
e dispose dans chaque référentiel d’'un espace de travail qui lui est
propre.
e dispose d’un paramétrage spécifique et de droits d’acces aux
fonctionnalités du produit et aux référentiels de cet environnement.

Hopex Administration-Supervisor (Web)



BUREAU D’ ADMINISTRATION WEB

Les points abordés ici sont :

v Introduction au bureau d’Administration Web
v/ Description du bureau d’Administration Web

13



INTRODUCTION AU BUREAU D’ ADMINISTRATION WEB

Le bureau d’Administration Web

Le bureau d’Administration Web est I|'application d’administration d’'Hopex
accessible via un navigateur internet.
Cette application permet de gérer :
e les utilisateurs :
e personnes et groupes de personnes,
e assignations de profils,
e authentification déléguée
e API Key
e les référentiels :
e espaces de travail
® verrous
e les planifications
e jobs
e sites web
e les données
e import/export (fichiers de commandes, Excel)
e comparaison
Cette application permet aussi d’accéder a des informations sur :
e |e référentiel
e activité du référentiel
e instantanés du référentiel
e l'acceés aux données (avec le module technique Hopex Power
Supervisor)
e zones d’accés en écriture
e zones d’accés en lecture

Se connecter au bureau d’Administration Web

Pour effectuer les opérations d’Administration via le Web, vous devez avoir les droits
de connexion au bureau d’Administration Web, c’est a dire vous connecter avec un
profil d’administration.

w  \oir Profils d’Administration livrés.

w A l'installation, seul I'utilisateur Mega peut se connecter au bureau
d’Administration Web.
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Bureau d’'Administration Web
Introduction au bureau d’Administration Web

Pour vous connecter au bureau d’Administration :
1. Lancez l'application Hopex a partir de son adresse HTTP.

m S/ vous ne connaissez pas l'adresse, veuillez contacter votre
administrateur.

La page d’authentification apparait.

2. Cliquez sur votre bouton de connexion personnalisé, ou
utilisez la connexion gérée au sein d’'Hopex :

e dans le champ Identifiant, saisissez votre identifiant de connexion.
e Dans le champ Mot de passe, saisissez votre mot de passe.

w  Pour visualiser votre mot de passe, cliquez sur ’E[

w Sj vous avez oublié votre mot de passe cliquez sur Mot de passe
oublié, voir Réinitialiser votre mot de passe.

e Hopex

Bizzdesign Hopex

Connectez-vous avec

&3 Single sign-on with your Windows

account

ou

Identifiant

Julius

Mot de passe

LT ERTT IR TENTR Y Y

» Mot de passe oublié ?

S'identifier

__.ﬁ-rd—@"fﬁﬁg-MEGA International. All Rights Reserved.
Privacy and Cookie Policy

3. Cliquez sur S’identifier.
Lorsque vous étes authentifié, la page de connexion apparait.
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4,

(Si vous appartenez a un groupe de personnes) Dans le menu déroulant
des groupes, sélectionnez le groupe avec lequel vous voulez vous
connecter ou "Mes assignations" pour vous connecter avec une de vos
propres assignations.
Dans le champ Référentiel, a I'aide du menu déroulant, sélectionnez
votre référentiel de travail.
w Sjvous n‘avez accés qu‘a un référentiel, celui-ci est
automatiquement pris en compte et le champ de sélection du référentiel
n‘apparait pas.

Dans le champ Profil, a I'aide du menu déroulant, sélectionnez un profil
d’administration :
e Administrateur HOPEX, pour une gestion globale des utilisateurs et
des référentiels.
e Administrateur MEGA - SaaS (en environnement de Production
uniquement).
e Administrateur fonctionnel <Nom de la Solution>, pour une
gestion limitée aux utilisateurs.
w  Pour des informations sur ces profils, voir Profils d’Administration
livrés.
w Sj vous n‘avez qu’un profil (d’administration), celui-ci est

automatiquement pris en compte et le champ de sélection du profil
n’‘apparait pas.



Bureau d’'Administration Web
Introduction au bureau d’Administration Web

Cliquez sur le lien Privacy and Cookie Policy et lisez la politique de
confidentialité, puis sélectionnez J’ai lu et j’accepte la politique de
confidentialité.
Le bouton Se connecter est actif.

w  Une fois que vous avez lu et accepté les consignes de politique de

confidentialité, un certificat est automatiquement lié a votre personne et
cette étape ne vous est plus jamais demandée.

e Hopex

Référentiel

DEMO v
Profil

Administrateur HOPEX A4

J'ai lu et j'accepte la politique de confidentialité

Se connecter

Retour a la page de connexion

)
|
)
© 2026 MEGA International. All Rights Resen
Privacy and Cookie Policy

Cliquez sur Se connecter.

w Cliquez sur Retour a la page de connexion si vous voulez revenir
a la page d’authentification.

Le bureau d’Administration apparait et une session est ouverte.
w  Voir Description du bureau d’Administration Web.
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DESCRIPTION DU BUREAU D’ADMINISTRATION WEB

Pour accéder au bureau d’Administration, voir Se connecter au bureau
d’Administration Web.

HOPEX Accueil Q Rechercher S A QA A X @ 6 B

Administration

18

Utilisateurs.

Référentiel

L 4

Accés aux
données

Planifications

&

Options de
Fenvironnament

Mon pé

rimétre

o' Statistiques des personnes

Statistiques des groupes

Inventaire

a8 de personnes o=
Rafraichi il y a 15 minutes (3 Rafraichiil ya1s minutes Rafraichiily a15 minutes
4 Personnes inactives O Groupesde 876 Personnes
personnes inactifs
32 Personnes actives O Groupesde
sans profil d'assigné 0 Croupes de personnes
personnes actifs sans
: profil d'assigné
O Personnes actives B5 Profils
sans zone d'acces en
écriture O Croupesde
personnes sans zone 0 Groupes . X
. d'accés en écriture d'authentification
0 Personnes bloquées
. 0 Groupes de 0 Daramelr?s
'"8 Personnes actives personnes actifs d'authentification
jamais connectées inutilisés
0O clesap

Q Personnesdont le
login est sur le point
d'étre deésactive

1 Logins orphelins

Le bureau d’Administration est composé :
e d’une barre d’outils commune a tous les bureaux

w Voir la documentation Plateforme-Fonctionnalités communes >
Présentation de linterface > Barre d’outils.

e de menus de navigation spécifiques a I'administration qui donnent acces
a des sous-menus dans la zone d’exploration

w  Voir Menus de navigation.

e une page d’accueil pour un accés direct a des objets
e d’une zone d’édition pour gérer les objets.



Bureau d’'Administration Web
Description du bureau d’Administration Web

Menus de navigation

Le bureau d’Administration contient les menus de navigation :
e Utilisateurs pour gérer les utilisateurs :
* |es Personnes

w [e sous-menu Personnes donne acces aux personnes dans la zone
d’exploration, ainsi qu‘aux personnes classées par groupe, par profil,
par zone d‘acces en écriture et par zone d’acces en lecture.

e |es Groupes de personnes

w [e sous-menu Groupes de personnes donne acces aux groupes
de personnes dans la zone d’exploration, ainsi qu‘aux groupes de
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personnes classés par profil, par zone d’accés en écriture et par zone
d‘acces en lecture.

les Profils

w [ e sous-menu Profils donne accés aux profils dans la zone
d’exploration.

le Tableau de bord des licences
I’Authentification déléguée

w [ e sous-menu Authentification déléguée donne acces aux
groupes d‘authentification et aux parametres d’authentification dans la
zone d’exploration.

les Clés API

Utilisateurs X
®
-
Utilisateurs
Personnes =»
Groupes de personnes =r
Référantial
‘ Profils =»
Accés aux Tableau de bord des licences
données
Authentification déléguée =
Planifications Clés API

Référentiel pour :

gérer les Espaces de travail et notifier par e-mail les utilisateurs
connectés
accéder aux Rapports de santé du référentiel
gérer les Verrous
accéder a I’Activité du référentiel
w [ e sous-menu Activité du référentiel donne acces aux

publications, sous forme arborescente par date, dans la zone
d’exploration.

gérer les instantanés de référentiel



Bureau d’'Administration Web
Description du bureau d’Administration Web

Référentiel X
™
a

Utilisateurs

Espaces de travail

Rapports de santé des référentiels
Référentiel

|

Accés aux Activité du référentiel =»r

données

Verrous

Instantanés de référentiel
BER

e Acceés aux données (avec le module technique Hopex Power
Supervisor) pour accéder aux zones d’acces :
e en écriture
e en lecture

Accés aux données X
®
n
Utilisateurs
Zones d'accés en écriture =»
Zones d'accés en lecture =»

Référentiel

|

e Planifications, pour gérer les planifications (Triggers)

w  En lecture seule pour le profil Administrateur HOPEX - SaaS.

e Options de I'environnement, pour gérer les options au niveau
environnement

21
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Page d’accueil du

bureau d’administration

La page d'accueil du bureau d’administration contient des indicateurs utiles pour la

gestion :

e des personnes

les personnes inactives
les personnes actives sans profil d’assigné

w  Voir Assigner un profil a une personne.
les personnes actives sans zone d’accés en écriture

w Voir Relier une personne a une zone d’acces en écriture.
les personnes bloquées

w  Voir Initialiser le compte Web d’un utilisateur ou Définir un mot de
passe temporaire a un utilisateur.

les personnes actives jamais connectées

w  Voir Empécher un utilisateur de se connecter et Supprimer un
utilisateur.

les personnes dont le login va étre désactivé
les logins orphelins

e des groupes de personnes

Elle donne

les groupes de personnes inactifs
les groupes de personnes actifs sans profil d’assigné
w  Voir Assigner un profil a un groupe de personnes.
les groupes de personnes sans zone d'acces en écriture
w  Voir Relier un groupe de personnes a une zone d’accés en écriture.
les groupes de personnes inutilisées
w  Voir Définir un groupe de personnes.
aussi un acces direct aux listes d’inventaire :
des personnes
des groupes de personnes
des profils
des groupes d’authentification
des parameétres d’authentification
des clés API



Bureau d’Administration Web
Description du bureau d’Administration Web

Mon périmeétre

o Statistiques des groupes

e :
nventaire
*® de personnes 0

o' Statistiques des personnes

Rafraichi il y a 6 minutes (&

876 Personnes

Rafraichi il y a 6 minutes (& Rafraichi il y a & minutes

4. Personnes inactives O Groupesde

32

ns

Personnes actives
sans profil d'assigné

Personnes actives
sans zone d'acceés en
écriture

Personnes bloquees

Personnes actives
jamais connectées

Personnes dont le
login est sur le point
d'étre désactivé

Logins orphelins

personnes inactifs

Groupes de
personnes actifs sans
profil d'assigné

Groupes de
personnes sans zone
d'accés en écriture

Groupes de
personnes actifs
inutilisés

0

55

Groupes de
personnes

Profils

Groupes
d'authentification

Parametres
d'authentification

Clés API
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UTILISATEURS

Ce chapitre détaille comment créer et gérer les utilisateurs, unitairement ou par l'intermédiaire de
groupes (groupe de personnes), et comment définir et modifier leurs caractéristiques.

Les points suivants sont traités ici :
Vue d’ensemble

v/ Résumé sur les actions pour définir un utilisateur
Introduction

v Introduction aux profils
v Introduction aux utilisateurs
v/ Introduction aux groupes de personnes

Gestion

Acces a la gestion des utilisateurs
Créer et gérer un utilisateur

Créer et gérer un groupe de personnes
Gérer les profils

Gérer les licences nommeées

Gérer les options liées aux utilisateurs
L'authentification dans Hopex

Mise en correspondance (Mapping)
Gérer le mot de passe d’un utilisateur Web
Gérer les clés API

Gérer les langues

Gérer les responsabilités

AN N N N N N NENENENEN
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RESUME SUR LES ACTIONS POUR DEFINIR UN UTILISATEUR

Pour définir un utilisateur certaines actions sont obligatoires, d’autres sont
seulement nécessaires en fonction des options sélectionnées dans Hopex, d'autres
sont facultatives.

Un utilisateur est une personne qui a un Login.

Voir :
e Avant de définir un utilisateur : notions sur les groupes de personnes et
sur les profils
Actions obligatoires pour définir un utilisateur
Actions obligatoires pour définir un groupe d’utilisateurs
Actions optionnelles pour définir un utilisateur
Autres actions de paramétrage d'un utilisateur
Vérifier la configuration des utilisateurs

Avant de définir un utilisateur : notions sur les groupes de
personnes et sur les profils

Avant de définir un utilisateur identifiez si I'utilisateur va faire partie d’un groupe de
personnes ou pas.

w  Voir Créer un utilisateur.
w  Voir Créer un Groupe de personnes.
Pour se connecter a Hopex un utilisateur sélectionne le profil avec lequel il veut

travailler. Si la personne appartient a un groupe de personnes, elle a le choix de se
connecter avec :

e un profil qui lui est assigné, ou

e un profil assigné au groupe de personnes.
Ce profil définit :

e les produits accessibles

& Si un utilisateur a déja des droits d’acces restreints aux
produits (voir Consulter les caractéristiques d'un login), les
produits accessibles pour cet utilisateur sont I'intersection des
valeurs de I'attribut Ligne de commande du Login de l'utilisateur
et du profil.

w  \oir Produits accessibles sur la licence (Ligne de commande).
e les bureaux auxquels l'utilisateur va accéder

w  Voir Profils d’Administration livrés.
e les droits d'accés aux IHM (les permissions) de I'utilisateur



Utilisateurs

Résumé sur les actions pour définir un utilisateur

L’assignation du profil a une personne définit :
w  \oir Assigner un profil a une personne
e |e référentiel concerné par |'assignation
e les droits d’acces aux référentiels de la personne avec cette assignation
de profil
e (optionnel) la durée de validité de I'assignation

Actions obligatoires pour définir un utilisateur

Bureau 1

Profil 1

Pour créer un utilisateur et que cet utilisateur puisse se connecter a Hopex vous
devez :

e définir le nom de la personne
w  Voir Créer un utilisateur.
e définir le login de I'utilisateur
é Une personne doit avoir un login pour pouvoir se connecter
a Hopex.
Le login de l'utilisateur est créé automatiquement a la création de la
personne (voir Créer un utilisateur).
w  Sj besoin, voir Créer le login d’une personne.

w [e Statut (Login) doit étre actif pour que la personne puisse se
connecter, voir Définir le login d’une personne.
e définir I'adresse e-mail de la personne
L'adresse e-mail est nécessaire, par exemple, pour que l'utilisateur puisse
définir son mot de passe, lors de la diffusion de documents, pour la
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réception de notifications ou de questionnaires, ou lors de la perte du mot
de passe de I'utilisateur.

w  Voir Créer un utilisateur ou Définir une Personne.
w  Voir aussi Renseigner les paramétres SMTP
e assigner un profil a la personne
& Pour se connecter a Hopex, I'utilisateur doit avoir au moins
un profil d'assigné ou appartenir a un groupe de personnes.

Une personne qui appartient a un groupe de personnes peut se connecter
via un profil assigné au groupe de personnes. Il n‘est pas nécessaire de
lui assigner un profil.

w  Voir Assigner un profil a une personne ou Ajouter des personnes a
un groupe de personnes statique.

E-mail, mot de passe et paramétres SMTP

Le systéme d’authentification d’Hopex (UAS) impose un mot de passe pour la
connexion.

L'utilisateur définit son mot de passe suite a la réception de son e-mail d’activation
de compte Hopex. Cet e-mail contient un lien valide 48 heures.

Si le paramétrage SMTP d'Hopex :
e est configuré :
w  \oir Renseigner les paramétres SMTP.

Des que l'e-mail de I'utilisateur est renseigné, |'utilisateur recoit
automatiquement un e-mail pour définir son mot de passe.
w  Pour renvoyer l'e-mail d’activation de compte, voir Initialiser le
compte Web d’un utilisateur.
e n’est pas configuré :
Le champ Mot de passe est disponible a la création de I'utilisateur. Vous
devez alors renseigner ce mot de passe temporaire que |'utilisateur va
modifier a sa premiére connexion.

Si besoin (ex.: soucis de mot de passe ou de réception d’e-mail), I'administrateur
peut aussi définir un mot de passe temporaire a utilisateur.

w  Voir Définir un mot de passe temporaire a un utilisateur.



Utilisateurs

Résumé sur les actions pour définir un utilisateur

Actions obligatoires pour définir un groupe d’utilisateurs

H|

Profil du groupe

s
-

Login B

Profil 3

Canoure
(om) (zma)

Pour créer un groupe d’utilisateurs et que les personnes qui appartiennent a ce
groupe puissent se connecter a Hopex vous devez :

e définir le nom du groupe de personnes
w  Voir Créer un Groupe de personnes.

w e login du groupe de personnes est créé automatiquement a la
création du groupe.

é Le login du groupe de personnes sert uniquement au
paramétrage. Une personne qui appartient a un groupe se
connecte avec son propre login.
w Voir Modifier le login d’un groupe de personnes.

e assigner un profil au groupe de personnes
é Le groupe de personnes doit avoir au moins un profil

d’assigné pour que les personnes qui appartiennent au groupe
puissent se connecter a Hopex.

w  Quand une personne appartient a un groupe de personnes, elle
cumule les profils qui lui sont assignés a ceux assignés aux groupes de
personnes auxquels elle appartient.

w  \oir Assigner un profil a un groupe de personnes.
w  Voir Assigner en masse des profils a des groupes de personnes.
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Voir Définir un groupe de personnes.

Voir aussi l'authentification dans le cas d’un groupe de personnes, Gérer un groupe
d’authentification SSO.

Actions optionnelles pour définir un utilisateur

Suivant les options sélectionnées vous devez :
e (recommandé) définir I'adresse e-mail de la personne

w [ ‘adresse e-mail est nécessaire, par exemple, lors de la diffusion de
documents, pour la réception de notifications ou de questionnaires.

w  Voir Définir une Personne.

e (dans le cas de la gestion des accés en écriture) définir la zone d’acces
en écriture de l'utilisateur

W Voir Définir une Personne.
w  Voir Relier une personne a une zone d’accés en écriture.

e (dans le cas de la gestion des acces en lecture) définir la zone d’acces en
lecture de |'utilisateur

w  Voir Définir une Personne.

w  Voir Relier une personne a une zone d’accés en lecture.
e définir si la personne appartient un groupe de personnes

w  Voir Définir une Personne.
e attribuer des licences nommées a I'utilisateur

w  Voir Attribuer des licences nommées.

Autres actions de paramétrage d’un utilisateur

Vous pouvez :
e définir le numéro de téléphone et les initiales de la personne
w  Voir Définir une Personne.
e définir la langue des données de I'utilisateur
w  Voir Définir une Personne.
e restreindre 'accés de l'utilisateur a certains produits

w |es produits accessibles pour cet utilisateur sont l'intersection des
valeurs de I'attribut Ligne de commande du Login de I'utilisateur et du
profil.

w  Voir Définir le login d’une personne.
W Voir Paramétrer un profil.
e modifier le mode d’authentification de I'utilisateur
w  Voir Définir le login d’une personne.
e rendre l'utilisateur inactif
w  Voir Définir le login d’une personne.

w  Voir Empécher un utilisateur de se connecter.



Utilisateurs
Résumé sur les actions pour définir un utilisateur

Vérifier la configuration des utilisateurs

Vous pouvez vérifier quelles personnes ne respectent pas toutes les régles de
définition.
Pour vérifier la configuration des utilisateurs :
1. Accédez aux pages de gestion des Personnes.
w  Voir Accéder aux pages de gestion des utilisateurs.
2. Dans la liste des personnes, sélectionnez les personnes pour lesquelles
vous voulez vérifier la configuration.

w Sj vous ne sélectionnez aucune personne, la vérification s’effectue
sur toutes les personnes.

3. Dans la barre de menus de la liste, cliquez sur ¢ > Controler +

Chaque utilisateur dont les regles de configuration ne sont pas toutes
respectées est détaillé dans le rapport.

Personnes X [eCTIIEIET NS

c e & :: J/
Personnes Résultat Détails
Résultat Définition de la régle Diagnostic

Exigence
Si la personne n'appartient pas & un groupe,
elle doit avoir: - au moins un profil d'assigné o . .

[x] ] - Une personne doit avoir au moins un profil d'assigné
- une zone d'accés en écriture - une zone
d'accés en lecture, si la confidentialité (zone

Alexander Q d'accés en lecture) est gérée

6 Exigence
Une personne deit avoir un e-mail X A person must have a mail
Exigence S

@ 9 Cette régle est vérifie.

Une personne doit avoir un login

Exigence
Si la personne n'appartient pas & un groupe,
@ elle doit avoir: - au moins un profil d'assigné
- une zone d'accés en &criture - une zone
Audrey @ d'accés en lecture, si la confidentialité (zone
d'accés en lecture) est gérée

Cette régle est vérifide.

Exigence S

I _ Certte régle est vérifiée.
Une personne doit avair un e-mail =
Exigence

_ Certte régle est vérifiée.
Une personne doit avoir un login =
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INTRODUCTION AUX PROFILS

La gestion des utilisateurs implique la gestion de profils. Un utilisateur se connecte
a Hopex avec un profil spécifique qui détermine I'application Hopex a laquelle il se
connecte et les bureaux qui lui sont associés.

Voir :
e Description d'un profil
e Profils d’Administration livrés
e Propriétés d'un profil

Description d’un profil

Un profil permet de définir les mémes droits et parameétres de connexion a un
ensemble d’utilisateurs.
w  Voir Consulter les caractéristiques d’un profil.

La description d’un profil comprend :
e |a définition du profil
e |a définition de I'assignation du profil a une personne
w  Voir Propriétés d’un profil.

Définition du profil
Un profil définit la fonction, au sens métier, d'une personne ou d’un groupe de
personnes, dans l'entreprise
Ex. : Administrateur Fonctionnel EA, Architecte
d’entreprise.
w  Voir Consulter les caractéristiques d’un profil.
Le profil définit :
e les produits accessibles
w Voir Produits accessibles sur la licence (Ligne de commande).
© La ligne de commande de chaque profil est aussi décrite dans la
documentation : Concepts > Profils.

& Si un utilisateur a déja des droits d’accés restreints aux

produits (voir Consulter les caractéristiques d’un login), les
produits accessibles pour cet utilisateur sont lI'intersection des
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valeurs de I'attribut Ligne de commande du Login de l'utilisateur
et du profil.

e les bureaux auxquels l'utilisateur va accéder
w  Voir Niveau profil.

e les droits d'acces aux IHM (les permissions) de I'utilisateur
e les mémes options pour tous les utilisateurs connectés avec ce profil

w  Pour des informations détaillées sur les profils, voir le guide Hopex
Studio > Managing Profiles.

Assignation du profil
Vous devez assigner a chaque personne au moins un profil pour que cette personne
puisse se connecter a Hopex.

W Par défaut aucun profil n‘est assigné a une personne ou un groupe
de personnes.

L’assignation du profil a une personne ou a un groupe de personnes définit :
e |e référentiel concerné par |'assignation
e les droits d’acces aux données (lecture, écriture) de la personne avec
cette assignation de profil
e (optionnel) la durée de validité de I'assignation
w  \oir Assigner un profil a une personne.

w  Voir Assigner un profil a un groupe de personnes.

Profils d’Administration livrés

Des profils d’Administration sont livrés a l'installation avec des droits et acces aux
applications définis.

Quand plusieurs utilisateurs de profil d’Administration se connectent au bureau
Hopex Administration en méme temps, certaines actions, comme la gestion des
utilisateurs, sont exclusives.
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Ces profils sont dédiés a :

e |'administration globale (Windows Front-End et Web Front-End), avec
acces exclusif a I'application Administration (Windows Front-End) et au
bureau Hopex Administration :

Administrateur Hopex
w  Voir Le profil Administrateur Hopex.

e |'administration (Web Front-End), avec acceés exclusif au bureau Hopex

Administration :
Administrateur Hopex - SaaS
w  Voir Le profil Administrateur Hopex - Saas.

e |'administration fonctionnelle (Web Front-End), avec accés a quelques
fonctionnalités du bureau Hopex Administration et aux fonctionnalités
spécifiques a la Solution :

Administrateur fonctionnel <Nom de la Solution>

Exemple : 1’administrateur fonctionnel GRC donne acces aux
fonctionnalités de la GRC ainsi qu’a la gestion des
personnes et des groupes de personnes.

w  Voir Le profil Administrateur fonctionnel d’une Solution.

Le profil Administrateur Hopex

w  Quand plusieurs utilisateurs de profil Administrateur se connectent
a HOPEX Administration en méme temps, certaines actions sont
exclusives (Ex. : la gestion des utilisateurs).

Dans le bureau Hopex Administration, le profil Administrateur Hopex permet
en particulier de gérer :

w  Pour des informations sur le profil Administrateur Hopex dans
l'application d’Administration (Windows Front-End), voir le guide HOPEX
Administration.

e les utilisateurs (Personnes et Logins)
w  Voir Créer et gérer un utilisateur.
e les groupes d’utilisateurs (Groupes de personnes et Logins)

L un groupe de personnes regroupe des personnes au sein d’'un
groupe. Ces personnes partagent les mémes caractéristiques pour la
connexion.

w  Voir Créer et gérer un groupe de personnes.
e ['Authentification
w Voir L'authentification dans Hopex.
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Il permet aussi d’effectuer des taches liées :
¢ ala Gestion du référentiel :
e gestion des espaces de travail
w  Voir Référentiel et Espaces de travail
e gestion de I'activité du référentiel
w  Voir Gérer les mises a jour.
e gestion des verrous
w  Voir Gérer les verrous.
e gestion des instantanés de référentiel
w  Voir Gérer les instantanés de référentiel.
e aux Outils comme :
e ['utilisation du planificateur
w  \Voir Planification.
e |'import de fichiers XMG/MGL/MGR dans les référentiels de données et
SystemDb
w  Voir Importer un fichier de commandes dans Hopex.
w \oir Exporter des objets.
e [|'import/export de fichiers Excel

w  \oir le guide Hopex Common Features, chapitre "Echanger des
données avec Excel".

Le profil Administrateur Hopex - SaaS
Le profil Administrateur Hopex - SaaS permet d’effectuer les mémes actions que
le profil Administrateur Hopex dans le bureau Hopex Administration avec les
restrictions suivantes :

e Import
Il n’est pas autorisé a importer de données métamodéle ou techniques
(c’'est a dire il ne peut pas importer de données dans le référentiel

SystemDb).
e Planification
Il a accés en lecture seule :
e aux Triggers prédéfinis (page Planifications)
Ex. : 1l ne peut pas modifier la planification d’un Trigger
prédéfini.
w ]/ peut définir et modifier des Triggers personnalisés et générer des
Sites Web.
e a la page Planificateur

Ex. : 1l ne peut pas Arréter/Démarrer un planificateur.

e Profils
Il a accés aux profils en lecture seule.
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Le profil Administrateur fonctionnel d’une Solution

Un profil Administrateur fonctionnel <nom de la Solution> donne accés a
certaines fonctionnalités du bureau Hopex Administration et aux fonctionnalités
spécifiques a la Solution.
Exemple : 1’administrateur fonctionnel GRC donne acces aux
fonctionnalités de la GRC ainsi qu’a la gestion des
personnes et des groupes de personnes.

D’un point de vue de I'administration, un profil Administrateur fonctionnel <nom
de la Solution> permet de gérer les Personnes et Groupes de personnes. I|
permet en particulier de :
e gérer un utilisateur
e initialiser le compte d’un utilisateur
w  Voir Initialiser le compte Web d’un utilisateur.
e rendre inactif un utilisateur
w  Voir Définir le login d’une personne.
e définir une bibliotheque par défaut
w  Voir Définir une Personne.
e créer et gérer un groupe de personnes
w  Voir Créer et gérer un groupe de personnes.
e gérer les assignations de profils
Un Administrateur fonctionnel d’une Solution ne peut assigner que des
profils liés a cette Solution, sauf le profil Administrateur fonctionnel de la
Solution (la valeur de son Profil d’administrateur est "Fonctionnel").
Voir Gérer les profils.
e de gérer les responsabilités :
e transfert d’assignations (profil et/ou objets)
e duplication d’assignation (profil et/ou objets)

w  Voir Gérer les responsabilités.

Le profil Administrateur fonctionnel <nom de la Solution> peut aussi
personnaliser le bureau de sa Solution. Il peut en particulier :
e page de propriétés Vue d’ensemble d’un d’objet :
e définir le rapport ou diagramme affiché par défaut
e page d’accueil :
e définir le contenu des en-tétes "Mes priorités" et "Besoin d’aide"
e définir le rapport par défaut
e rapport instantané de type dendrogramme
e ajouter le rapport dans la page de propriétés Rapports de I'objet
source concerné
e enregistrer le rapport en tant que rapport type
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Propriétés d’un profil

Un profil permet de définir les mémes droits et parameétres de connexion a un
ensemble d’utilisateurs.

w  Voir Description d’un profil.

W Pour assigner un profil 8 une personne ou a un groupe de
personnes, voir Assigner un profil a une personne et Assigner un profil a
un groupe de personnes.

w  Pour une description complete des profils, voir la documentation
Hopex Studio > Managing profiles.

Nom

Le Nom d’un profil peut étre composé de lettres, chiffres et/ou caractéres spéciaux.

Statut du profil

L'attribut Statut du profil permet de définir le profil comme inactif si besoin.

Seuls les profils de statut "actif" peuvent étre assignés. Un profil "inactif" ne permet
pas de se connecter a Hopex.

Profil d’administrateur

& Pour des raisons de sécurité Hopex Customizer ne peut
modifier ce champ. Il est réservé a I’Administrateur Hopex.

L'attribut  Profil d’administrateur permet de distinguer les profils
d’administration.

e "Oui" donne le droit a I'utilisateur connecté avec le profil courant :
e d’assigner un profil administrateur a un autre utilisateur.
e de déclarer un profil comme administrateur.

C’est a dire donner la valeur "Oui" a I'attribut Profil d’administrateur
d’un profil quelconque.

e "Fonctionnel" définit un profil administrateur fonctionnel.
w  Voir Le profil Administrateur fonctionnel d’une Solution.
e "Non" est la valeur par défaut.

Produits accessibles sur la licence (Ligne de commande)

© La ligne de commande de chaque profil est aussi décrite dans la
documentation en ligne : Concepts > Profils.

Le champ Ligne de commande permet de définir les produits auxquels les
utilisateurs qui ont le profil courant ont acces.

Le format de la commande est :
/RW’<Code produit A accessible>;<Code produit B accessible>;<...>"

Par exemple : vous disposez des licences pour les produits
Hopex Business Process Analysis, Hopex IT Portfolio
Management et d’autres produits Hopex. Pour n’autoriser que
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les modules Hopex Business Process Analysis et Hopex IT
Portfolio Management aux utilisateurs qui ont ce profil,
saisissez

/RW’ HBPA ; APM’

w  Pour connaitre le code du produit, voir la documentation en ligne :
Concepts > Produits.

& Si un utilisateur a déja des droits d’accés restreints aux
produits par l'attribut Ligne de commande sur son Login (voir
Consulter les caractéristiques d’un login), les produits
accessibles pour cet utilisateur sont l'intersection des valeurs de
I'attribut Lighe de commande du Login de l'utilisateur et du

profil.
Profil 1 Profil 2
Ligne de /RW’'APM’ aucune
commande
Utilisateur A | /RW’'APM;HBPA’ I'utilisateur A a accés a | l'utilisateur A a acces a :
Hopex IT Portfolio Hopex IT Portfolio Mana-
Management gement et
Hopex Business Process
Analysis
Utilisateur B | /RW'HBPA’ I'utilisateur B n'a acces | l'utilisateur B a accés a
a aucun produit Hopex Business Process
Analysis
Utilisateur C | aucune I'utilisateur Ca accés a | l'utilisateur C a acces a tous
Hopex IT Portfolio les produits dont il a la
Management licence
(Hopex IT Portfolio Mana-
gement et Hopex Business
Process Analysis)

Restrictions d’acces aux produits pour des utilisateurs et profils qui possedent les licences pour Hopex IT
Portfolio Management et Hopex Business Process Analysis.

Description

Le champ Description permet de décrire le profil.

Personnes et Groupes de personnes

Les pages Personnes et Groupes de personnes listent toutes les personnes ou
groupes de personnes auxquels le profil courant est assigné.
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INTRODUCTION AUX UTILISATEURS

w  Seul l'utilisateur qui a un profil de type administrateur a les droits
d‘administration. I/ est le seul a pouvoir notamment modifier les
caractéristiques d’un utilisateur.

La gestion des utilisateurs implique les notions suivantes :
e les utilisateurs :

Un utilisateur est une personne qui a un Login.
e les personnes

Une personne est définie par son nom et son adresse e-mail.
e les logins

Un login définit de maniére unique un utilisateur ou un groupe

d’utilisateurs. Il ne peut étre attribué qu’a une seule personne ou un
seul groupe de personnes.

e les profils
Un profil définit ce qu’une personne peut voir ou pas et faire ou pas
dans les outils, et comment elle le voit et peut le faire. Le profil définit

les options, les droits d’accés aux référentiels et aux produits, et les
droits d’écriture et de lecture sur des objets.

Au lieu de gérer chaque utilisateur unitairement, pour faciliter leur paramétrage,
vous pouvez gérer les utilisateurs par groupe de personnes.
w  \oir Introduction aux groupes de personnes.

Les points suivants sont détaillés ici :
e introduction :
e Utilisateurs livrés
e Utilisateur : définition
® propriétés :
e Propriétés d’'une personne
e Propriétés du login d’'une personne

Voir aussi :
e acces:
e Accéder aux pages de gestion des utilisateurs
e caractéristiques :
e Consulter les caractéristiques d’'une personne
e Consulter les caractéristiques d’un login
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Utilisateurs livrés

Par défaut, a l'installation, sont créés dans l’environnement :
e des personnes indispensables au systéme :
e Administrator, qui a pour Login "System" et mot de passe "Hopex"

w [ utilisateur "Administrator” ne peut pas étre supprimé. Il n‘a pas
de Profil (il a tous les droits).

e MEGA Agent, qui a pour login "SysMA"
w [ utilisateur "MEGA Agent" ne peut pas étre supprimé. Il est utilisé

par le systéeme pour la gestion des workflows. Il n‘a pas de Profil (il a
tous les droits).

e une personne donnée a titre d’exemple :
e Mega, qui a pour Login "Mega" et mot de passe "Hopex"
w [ utilisateur "Mega" peut étre supprimé (mais non conseillé).

11 a le profil "Administrateur Hopex" qui permet de créer un premier
utilisateur de profil "Administrateur Hopex" pour gérer les référentiels et
les utilisateurs.

Utilisateur : définition

Un utilisateur dispose pour chaque environnement :
e de caractéristiques personnelles définies par sa Personne.
w voir Consulter les caractéristiques d’une personne.

e d’un login qui définit son identifiant de connexion, son statut et son
mode d’authentification a Hopex. Le login peut aussi restreindre les
produits accessibles.

w  voir Propriétés du login d’une personne.

e d’'un code utilisateur qui permet de nommer les fichiers qui lui sont
associés, comme son répertoire de travail.

w voir Propriétés du login d’une personne.

e d’au moins un profil d’assigné qui détermine les produits (restreints par
les produits définis sur son login), les applications, les bureaux et les
référentiels auxquels il a accés ainsi que les droits d'accés aux IHM (les
permissions).

Par défaut I'utilisateur n‘a aucun profil d’assigné.

W  voir Propriétés d’un profil.

W voir Assigner un profil a une personne.
e d'Options

w  voir Options.

Seul l'utilisateur de profil Administrateur (Profils d’Administration livrés ou profils
avec des droits équivalents) peut configurer et modifier les propriétés des
utilisateurs.

w  voir Profils d’Administration livrés.
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Propriétés d’une personne

w  Pour consulter les propriétés d’une personne, voir Consulter les
caractéristiques d’une personne.

w  Pour définir les propriétés d’une personne, voir Définir une
Personne.

Caractéristiques personnelles

Nom* P

WOODS Lea

Adresse e-mail Numéro de téléphone Initiales
Iwoods@mega.com

Description

Ic

T Tr

=
(> ]
"
Il

1 Palice par défaut v B I

Mettre a jour I'image

Réinitialiser I'image

Nom

Le nom de la personne peut inclure son nom et son prénom. Il peut étre composé
de lettres, chiffres et/ou caractéres spéciaux. Le format du nom de la personne est
libre. Il est conseiller d’utiliser le méme format pour toutes les personnes.

Ex. : DURAND Pierre

Image

Vous pouvez télécharger une image au format .ico, .bmp, .gif ou .png, de taille
maximale 30 Mo.

Adresse e-mail

L'adresse e-mail de la personne est nécessaire, par exemple, pour que l'utilisateur
puisse définir son mot de passe, lors de la diffusion de documents, pour la réception
de notifications ou de questionnaires, ou lors de la perte du mot de passe de
I'utilisateur.

Ex. : pdurand@mega.com

Numéro de téléphone et initiales

Le numéro de téléphone et les initiales de la personne sont facultatifs.
Ex. : +33102030405 / DP
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Description

Ce champ texte est libre et facultatif.

Accés a I'application

L'accés d’un utilisateur a I'application est défini par son Login.

Si l'utilisateur se connecte au titre d’'un groupe, son acces est défini par les
informations du Login du groupe.

~ Accés a l'application

Appartient a un groupe de personnes

Login
LWS

Code utilisateur™ Ligne de commande
D312DF2467BDE312

Statut (Login) Date de derniére connexion Mode d'authentification
Actif MEGCA

Appartient a un groupe de personnes

Une personne peut :

Login

appartenir a un groupe
w  Voir Créer un Groupe de personnes.

avoir |'attribut Appartient a un groupe de personnes sélectionné
Quand l'attribut " Appartient a un groupe de personnes " de la Personne
est sélectionné, la Personne appartient a un groupe dynamique (groupe
SS0).

w  Voir Définir un groupe de personnes dynamique (SSO)
Quand I'attribut " Appartient a un groupe de personnes " de la personne
est sélectionné, mais que la personne n'est pas listée dans un Groupe de
personnes, cela signifie qu'elle n'est pas reliée directement a un groupe
ou qu'elle n'appartient pas a un groupe dynamique (groupe SSO) : elle
appartient au groupe par défaut.

w  Voir Groupe de connexion par défaut.
Quand vous sélectionnez I'attribut Appartient a un groupe de
personnes, la personne peut se connecter a I'application avec un des
profils assignés au groupe ou avec un des profils qui lui sont assignés.

w  Voir Propriétés du login d’une personne.
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Il est défini par les paramétres :

Code utilisateur

Lighe de commande

Statut (Login)

Date de derniére connexion

Mode d’authentification (cas d’une authentification gérée au sein
d’'Hopex)

Acceés aux données

~  Accés aux données

Langue des données Bibliothégue par défaut

Zone d'accés en écriture Zone d'accés en écriture a la création

Administrator

Langue des données

L'attribut Langue des données de la personne permet de définir une langue des
données spécifique pour cet utilisateur. C’est la langue dans laquelle les noms des
données sont affichés par défaut, dans le cas ou plusieurs langues des données sont
disponibles.

w  Par défaut la langue des données est définie a l'installation pour

tous les utilisateurs dans les options de I’'environnement ;
(Options>Installation>Langues) par I'option Langue des données.

Bibliothéque par défaut

L'attribut Bibliothéque par défaut permet de rattacher les objets créés par la
personne dans une bibliothéque, quand le contexte de création ne permet pas de le
faire.

Zone d’acceés en lecture et zone d’acceés en lecture a la création

w [es informations en rapport avec la zone d‘acces en lecture ne sont
visibles que lorsque I'option Activer le graphe des accés en lecture
est selectionnée dans les Options de I’environnement
(Compatibilité > Windows Front-End > Administration).
Certains objets ou projets de modélisation peuvent étre confidentiels ou comporter
des données (colts, risques, contrdles) qui ne doivent étre visibles que par des
utilisateurs autorisés.

L'administrateur Hopex peut masquer les objets qui correspondent a ces données
confidentielles.

La mise en place d'une politique de confidentialité des données requiert
I'organisation des objets par ensembles distincts. Ces ensembles d’objets
constituent des zones d’accés en lecture.
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Chaque utilisateur est associé a une zone d’acces en lecture qui détermine les objets
que l'utilisateur peut voir. Un utilisateur ne peut voir que les objets situés dans sa
zone d’accés en lecture ou dans les zones d’accés en lecture inférieures.

Zone d’acceés en écriture et zone d’accés en écriture a la création

w [a gestion des acces en écriture est disponible avec le module
technique Hopex Power Supervisor.
Une zone d’accés en écriture est affectée a un objet pour le protéger de
modifications intempestives. Lors de sa création, un objet prend la zone d’accés en
écriture de l'utilisateur qui le crée.

Par défaut, un nouvel utilisateur est relié a I'unique zone d’accés en écriture :
"Administrator".

Les zones d’accés en écriture sont liées hiérarchiquement entre elles : un utilisateur
peut modifier un objet quand il posséde la méme zone d’'accés en écriture que cet
objet ou une zone d’accés en écriture de niveau supérieur a celle de I'objet.

Groupes de personnes

Une personne peut appartenir a un ou plusieurs groupes de personnes. Elle peut
ainsi se connecter a l'application au titre du groupe avec un des profils assignés au
groupe.

Les groupes auxquels la personne appartient sont listés ici.

~ Groupes de personnes

m ° Enlever Y

- | Nom

;m Team Paris = [



Assignations de profil

Pour se connecter 8 Hopex une personne doit avoir au moins un profil d’assigné. Le
profil détermine :
e les objets et les outils auxquels la personne a acces
e |es bureaux auxquelles la personne peut se connecter
e ses acces aux référentiels
e ses acceés aux produits
w  Voir Description d’un profil.

w  Voir Assigner un profil a une personne et Assigner un profil a un
groupe de personnes.

~  Assignations de profils

e Enlever Y

B Profil assigné Référentiel
y3 Administrateur Fonctionnel EA 8 DEMO
& Concepteur de processus i@ DEMO

Utilisateurs
Introduction aux utilisateurs
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Propriétés du login d’une personne

LWS
E. Login
Administration Caractéristiques ¢ E
Nom™*
LWsS

Détenteur du login

WOODS Laura v

Code utilisateur™ Ligne de commande

D312DF3467BD6312

Statut (Login) Date de derniére connexion Mode d'authentification
Actif v 25/02/2025 MEGA v
Description
HH Police par défaut v B I u T Tr A = =
Pour :

e créer le login d'une personne, voir Créer un utilisateur ou Créer le login
d’une personne.

e consulter les caractéristiques d’un login, voir Consulter les
caractéristiques d’un login.

e paramétrer le login d’une personne, voir Définir le login d’une personne.

Code utilisateur

Le Code utilisateur est l'identifiant court de l'utilisateur qui sert de base au
nommage des espaces de travail privés de I'utilisateur.

Ce code est défini automatiquement a la création de I'utilisateur (en majuscule, 16
caractéres alphanumériques). Afin de conserver des données cohérentes, il vaut
mieux éviter de le modifier.

Ex. : D312DF9467BD6312
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Détenteur du login

Le détenteur du login est la personne associée au login.

Ex. : WOODS Laura

Statut (Login)

Le statut du login permet de rendre un utilisateur inactif (valeur : Inactif).
L'utilisateur n’a plus accés aux référentiels mais les traces de ses actions sont
conservées. L'utilisateur peut étre facilement réactivé (valeur : Actif).

é Lorsque vous supprimez un utilisateur du référentiel, les
commandes reliées a cet utilisateur deviennent orphelines et
vous perdez une partie de I'histoire enregistrée dans les
journaux. Avec le statut inactif, l'utilisateur n’a plus accés aux
référentiels mais I'histoire des commandes qui lui sont reliées
est conservée dans les journaux.

Date de derniére connexion

La date de derniére connexion indique la derniere fois que l'utilisateur s’est
connecté a Hopex.

Produits accessibles sur la licence (Ligne de commande)

Le champ Ligne de commande permet de restreindre |'accés d’un utilisateur ou
d’un profil aux produits disponibles.
w  Pour plus de détails, voir Produits accessibles sur la licence (Ligne
de commande).
& Si un utilisateur est relié a un profil et que l'utilisateur et le
profil ont chacun un acceés restreint aux produits par I’attribut
Ligne de commande, les produits accessibles a I'utilisateur sont
I'intersection des valeurs de I'attribut Ligne de commande de
I'utilisateur et du profil.

Mode d’authentification (cas d’une authentification gérée au sein d’Hopex)
w  Voir Choisir un mode d’authentification.

L'authentification d’un utilisateur se fait par la vérification de son mot de passe. Les
modes d’authentification gérés au sein d’'Hopex sont :
e MEGA (valeur par défaut)
Le service d’authentification Hopex vérifie que le mot de passe saisi
correspond au mot de passe stocké (haché et encrypté) dans le référentiel
Hopex.
e HAS UAS
La gestion des mots de passe est déléguée a l'application UAS d'HAS.
Avec ce paramétrage l'utilisateur ne peut pas se connecter a Hopex
(Windows Front-End).
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INTRODUCTION AUX GROUPES DE PERSONNES

w  Seul l'utilisateur qui a un profil de type administrateur a les droits
d‘administration. I/ est le seul a pouvoir notamment modifier les
caractéristiques d’un utilisateur.

La gestion des groupes de personnes implique les notions suivantes :
e les utilisateurs :

Un utilisateur est une personne qui a un Login.
e les personnes

Une personne est définie par son nom et son adresse e-mail.
e |es groupes de personnes

L un groupe de personnes regroupe des personnes au sein d’un

groupe. Ces personnes partagent les mémes caractéristiques pour la
connexion.

e les logins
Un login définit de maniére unique un utilisateur ou un groupe

d’utilisateurs. Il ne peut étre attribué qu’a une seule personne ou un
seul groupe de personnes.

e les profils
Un profil définit ce qu’une personne peut voir ou pas et faire ou pas
dans les outils, et comment elle le voit et peut le faire. Le profil définit

les options, les droits d‘accés aux référentiels et aux produits, et les
droits d’écriture et de lecture sur des objets.

Les points suivants sont détaillés ici :
e introduction :
e Gérer des groupes de personnes plutot que des personnes
e Appartenir a un groupe de personnes
® propriétés :
e Propriétés d’'un groupe de personnes
e Propriétés du login d’un groupe de personnes

Voir aussi :
e acces:
e Accéder aux pages de gestion des utilisateurs
e caractéristiques :
e Consulter les caractéristiques d’un groupe de personnes
e Consulter les caractéristiques d’un login

Gérer des groupes de personnes plutot que des personnes

Pour faciliter la gestion des personnes, au lieu de gérer des personnes unitairement,
vous pouvez gérer des personnes par groupe.

Exemple : le groupe des auditeurs.

Le paramétrage ne se fait pas au niveau de la personne, mais au niveau du groupe.



Utilisateurs
Introduction aux groupes de personnes

Les personnes qui appartiennent a un groupe :

dépendent d’'un méme environnement.
partagent les mémes caractéristiques de connexion définies par le profil
du groupe et son assignation.

w voir Avant de définir un utilisateur : notions sur les groupes de
personnes et sur les profils.

w  voir Description d’un profil.
se connectent a l'application avec leur login.
partagent les assignations définies sur le groupe.
w  Voir Assigner un profil a un groupe de personnes.
partagent des caractéristiques définies sur le groupe (ex. : droits
d’acces, langue des données).
w VOoir Propriétés d’un groupe de personnes.
w  voir Propriétés du login d’un groupe de personnes.
& Uune personne qui appartient a un groupe cumule les profils
qui lui sont assignés a ceux assignés aux groupes de personnes
auxquels elle appartient. Elle peut se connecter au titre du

groupe ou via ses propres assignations de profils (définies sur sa
personne).

Une personne peut appartenir a un ou plusieurs groupes.

Vous pouvez :

relier une personne a un groupe de personnes, unitairement,
directement a la création de la personne.

w  Voir Créer un utilisateur.
relier en masse des personnes a un groupe de personnes.
w  Voir Ajouter des personnes a un groupe de personnes statique.

Appartenir a un groupe de personnes

Une personne peut :

appartenir a un groupe
w  Voir Créer un utilisateur.
w  Voir Créer un Groupe de personnes.
w  Voir Ajouter des personnes a un groupe de personnes statique.
avoir I'attribut Appartient a un groupe de personnes sélectionné
w  Voir Appartient a un groupe de personnes.

Quand I'attribut " Appartient a un groupe de personnes " de la Personne
est sélectionné, la Personne appartient a un groupe dynamique (groupe
SS0).

w  Voir Définir un groupe de personnes dynamique (SS0O)
Quand l'attribut " Appartient a un groupe de personnes " de la personne
est sélectionné, mais que la personne n'est pas listée dans un Groupe de
personnes, cela signifie qu'elle n'est pas reliée directement a un groupe
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ou qu'elle n'appartient pas a un groupe dynamique (groupe SSO) : elle
appartient au groupe par défaut.

w  Voir Groupe de connexion par défaut.

Une personne qui appartient a un groupe de personnes ou qui a l'attribut
Appartient a un groupe de personnes sélectionné, peut se connecter a
I'application au titre du groupe avec un des profils assignés au groupe.

w [ a personne cumule les profils qui lui sont assignés a ceux assignés
aux groupes de personnes auxquels elle appartient.

Propriétés d’un groupe de personnes

w  Pour des informations sur un groupe de personnes, voir :
Gérer des groupes de personnes plutdt que des personnes,
Consulter les caractéristiques d’un groupe de personnes, et
Modifier le login d’un groupe de personnes.

Caractéristiques personnelles

Nom
Le nom du groupe de personnes peut étre composé de lettres, chiffres et/ou
caracteres spéciaux.

Ex. : Service RH

Description

Ce champ texte est libre et facultatif.
Accés a I'application

Groupe d’authentification

Une personne peut appartenir a :

e un groupe statique
Les personnes sont explicitement liées au groupe.

w  Voir Définir un groupe de personnes
e un groupe dynamique
Le groupe calcule a la volée les personnes du groupe.
w  Voir Demande de connexion et utilisateur créé a la volée.

Ex. : un groupe de type SSO (cas d’authentification SSO) est
caractérisé par des claims.

w  Voir Définir un groupe de personnes dynamique (SSO).
Groupe de connexion par défaut

Lorsque l'attribut Groupe de connexion par défaut est sélectionné, toute
personne qui n‘a pas de lien direct avec un groupe spécifique, mais dont I'attribut
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Introduction aux groupes de personnes

"Appartient a un groupe de personnes" est sélectionné, appartient au groupe de
connexion par défaut.

w ]/ est recommandé d’utiliser cet attribut en mode Lecture.
w  Voir Définir un groupe de connexion par défaut.

Login
Le login d'un groupe de personnes est une chaine de caractéres unique qui identifie
de maniére unique le groupe de personnes. Il permet de rendre le groupe inactif.
w  Voir Propriétés du login d’un groupe de personnes.
& Une personne qui appartient a un groupe se connecte a
I’application avec son propre login.
Il est défini par les paramétres :
e Code utilisateur
e Ligne de commande
e Statut (Login)
e Mode d’authentification (cas d'une authentification gérée au sein
d'Hopex)

Acceés aux données

Langue des données

L'attribut Langue des données du groupe de personnes permet de définir une
langue des données spécifique pour ce groupe d’utilisateurs.
w  Par défaut la langue des données est définie a l'installation pour

tous les utilisateurs dans les options de I'environnement |
(Options>Installation>Langues) par I'option Langue des données.

Zone d’accés en écriture et zone d’accés en écriture a la création
du groupe de personnes
w [ 3 gestion des zones d’accés en écriture est disponible avec le
module technique Hopex Power Supervisor.
Une zone d’acces en écriture est une marque affectée a un objet pour le protéger
de modifications intempestives. Lors de sa création, un objet prend la zone d'accés
en écriture du groupe auquel appartient l'utilisateur qui le crée.

Les zones d’accés en écriture sont liées hiérarchiquement entre elles : un utilisateur
peut modifier un objet quand il posséde la méme zone d’'accés en écriture que cet
objet ou une zone d’accés en écriture de niveau supérieur a celle de l'objet.

Zone d’acceés en lecture et zone d’accés en lecture a la création du
groupe de personnes
w [es informations en rapport avec la zone d‘acces en lecture ne sont
visibles que lorsque I'option Activer le graphe des accés en lecture
est sélectionnée dans les Options de I’environnement
(Compatibilité >Windows Front-End > Administration).
Certains objets ou projets de modélisation peuvent étre confidentiels ou comporter
des données (colts, risques, contrdles) qui ne doivent étre visibles que par des
utilisateurs autorisés.
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L'administrateur Hopex peut masquer les objets qui correspondent a ces données
confidentielles.

La mise en place d'une politique de confidentialité des données requiert
I'organisation des objets par ensembles distincts. Ces ensembles d’objets
constituent des zones d’acceés en lecture.

Chaque groupe de personnes est associé a une zone d’accés en lecture qui
détermine les objets que le groupe de personnes peut voir. Un utilisateur ne peut
voir que les objets situés dans la zone d’accés en lecture du groupe ou dans les
zones d’'acces en lecture inférieures.

Personnes

Un groupe de personnes est défini par une liste de personnes qui appartiennent au
groupe.

Assignations de profils

& Pour pouvoir se connecter a Hopex l'utilisateur doit avoir au
moins un profil.

Par défaut aucun profil n‘est assigné au groupe de personnes, vous devez assigner
au moins un profil au groupe de personnes.
Le profil détermine pour le groupe de personnes :

e |es bureaux accessibles

e les acces aux référentiels

e |es produits accessibles

e |es objets et les outils accessibles

w  Voir Description d’un profil.
L’assignation du profil définit :
e |e référentiel concerné par l'assignation

e les droits d'acces aux référentiels avec cette assignation de profil
e (optionnel) la durée de validité de I'assignation

w  Voir Assigner un profil a un groupe de personnes.

Propriétés du login d’un groupe de personnes

Le login d'un groupe de personnes est créé automatiquement a la création du
groupe de personnes.

Pour :

e créer un groupe de personnes, voir Créer un Groupe de personnes.

e consulter les caractéristiques d’un login, voir Consulter les
caractéristiques d’un login.

e définir le login d'un groupe de personnes, voir Modifier le login d'un
groupe de personnes.
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Introduction aux groupes de personnes

Code utilisateur

Le Code utilisateur est l'identifiant court (en majuscule, longueur maximale six
caracteres) du groupe de personnes.

Ce code est défini automatiquement a la création du groupe de personnes.
Ex. : SUPPOR

Détenteur du login
Le Détenteur du login est le groupe de personnes associé au login.

Ex. : Support France

Groupe de personnes inactif (Statut)

Le statut du login permet de rendre un groupe de personnes inactif (valeur :
Inactif). Les utilisateurs qui appartiennent au groupe de personnes n‘ont plus acces
aux référentiels au nom du groupe de personnes mais les traces de leurs actions
sont conservées. Le groupe de personnes peut étre facilement réactivé (valeur :
Actif).

¢ Lorsque vous supprimez un groupe de personnes du

référentiel, les commandes reliées aux utilisateurs qui
appartiennent au groupe de personnes sont conservées tant que
les utilisateurs ne sont pas supprimés.

Ligne de commande

Le champ Ligne de commande n’a pas d’utilité pour un groupe de personnes.
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ACCES A LA GESTION DES UTILISATEURS

Voir :

Accéder aux pages de gestion des utilisateurs.
Consulter les caractéristiques d’une personne.

Consulter les caractéristiques d’un groupe de personnes.
Consulter les caractéristiques d’un login.

Accéder aux pages de gestion des utilisateurs

Pour gérer les utilisateurs :
1. Connectez-vous au bureau Hopex Administration.
w \oir Se connecter au bureau d’Administration Web.

2. Cliquez sur le menu de navigation Utilisateurs.
Les sous-menus de gestion des utilisateurs s’affichent.

Utilisateurs

Utilisateurs

Personnes

Groupes de personnes
Référentiel

‘ Profils
blesl i Tableau de bord des licences
données
Authentification déléguée
Planifications Clés API




Utilisateurs
Acces a la gestion des utilisateurs

3. Pour un acces direct, cliquez sur :
e Personnes pour gérer les personnes et les logins

w  \oir Actions effectuées dans la page de gestion des Personnes.

© Accés direct depuis la page d’accueil : dans Inventaire, cliquez sur
lindicateur Personnes.

e Groupes de personnes pour gérer les personnes qui appartiennent a
un méme groupe de personnes

w  Voir Actions effectuées dans la page de gestion des Groupes de
personnes.

© Acces direct depuis la page d’accueil : dans Inventaire, cliquez sur
l'indicateur Groupes de personnes.

e Profils pour accéder aux profils
w  Voir Propriétés d’un profil.
w  Pour gérer les profils, voir Gérer les profils.

© Acces direct depuis la page d’accueil : dans Inventaire, cliquez sur
l'indicateur Profils.
e Authentification déléguée pour gérer |'authentification (ex. :
groupes et paramétres d’authentification).
w  Voir Configurer I"authentification SSO.

© Acces direct depuis la page d’accueil : dans Inventaire, cliquez sur

lindicateur Groupes d’authentification ou Parameétres
d’authentification.

e Clés API pour gérer les clés API des utilisateurs
w  Voir Gérer les clés API.
© Acces direct depuis la page d’accueil : dans Inventaire, cliquez sur
lindicateur Clés API.

La page de gestion sélectionnée s’affiche.

Voir :

Gérer des personnes de caractéristique identique

Gérer un groupe de personnes de caractéristique spécifique

Actions effectuées dans la page de gestion des Personnes

Actions effectuées dans la page de gestion des Groupes de personnes

Gérer des personnes de caractéristique identique

Pour gérer des personnes qui ont une caractéristique identique, voir :
e Accéder a la liste des personnes qui ont un profil spécifique d’assigné
e Accéder a la liste des personnes qui appartiennent a un groupe
spécifique
e Accéder a la liste des personnes avec ou sans login

avec le module technique Hopex Power Supervisor :
e Accéder a la liste des personnes reliées a une zone d’accés en écriture
spécifique
e Accéder a la liste des personnes reliées a une zone d’accés en lecture
spécifique
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Gérer un groupe de personnes de caractéristique spécifique

Pour gérer un groupe de personnes qui a une caractéristique spécifique, voir :

Accéder a un groupe de personnes qui a un profil spécifique

avec le module technique Hopex Power Supervisor :

Accéder a la liste des groupes de personnes reliés a une zone d’accés en
écriture spécifique
Accéder a la liste des groupes de personnes reliés a une zone d’accés en
lecture spécifique

Actions effectuées dans la page de gestion des Personnes

«= g Définir une bibliotheque par défaut @@ Login v €, assignations @ Licences v () options H Y

A

A

A

A

Nom 1

Q

ARNAUD Paul
CHABAL Antoine
DANT Leo
DIDEAU Capucine
FROMENT Sarah

GABIER Laura

WINE Tod

o

=

Adresse e-mail Login Date de derniére co... Statut (Login) Bibliothéque par défaut
Q Q = B Q v a

parnaud@mega.com = paAD 2/25/2025 Actif

achabal@mega.com @ acL Actif

Idant@mega.com @& DT 2/18/2025 Actif

cdideau@mega.com 8 CDU Actif

sfroment@mega.com W sFr 218/2025 Actif

Igabier@mega.com M LGR 2/18/2025 Actif

twine@mega.com | TwE 2/25/2025 Actif



Utilisateurs

Acces a la gestion des utilisateurs

La page de gestion des Personnes permet de :
paramétrer un utilisateur

Créer un utilisateur

Définir une Personne

Créer le login d’une personne

Définir le login d’une personne

Modifier les options au niveau d’un utilisateur
Relier une personne a une zone d’acces en écriture
Relier une personne a une zone d’accés en lecture
Vérifier la configuration des utilisateurs

gérer les utilisateurs

Gérer le mot de passe d’un utilisateur Web
Supprimer un utilisateur
Modifier les propriétés d'un utilisateur

gérer les assignations de profils des personnes

Assigner un profil a une personne

Assigner en masse des profils a des personnes
Transférer les responsabilités d’une personne
Dupliquer les responsabilités d'une personne

gérer les licences des utilsateurs

Gérer les licences nommeées

Astuces pour accéder aux personnes :
accéder a une personne par son nom

w  Accéder a une personne par son nom

filtrer la liste des personnes

w  Voir Accéder a la liste des personnes avec ou sans login ou Accéder
a une personne par son nom.
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Actions effectuées dans la page de gestion des Groupes de personnes

Groupes de personnes
-— Py -
4= ° Enlever E@® Propriétés du login

- | Nom 1 Login
Q Q
) & DocTeam & Doc Team
& ITTeam = &4 & |T Team
[J & LegalTeam 3 Legal Team
O & Marketing Team B8 Marketing Team
O & sales Team @ Sales Team

Dans la page de gestion des Groupes de personnes vous pouvez :
e créer des groupes d'utilisateurs
w  Voir Créer un Groupe de personnes.
définir les caractéristiques d’un groupe de personnes

w  Voir Définir un groupe de personnes.
e paramétrer les caractéristiques d’un login

w Voir Modifier le login d’'un groupe de personnes.
e assigner un profil a un groupe de personnes

W Voir Assigner un profil a un groupe de personnes.
e relier un groupe de personnes a une zone d’accés en écriture

w  Voir Relier un groupe de personnes a une zone d’acces en écriture.
e relier un groupe de personnes a une zone d’accés en lecture

w  Voir Relier un groupe de personnes a une zone d’accés en lecture.
e supprimer un groupe de personnes

w  \oir Supprimer un groupe de personnes.
e modifier les propriétés d’'un groupe d’utilisateurs

w  Voir Modifier les propriétés d’un groupe d’utilisateurs.

Accéder a la liste des personnes qui ont un profil spécifique d’assigné

Vous pouvez lister et gérer toutes les personnes qui ont un méme profil d’assigné.



Utilisateurs

Acces a la gestion des utilisateurs

Pour accéder a la liste des personnes qui ont un profil spécifique d’assigné :
1. Accédez aux pages de gestion des Utilisateurs.
w  Voir Accéder aux pages de gestion des utilisateurs.

2. Cliquez sur Personnes =" puis sélectionnez Par profil.

3. (Pour visualiser uniquement les personnes) Dans l'arbre, cliquez sur le
du profil.
Les personnes auxquelles le profil est assigné sont affichées.

4. (Pour afficher les personnes sous forme de liste) Sélectionnez le profil.
Dans la zone d’édition, dans la page Caractéristiques, la section
Assignations liste les personnes et groupes de personnes qui ont le profil
sélectionné d’assigné.

Accéder a la liste des personnes qui appartiennent a un groupe spécifique

Vous pouvez lister et gérer toutes les personnes qui appartiennent a un méme
groupe.
Pour accéder a la liste des personnes qui appartiennent a un groupe spécifique :

1. Accédez aux pages de gestion des Utilisateurs.

w  Voir Accéder aux pages de gestion des utilisateurs.

2. Cliquez sur Personnes =» puis sélectionnez Par groupe.
3. Dans l'arbre, cliquez sur le du groupe.
Les personnes qui appartiennent a ce groupe sont affichées.

4. (Pour afficher les personnes sous forme de liste) Sélectionnez le groupe.
Dans la zone d’édition, dans la page Caractéristiques, la section
Personnes liste les personnes qui appartiennent a ce groupe.

Dans le cas de groupes SSO, la liste des personnes peut étre longue.
Cliquez sur Calculé pour afficher dans la section Personnes la liste des
personnes qui font partie du groupe sélectionné.

Accéder a la liste des personnes reliées a une zone d’accés en écriture
spécifique
w  Avec le module technigue Hopex Power Supervisor.

Quand plusieurs zones d’accés en écriture sont définies, vous pouvez lister et gérer

tous les membres (personnes et groupes de personnes) d'une zone d’accés en

écriture spécifique.

Pour accéder aux listes des membres d’une zone d’accés en écriture spécifique :

1. Accédez aux pages de gestion des Utilisateurs.

w  Voir Accéder aux pages de gestion des utilisateurs.

. ] - ’ . b
2. Cliquez sur Personnes =* puis sélectionnez Par zone d’acces en
écriture.

3. (Pour visualiser uniquement les personnes) Dans l'arbre, cliquez sur le
de la zone d’accés en écriture concernée.
Les personnes reliées a la zone d’acceés en écriture sont affichées.
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4. Sélectionnez la zone d’acces en écriture.
Dans la zone d’édition, dans la page Caractéristiques, la section
Membres de la zone d’accés liste toutes les personnes et groupes de
personnes reliés a la zone d’accés en écriture sélectionnée,

Accéder a la liste des personnes reliées a une zone d’acceés en lecture
spécifique

w  Avec le module technique Hopex Power Supervisor.

Quand la gestion des zones d’accés en lecture est activée, vous pouvez lister et
gérer tous les membres (personnes et groupes de personnes) d'une zone d’accés
en lecture spécifique.

Pour accéder a la liste des membres d’une zone d’accés en lecture spécifique :
1. Accédez aux pages de gestion des Utilisateurs.
w  Voir Accéder aux pages de gestion des utilisateurs.

2. Cliquez sur Personnes =" puis sélectionnez Par zone d’acces en
lecture.

3. (Pour visualiser uniquement les personnes) Dans l'arbre, cliquez sur le

de la zone d’acces en lecture concernée.
Les personnes reliés a la zone d’'accés en lecture sont affichées.

4. Sélectionnez la zone d’acces en lecture.
Dans la zone d’édition, dans la page Caractéristiques, la section
Membres de la zone d’accés liste toutes les personnes et groupes de
personnes reliés a la zone d'accés en lecture sélectionnée.

Accéder a la liste des personnes avec ou sans login

Vous pouvez filtrer les personnes sur leur login.

Pour afficher les personnes avec ou sans login :
1. Accédez a la page de gestion des Personnes.
w  Voir Accéder aux pages de gestion des utilisateurs.
2. Dans le champ de la colonne Login, cliquez sur l'opérateur de filtrage
puis sélectionnez :
e Afficher uniquement les valeurs renseignées @
Les personnes qui ont un login sont listées.

e Afficher uniquement les valeurs non renseignées O
Les personnes qui n‘ont pas de login sont listées.

w  Voir Actions effectuées dans la page de gestion des Personnes.

Accéder a une personne par son nom

Vous pouvez filtrer les personnes en fonction de leur nom :

e dans la zone d’édition
e dans la zone d’exploration
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Acces a la gestion des utilisateurs

Pour retrouver une personne par son nom (zone d’édition):
1. Accédez a la page de gestion des Utilisateurs.
w  Voir Accéder aux pages de gestion des utilisateurs.

2. Dans le champ de la colonne Nom, saisissez le hom de la personne.

La liste des personnes se filtre a mesure que vous saisissez des
caracteéres.

w  Voir Actions effectuées dans la page de gestion des Personnes.
Pour retrouver une personne par son nom (zone d’exploration) :
1. Accédez aux pages de gestion des Utilisateurs.

w  Voir Accéder aux pages de gestion des utilisateurs.

Cliquez sur Personnes =".
Dans le champ de recherche, saisissez le nom de la personne.

La liste des personnes se filtre a mesure que vous saisissez des
caractéres.

Lol

Accéder a un groupe de personnes qui a un profil spécifique

Pour accéder a un groupe de personnes qui a un profil spécifique :
1. Accédez aux pages de gestion des Utilisateurs.

w  Voir Accéder aux pages de gestion des utilisateurs.

2. Cliquez sur Groupes de personnes =» puis sélectionnez Par profil.
3. (Pour visualiser uniquement les groupes de personnes) Dans l'arbre,
cliquez sur le du profil.
Les groupes de personnes auxquels le profil est assigné sont affichés.

4. (Pour afficher les groupes de personnes sous forme de liste) Sélectionnez
le profil.

Dans la zone d’édition, dans la page Caractéristiques, la section

Assignations liste les personnes et groupes de personnes qui ont le profil
sélectionné d’assigné.

Accéder a la liste des groupes de personnes reliés a une zone d’accés en
écriture spécifique
w  Avec le module technique Hopex Power Supervisor.

Quand plusieurs zones d’accés en écriture sont définies, vous pouvez lister et gérer

les membres (personnes et groupes de personnes) d’une zone d’acces en écriture
spécifique.

Pour accéder aux groupes de personnes d’une zone d’accés en écriture spécifique :
1. Accédez aux pages de gestion des Utilisateurs.

w  Voir Accéder aux pages de gestion des utilisateurs.

2. Cliquez sur Groupes de personnes =" puis sélectionnez Par zone
d’acceés en écriture.

61



62

3.

(Pour visualiser uniquement les groupes de personnes) Dans l'arbre,

cliquez sur le B de la zone d’accés en écriture concernée.

Les groupes de personnes reliés a la zone d’acces en écriture sont

affichés.

Sélectionnez la zone d’accés en écriture.

Dans la zone d’édition, dans la page Caractéristiques :

¢ la section Membres de la zone d’acces liste toutes les personnes et
groupes de personnes reliés a la zone d’accés en écriture sélectionnée.

¢ la section Objets liste tous les objets reliés a la zone d’accés en
écriture sélectionnée.

Accéder a la liste des groupes de personnes reliés a une zone d’accés en

lecture spécifique

w  Avec le module technique Hopex Power Supervisor.

Quand la gestion des zones d’acceés en lecture est activée, vous pouvez lister et
gérer les membres (personnes et groupes de personnes) d'une zone d’accés en
lecture spécifique.

Pour accéder aux groupes de personnes d’une zone d’acces en lecture spécifique :

1.

2,

3.

Accédez aux pages de gestion des Utilisateurs.
w  Voir Accéder aux pages de gestion des utilisateurs.

Cliquez sur Groupes de personnes =" puis sélectionnez Par zone
d’accés en lecture.
(Pour visualiser uniguement les groupes de personnes) Dans l‘arbre,

cliquez sur le de la zone d’acces en lecture concernée.
Les groupes de personnes reliés a la zone d’accés en lecture sont affichés.

Sélectionnez la zone d’accés en lecture.

Dans la zone d'édition, dans la page Caractéristiques, la section
Membres de la zone d’accés liste toutes les personnes et groupes de
personnes reliés a la zone d'accés en lecture sélectionnée.
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Acceés a la gestion des utilisateurs

Consulter les caractéristiques d’une personne

WOODS Lea
Personne (Systéme)
Administration Caractéristiques a

Nom* P
[

WOODS Lea

Adresse e-mail Numéro de téléphone Initiales
lwoods@mega.com

Description

o Palice par défaut v B I U T Tr

>
2
I

Mettre a jour l'image

Réinitialiser I'image

~ Acceés a l'application
~ Accés aux données
~ Groupes de personnes

~ Assignations de profils

L'icone d’une personne est représentée par :

e A, quand la personne est créée (nom et zone d’'acces en écriture
renseignés) mais n‘a pas de login de défini.

e A, quand la personne a un login mais n‘est pas complétement
configurée (elle n'a pas d’e-mail de renseigné ou pas de profil d’assigné)

e A quand la personne est paramétrée comme utilisateur d’'Hopex :

nom, zone d’acceés en écriture, login et adresse e-mail sont renseignés et
un profil est assigné a la personne.

w  Voir Définir une Personne, Créer un utilisateur et Assigner un profil
a une personne.

Pour consulter les caractéristiques d’une personne :
1. Accédez a la page de gestion des Personnes.
w  \oir Accéder aux pages de gestion des utilisateurs.
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2. Dans la liste des personnes, cliquez sur le nom de la personne.
w  Alternative: passez la souris sur le nom de la personne puis cliquez
sur Ouvrir dans un nouvel onglet &.

© wvous pouvez vous aider de l'outil de filtrage de la liste pour trouver
la personne.

La page de propriétés Caractéristiques de la personne s’affiche.
w  Voir Propriétés d’une personne.
w  Voir Définir une Personne.
3. Pour afficher :
e |'activité sur la personne, affichez sa page de propriétés Fil d’activité.
e I'historique des actions effectuées sur la personne, dans la barre de

menus de la page de propriétés, cliquez sur # puis sélectionnez
Gérer > Historique.
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Consulter les caractéristiques d’un groupe de personnes

Stagiaire

& Groupe de personnes

Administration Caractéristiques Q B Personnaliser v~

Nom™
Stagiaire
Description

ra

¥ Police par défaut ~ B I

IC

T Tr

|
>
Il

Groupe pour les stagiaires de |z formation

v Accés a l'application
+~ Acceés aux données
+ Personnes

~ Assignations de profils

Pour consulter les caractéristiques d’un groupe de personnes :
1. Accédez a la page de gestion des Groupes de personnes.
w  Voir Accéder aux pages de gestion des utilisateurs.

La liste des groupes de personnes apparait, avec pour chaque groupe le
cas échéant son groupe SSO associé, et sa description.

w  \ous pouvez trier ou filtrer I'affichage en fonction des colonnes.

w  \ous pouvez relier un groupe SSO au groupe a partir de cette page
(par un clic dans le champ correspondant).
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2. Dans la liste des groupes de personnes, cliquez sur le nom du groupe de
personnes.
w Alternative: passez la souris sur le nom du groupe de personnes
puis cliquez sur Ouvrir dans un nouvel onglet .
© wvous pouvez vous aider de l'outil de filtrage de la liste pour trouver
le groupe de personnes.
La page de propriétés Caractéristiques du groupe de personnes
s'affiche.
w  Voir Propriétés d’un groupe de personnes.
w  Voir Définir un groupe de personnes.
3. Pour afficher:
e ['activité sur le groupe de personnes, affichez sa page de propriétés Fil
d’activité.
e |'historique des actions effectuées sur le groupe de personnes : dans
la barre de menus de la page de propriétés, cliquez sur § puis
sélectionnez Gérer > Historique.

Consulter les caractéristiques d’un login

w  Pour des informations détaillées sur les caractéristiques d’un login,
voir Propriétés du login d’une personne.

w  Pour paramétrer un login, voir Définir le login d’une personne.
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Vous pouvez consulter les caractéristiques d’un login :
e directement dans la page de propriétés Caractéristiques du détenteur
du login (personne ou groupe de personnes), section Acceés a
I'application (Accés a 'application et Accés a I'application).

© voir consulter les caractéristiques d’une personne ou Consulter les
caractéristiques d’un groupe de personnes.

e dans les pages de propriétés du login.

LWS

£, Login

Caractéristiques v BY Personnaliser v :
Nom™®

LW5s

Détenteur du login

WOODS Lea VoD
Code utilisateur” Ligne de commande
9D3CAGIGT2B2FBEB
Statut (Login) Mode d'authentification
Actif hd MEGA hd
Description
i Police par défaut - B I ) M Tr =

Pour consulter les caractéristiques d’un login :
1. Accédez aux pages de gestion des Utilisateurs.
w  Voir Accéder aux pages de gestion des utilisateurs.
2. Cliquez sur Personnes ou Groupes de personnes.
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3. Dans la liste, sélectionnez la personne (ou le groupe de personnes)
concernée.

4. Dans la barre de menus de la liste, cliquez sur Login @& > Propriétés.
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Créer et gérer un utilisateur

CREER ET GERER UN UTILISATEUR

Pour une vue d’ensemble des actions a effectuer pour créer et paramétrer
un utilisateur voir Résumé sur les actions pour définir un utilisateur.

w  Pour gérer des groupes de personnes, voir Gérer des groupes de
personnes plutét que des personnes et Créer et gérer un groupe de
personnes.

Les points suivants sont abordés ici :
e paramétrage :
Créer un utilisateur
Définir une Personne
Créer le login d’une personne
Définir le login d’une personne
Modifier les propriétés d’un utilisateur
Relier une personne a une zone d’accés en écriture
e gestion :
Vérifier la configuration des utilisateurs
Relier une personne a une zone d’accés en écriture
Relier une personne a une zone d’accés en lecture
Empécher un utilisateur de se connecter
Supprimer un utilisateur
Créer et gérer un groupe de personnes
Gérer les options liées aux utilisateurs
Transférer les responsabilités d’'une personne
Dupliquer les responsabilités d’une personne

Créer un utilisateur

N Personne représente une personne physique ou un systéme.

w  Au lieu de créer chaque utilisateur un par un, vous pouvez importer
une liste de personnes.

Un utilisateur dépend d’un environnement. Pour créer un utilisateur, vous devez
vous connecter a I'environnement auquel I'utilisateur va étre rattaché.

Un utilisateur est une personne qui a un login. Pour créer un utilisateur vous devez
créer une personne avec son login ou créer le login d’une personne déja créée.

w  Pour des informations détaillées sur les caractéristiques :

- d’une personne, voir Propriétés d’une personne.

- d’un login, voir Propriétés du login d’une personne.
Une fois I'utilisateur créé, il recoit automatiquement un e-mail d’activation de
compte Hopex pour définir son mot de passe de connexion.

w  Cet e-mail n'est envoyé que si le paramétrage SMTP d'Hopex est
configuré (voir Renseigner les paramétres SMTP). Dans le cas contraire,
le champ Mot de passe est disponible a la création de I'utilisateur.
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Vous devez alors renseigner ce mot de passe temporaire que
l'utilisateur va modifier a sa premiere connexion.

E-mail et mot de passe
L'utilisateur définit son mot de passe suite a la réception de son e-mail d’activation
de compte Hopex. Cet e-mail contient un lien valide 48 heures.

w  Pour renvoyer I'e-mail d’activation de compte, voir Initialiser le
compte Web d’un utilisateur.

Si besoin (ex.: soucis de mot de passe ou de réception d’e-mail), I'administrateur
peut aussi définir un mot de passe temporaire a utilisateur.

w  Voir Définir un mot de passe temporaire a un utilisateur.
Pour créer un utilisateur :
1. Accédez a la page de gestion des Personnes.
w  Voir Accéder aux pages de gestion des utilisateurs.

2. Cliquez sur Nouveau .
La fenétre de Création d’'une personne - Caractéristiques apparait.
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3. Saisissez les caractéristiques de la personnes :
e Dans le champ Nom, saisissez le nom de la personne.

Ex. : DUBOIS Guillaume

w  fajtes attention a respecter le méme format pour toutes les
personnes.

e Dans le champ Adresse e-mail, saisissez |'adresse e-mail de la
personne.
e Dans le champ Login, saisissez un login.

Ex. : GDS

m Sj vous ne renseignez pas le login, celui-ci prend automatiquement
la valeur renseignée dans le champ Nom.

w Un Login est unique, il ne peut étre attribué qu’a une seule
Personne ou Groupe de personne.

w Une Personne ne peut avoir qu’un seul Login.

Création d'un(e) Personne - Caracté...

Nom*
GABIN Leo
Adresse e-mail®
lgabin@mega.com
Login
LGN
o~ Data Access
Zone d'accés en écriture™

Administrator hd

w Sjle paramétrage SMTP d’Hopex n’est pas configuré (voir
Renseigner les paramétres SMTP) dans le champ Mot de passe,
saisissez un mot de passe temporaire.
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(avec le module technique Hopex Power Supervisor) A I'aide du menu
déroulant du champ Zone d’accés en écriture, sélectionnez la valeur
de la zone d’accés en écriture de I'utilisateur.

w [ e champ Zone d’acceés en écriture apparait seulement s’il existe

plusieurs zones d’acces en écriture. Par défaut, a la création, I'utilisateur
est relié a la zone d’acces en écriture maximale : "Administrator”.

(si besoin, avec le module techniqgue Hopex Power Supervisor) A l'aide
du menu déroulant du champ Zone d’accés en lecture, sélectionnez la
valeur de la zone d’accés en lecture de I'utilisateur.

w  Par défaut, a la création, I'utilisateur est relié a la zone d’accés en

lecture "Standard". Ce champ apparait seulement si la gestion des acces
en lecture a été activée.

Cliqguez sur Suivant.
La fenétre de Création d’une personne - Profils a assigner apparait.

Assignez un profil a la personne :

w  Vous pouvez effectuer cette action ultérieurement, voir Assigner un
profil a une personne.

e Dans le champ Référentiel, sélectionnez le référentiel auquel la

personne a acces, pour les profils assignés.

w  Vous pouvez sélectionner tous les référentiels.

e Dans la liste des Profils, sélectionnez le(s) profil(s) a assigner a la

personne.

Création d'un(e) Personne - Profils L

Nom™®

GABIN Leo

Sélectionnez le référentiel, auquel la personne a accés, pour les profils assignés®

DEMO
Profils
-} Nom T Description h 4
fi§ Gestionnaire de données Le Scientifique de données (Data Sci
§8 Gestionnaire des incidents et des pert... Ce profil donne accés 38 HOPEX LDC.
’;') HOPEX Customizer Le profil HOPEX Customizer donne a
2 HOPEX Customizer Publisher Le profil HOPEX Customizer Publishi

{ Précédent “ Annuler
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Créer et gérer un utilisateur

8. Cliquez sur OK.
L'utilisateur est créé et apparait dans la liste des utilisateurs.

L'utilisateur recgoit un e-mail pour définir son mot de passe.

i@ setDefault Library 38 Login v %z) Assignations ~ i

A
m

-] Nom T Adresse e-mail Login Statut (Login) Biblioth&que par dét
Q Q Q Q v Q
A GABIN Leo Igabin@mega.com | LGN Actif

~ - Fa . . —

w  Pour vérifier la configuration de I'utilsateur, voir Vérifier la
configuration des utilisateurs.

w  Pour définir les caractéristiques de l’utilisateur, voir Définir une
Personne.

w  Vous devez paramétrer le login de I'utilisateur, voir Définir le login
d’une personne.

w  Pour vérifier la configuration de I'utilisateur, voir Vérifier la
configuration des utilisateurs.

w  Pour gérer les licences de I'utilisateur, voir Gérer les licences
nommeées.

Définir une Personne

L1 personne représente une personne physique ou un systeme.

w  Pour des informations sur les propriétés d’une personne, voir
Propriétés d’une personne.

w  Pour assigner un profil a la personne (obligatoire), voir Assigner un
profil a une personne.

Dans les pages de propriétés d'une personne, vous pouvez définir :

Obligatoire

e |le nom de la personne

e |'adresse e-mail de la personne
w [ ‘adresse e-mail est nécessaire, par exemple, pour que l'utilisateur
puisse définir son mot de passe, lors de la diffusion de documents, pour

la réception de notifications ou de questionnaires, ou lors de la perte du
mot de passe de Il'utilisateur Web.

e |elogin de la personne
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Facultatif et configurable aussi par I'utilisateur

e |'image de la personne
e la bibliotheque par défaut pour ranger des objets créés par la personne si
le contexte de création n‘en définit pas une
¢ la langue des données de I'utilisateur Web
w Sjle champ n'est pas renseigné, par défaut la langue des données

est celle définie dans les options de I'environnement (Options:
Installation > Langues : Langue des données).

w  Voir Gérer les langues dans les applications Web.

Facultatif
e |e numéro de téléphone et les initiales de la personne

Si besoin
e sila personne appartient un groupe de personnes

Si mise en place de gestions des accés aux données (écriture ou lecture)

e |a zone d’accés en écriture de I'utilisateur

Pour des informations sur la gestion des accés en écriture, voir le guide
HOPEX Administration > Gérer les acces aux données en écriture.

e |a zone d’accés en lecture de l'utilisateur

w  Seulement si la gestion des acceés en lecture a été activée.
Pour des informations sur la gestion des accés en lecture, voir le guide
HOPEX Administration > Gérer les acces aux données en lecture.

Pour définir une Personne :
1. Accédez aux propriétés de la personne.
w  Voir Consulter les caractéristiques d’une personne.

2. (Optionnel) Pour ajouter ou mettre a jour I'image de la personne, cliquez
sur Mettre a jour I'image, sélectionnez I'image puis cliquez sur OK.
w [ ‘image est enregistrée en binaire sur un attribut de la personne.
Pour supprimer I'image, cliquez sur Réinitialiser I'image.
La personne peut elle-méme mettre a jour son image.
3. Dans le champ Adresse e-mail, saisissez |'adresse e-mail de la
personne.
4. (facultatil) Renseignez le Numéro de téléphone et les Initiales de la
personne.
5. Dans la section Acces a l'application :
e pour que la personne puisse se connecter a Hopex, elle doit avoir un
Login.
w  Voir Créer le login d’une personne.

e (optionnel, si besoin) sélectionnez Appartient a un groupe de
personnes.

(Optionnel) Dans la section Accés aux données :

e dans le champ Langue des données, a |'aide du menu déroulant,
vous pouvez définir une langue des données spécifique pour cet
utilisateur.

e dans le champ Bibliothéque par défaut, cliquez sur la fleche puis
sélectionnez la bibliothéque ou les objets créés par I'utilisateur vont
étre rangés si le contexte de création n’en définit pas une.

w [ a personne peut elle-méme modifier ces champs.
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Créer et gérer un utilisateur

(avec le module technique Hopex Power Supervisor) Dans la section
Accés aux données, vous pouvez modifier les valeurs des zones
d’acces :

en écriture de I'utilisateur a I'aide du menu déroulant du champ Zone
d’accés en écriture.

W  Par défaut, un nouvel utilisateur est relié a la seule zone d’accés en
écriture disponible : "Administrator".

w  Voir aussi Relier en masse des personnes a une zone d’accés en
écriture

e en écriture a la création de l'utilisateur a 'aide du menu déroulant du

champ Zone d’acceés en écriture a la création.

e en lecture de l'utilisateur a I'aide du menu déroulant du champ Zone

d’acces en lecture.
w Ce champ apparait seulement si la gestion des accés en lecture a
été activée.
w  Voir aussi Relier en masse des personnes a une zone d’accés en
lecture

e en lecture a la création de l'utilisateur a I'aide du menu déroulant du

champ Zone d’acceés en lecture a la création.
w Ce champ apparait seulement si la gestion des accés en lecture a
été activée.
La personne est paramétrée.

Créer le login d’une personne

Pour se connecter a Hopex une personne doit avoir un login. Quand vous créez une
personne a partir :

du bureau Hopex Administration, le login de la personne est créé
automatiquement.

Cette personne peut se connecter a Hopex.

d’'autres bureaux, (ex. : avec le profil Administrateur Fonctionnel GRC)
cette personne n’a pas de login créé automatiquement.

Pour que cette personne puisse se connecter a Hopex vous devez lui
créer un login.

w  Voir Propriétés du login d’une personne.

Pour créer le login d'une personne :

1.

2,

Accédez aux propriétés de la personne.

w Voir Consulter les caractéristiques d’une personne.
Dans la section Acceés a l'application, champ Login, cliquez sur la
fleche puis sélectionnez Créer Login.
La fenétre de Création d'un Login apparait. Le nom de login est
prérenseigné avec le nom du détenteur du login.

© Alternative :

Accédez a la liste des personnes puis filtrer la liste sur la colonne Login
"Afficher uniquement les valeurs non renseignées”.

Cliquez dans le champ Login de la personne puis cliquez sur la fleche
puis sélectionnez Créer Login.

Utilisateurs .
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3. (Si besoin) Dans le champ Nom, modifier le nom de login.

w Un login est unique, il ne peut étre attribué qu’a une seule
Personne ou Groupe de personne.

w Une Personne ne peut avoir qu’un seul Login.
Ex. : GDS.
4. Dans le champ Code utilisateur, saisissez un code utilisateur associé au
login.
Ex. : GDS.
5. (Si non renseigné) Dans le champ E-mail, saisissez I'adresse e-mail de
la personne.

w Sjle paramétrage SMTP d’Hopex n’est pas configuré (voir
Renseigner les parametres SMTP) le champ E-mail est remplacé par
Mot de passe, saisissez un mot de passe temporaire.

6. Cliquez sur OK.
Le login de l'utilisateur apparait dans le champ Login.

Définir le login d’une personne

La page de propriétés Caractéristiques du login permet de :
w  Voir Propriétés du login d’une personne.
e définir le Nom de login, le Code utilisateur associé au login et le
Détenteur du Login

L un Login est unique et défini pour une personne ou un groupe de
personnes.

Le Code utilisateur est un identifiant (en majuscule) de
’utilisateur. Il sert a nommer les fichiers de I'utilisateur.
modifier le Statut de |'utilisateur (inactif)
restreindre I'accés de I'utilisateur a certains produits (Ligne de
commande)
e (cas d’une authentification gérée au sein d’Hopex) modifier le Mode
d’authentification de I'utilisateur

Pour définir le login d’une personne :
1. Affichez la page de propriétés Caractéristiques du login de la personne.
w  Voir Consulter les caractéristiques d’un login.

© wvous pouvez aussi afficher les Caractéristiques de la personne,

section Accés a I’application, voir Consulter les caractéristiques d’une
personne.

e Les paramétres Nom de login et Code utilisateur sont déja créés,
vous pouvez les modifier si besoin.
e Le paramétre Détenteur du Login représente la personne associée a
ce login.
2. (Si besoin) Modifiez la valeur du champ Statut (Login), qui définit si
I'utilisateur est actif ou non.

w  Voir Statut (Login).
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3. (Si besoin) Dans le champ Ligne de commande, définissez les produits
disponibles auxquels I'utilisateur a acces.
Pour restreindre I'accés de l'utilisateur aux produits A et B, saisissez la
commande :

/RW’<Code produit A accessible>;<Code produit B accessible>;<...>’

Par exemple : Vous disposez des licences pour les produits
Hopex Business Process Analysis, Hopex IT Portfolio
Management et d’autres produits Hopex. Pour n’autoriser que
les modules Hopex Business Process Analysis et Hopex IT
Portfolio Management a un utilisateur, saisissez

/RW’ HBPA ; APM’

w  Pour connaitre le code du produit, voir la documentation en ligne :
Concepts > Produits.

& Si un utilisateur est relié a un profil et que l'utilisateur et le
profil ont chacun un accés restreint aux produits par I'attribut
Ligne de commande, les produits accessibles a I'utilisateur sont
I'intersection des valeurs de I'attribut Ligne de commande de
I'utilisateur (sur son login) et du profil.

4. (Si besoin) Dans le champ Mode d’authentification, cliquez sur la
fleche et modifiez le mode d’authentification.

w [ a valeur par défaut est "MEGA", voir Mode d’authentification (cas
d’une authentification gérée au sein d’Hopex).

Utilisateurs
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Modifier les propriétés d’un utilisateur

Pour chaque utilisateur, vous pouvez modifier :
e ses caractéristiques personnelles :
nom
image
adresse e-mail
numéro de téléphone
initiales
e ses acces aux données :
e langue des données
e bibliothéque par défaut
e zone d’accés en écriture
e zone d’accés en lecture
e son appartenance a un groupe
e ses assignations de profils

w  \oir Propriétés d’une personne.
w  Voir Consulter les caractéristiques d’une personne.
w  Voir Définir une Personne.
e son acces a l'application défini par son login :
°* nom
e code utilisateur

& Pour conserver un suivi de I’historique des actions cohérent,
il n’est pas recommandé de modifier le code utilisateur d’un
utilisateur.

e statut
e produits accessibles (ligne de commande)
e mode d’authentification

w  Voir Propriétés du login d’une personne.
w  Voir Consulter les caractéristiques d’un login.
w  Voir Définir le login d’une personne.

Relier une personne a une zone d’accés en écriture

w [ a gestion des zones d’acces en écriture n’est disponible qu‘avec le
module technique Hopex Power Supervisor.

w  Pour relier une personne a une zone d’acces en écriture, voir aussi
Définir une Personne.

Pour relier une personne a une zone d’accés en écriture :
1. Accédez aux propriétés de la personne.
w  Voir Consulter les caractéristiques d’une personne.

© Pour accéder directement aux personnes actives sans zone d’acces
en écriture : dans la page d’accueil du bureau Hopex Administration,
Mon périmétre > Statistiques des personnes, cliquez sur
lindicateur Personnes actives sans zone d’accés en écriture.



Utilisateurs

Créer et gérer un utilisateur

2. Dans la section Acces aux données, a I'laide du menu déroulant du
champ Zone d’accés en écriture, sélectionnez la zone d’accés en
écriture.

w  Pour trouver la zone d’acces en écriture a l'aide de l'outil de
recherche : cliquez sur la fleche droite du champ Zone d’accés en
écriture puis sélectionnez Relier une zone d’acces en écriture. Dans

la liste du résultat, sélectionnez la zone d‘acces en écriture puis cliquez
sur Relier.

La personne est reliée a la zone d’accés en écriture sélectionnée.

Relier en masse des personnes a une zone d’accés en écriture

w [a gestion des zones d’accés en écriture n’est disponible qu‘avec le
module technique Hopex Power Supervisor.

w  Pour relier une personne a une zone d’acces en écriture, voir Définir
une Personne.

Pour relier en masse des personnes a une zone d’accés en écriture :
1. Dans le bureau Hopex Administration, cliquez sur le menu de

navigation Utilisateurs, puis sur Personnes =» puis sélectionnez Par

zone d’acceés en écriture.

2. Dans l'arbre, sélectionnez la zone d’accés en écriture.
La page de propriétés Caractéristiques de la zone d’accés en écriture
s’affiche.

3. Dans la section Membres de la zone d’acceés, cliquez sur Relier E

w  Pour ajouter une personne qui n’est pas créée, cliquez sur
Nouveau |54, voir Créer un utilisateur.
4. A l'aide de l'outil de recherche, sélectionnez les personnes dans la liste
du résultat.

w  \ous pouvez sélectionner des personnes et/ou des groupes de
personnes.
5. Cliquez sur Relier.
Les personnes sélectionnées sont reliées a la zone d’accés en écriture
sélectionnée.

Relier une personne a une zone d’acces en lecture

w [ a gestion des zones d’accés en lecture n’est disponible qu’avec le
module technique Hopex Power Supervisor.

w  Pour relier une personne a une zone d’acces en lecture, voir aussi
Définir une Personne.

Pour relier une personne a une zone d’accés en lecture :
1. Accédez aux propriétés de la personne.
w  Voir Consulter les caractéristiques d’une personne.
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Dans la section Accés aux données, a I'aide du menu déroulant du
champ Zone d’accés en lecture, sélectionnez la zone d’accés en
lecture.
w  Pour trouver la zone d’acces en lecture a l'aide de I'outil de
recherche : cliquez sur la fleche droite du champ Zone d’accés en
lecture puis selectionnez Relier une zone d’acceés en lecture. Dans

la liste du résultat, sélectionnez la zone d’accés en lecture puis cliquez
sur Relier.

La personne est reliée a la zone d’'accés en lecture sélectionnée.

Relier en masse des personnes a une zone d’acceés en lecture

w [a gestion des zones d‘acces en lecture n’est disponible qu‘avec le
module technique Hopex Power Supervisor.

w  Pour relier une personne a une zone d’acces en lecture, voir aussi
Définir une Personne.

Pour relier des personnes a une zone d’acces en lecture :

1.

Dans le bureau Hopex Administration, cliquez sur le menu de

navigation Utilisateurs, puis sur Personnes =» puis sélectionnez Par

zone d’acceés en lecture.

Dans l'arbre, sélectionnez la zone d’accés en lecture.

La page de propriétés Caractéristiques de la zone d'accés en lecture
s’affiche.

Dans la section Membres de la zone d’accés, cliquez sur Relier E

W Pour ajouter une personne qui n’est pas créée, cliquez sur
Nouveau |54, voir Créer un utilisateur.
A l'aide de I'outil de recherche, sélectionnez les personnes dans la liste
du résultat.

w  ous pouvez sélectionner des personnes et/ou des groupes de
personnes.
Cliquez sur relier.
Les personnes sélectionnées sont reliées a la zone d’accés en lecture
sélectionnée.

Empécher un utilisateur de se connecter

Lorsque vous voulez qu'un utilisateur ne puisse plus se connecter a Hopex, mais
que vous souhaitez conserver la trace de ses actions, vous devez rendre cet
utilisateur inactif et non pas le supprimer de votre référentiel.

Pour rendre un utilisateur inactif :

1.

Accédez a la page de propriétés Caractéristiques de la personne.
w  Voir Consulter les caractéristiques d’une personne.
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2. Dans la section Accés a I'application, dans le champ Statut (Login),
sélectionnez " Inactif ".
L'utilisateur ne peut plus se connecter a Hopex.

Ses licences nommeées, le cas échéant, sont automatiquement révoquées.

Empécher en masse des utilisateurs de se connecter

En une seule action, vous pouvez empécher plusieurs utilisateurs de se connecter.

Pour rendre des utilisateurs inactifs :
1. Accédez a la page de gestion des Personnes.
w  Voir Accéder aux pages de gestion des utilisateurs.

2. Dans la liste des personnes, sélectionnez les personnes concernées.
© vous pouvez vous aider de l'outil de filtrage de la liste pour
sélectionner les personnes.
3. Cliquez dans la cellule Statut (Login) d'une des personnes
sélectionnées puis sélectionnez "Inactif ".
Les utilisateurs sélectionnés ne peuvent plus se connecter a Hopex.
Leurs licences respectives, le cas échéant, sont automatiquement
révoquées.

Supprimer un utilisateur

é& Lorsque vous supprimez un utilisateur du référentiel, les
commandes reliées a cet utilisateur deviennent orphelines et
vous perdez une partie de I'histoire enregistrée dans les
journaux. Pour ne plus faire apparaitre un utilisateur mais
conserver I'histoire de ses commandes, voir Empécher un
utilisateur de se connecter.
Pour supprimer un utilisateur:

1. Accédez a la page de gestion des Personnes.
w  Voir Accéder aux pages de gestion des utilisateurs.

2. Dans la liste des Personnes, sélectionnez la personne a supprimer puis

cliquez sur Enlever g .

w  Vous pouvez en sélectionner plusieurs.

La fenétre de Suppression apparait : la personne, son login et ses
assignations sont sélectionnés.

3. Cliquez sur Supprimer pour confirmer la suppression.
La personne, son login et ses assignations sont supprimés du référentiel.

& Toutes les traces des actions de I'utilisateur sont perdues.
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CREER ET GERER UN GROUPE DE PERSONNES

Pour une vue d’ensemble des actions a effectuer pour créer et paramétrer un
utilisateur, voir Résumé sur les actions pour définir un utilisateur.

Les points suivants sont abordés ici :

e paramétrage :
e Créer un Groupe de personnes
e Définir un groupe de personnes
e Définir un groupe de connexion par défaut
e Relier un groupe de personnes a une zone d‘acces en écriture
e Relier un groupe de personnes a une zone d’acces en lecture
e Maodifier le login d’'un groupe de personnes
e Modifier les propriétés d’un groupe d’utilisateurs

e gestion :
e Empécher un groupe de personnes de se connecter
e Supprimer un groupe de personnes

Créer un Groupe de personnes

Un Groupe de personnes est une liste de personnes qui appartiennent au méme
groupe. Ces personnes partagent les mémes caractéristiques de connexion.

Pour des informations détaillées sur :

e la connexion des personnes qui appartiennent a un groupe, voir Gérer
des groupes de personnes plutét que des personnes.

e les types de groupes de personnes, voir Groupe d’authentification.

e les caractéristiques d'un groupe de personnes, voir Propriétés d’un
groupe de personnes.

e les caractéristiques du login d’un groupe de personnes, voir Propriétés du
login d'un groupe de personnes.

Un groupe de personnes dépend d’un environnement. Pour créer un groupe de
personnes, vous devez vous connecter a I'environnement auquel les personnes sont
rattachées.
Pour créer un groupe de personnes :
1. Accédez a la page de gestion des Groupes de personnes.
w  Voir Accéder aux pages de gestion des utilisateurs.
2. Cliquez sur Nouveau [fJ.

La fenétre de Création d’un groupe de personnes - Caractéristiques
apparait.

3. Dans le champ Nom, saisissez le nom du groupe de personnes.

Exemple: Marketing.
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4. (avec le module technique Hopex Power Supervisor) Dans le champ
Zone d’accés en écriture, a I'aide du menu déroulant, sélectionnez la
valeur de la zone d’'acces en écriture du groupe.

w e champ Zone d’acceés en écriture apparait seulement s’il existe
plusieurs zones d’acces en écriture.

5. (Avec le module technique Hopex Power Supervisor) Dans le champ
Zone d’acces en lecture a l'aide du menu déroulant, sélectionnez la
valeur de la zone d’accés en lecture du groupe.

w  Par défaut, a la création, le groupe est relié a la zone d’accés en
lecture "Standard".

w Ce champ apparait seulement si la gestion des acces en lecture a
été activée.
6. Cliquez sur OK.
Le groupe de personnes est créé et ajouté a la liste des groupes de
personnes.

é Le login du groupe de personnes est créé automatiquement
et sert uniquement au paramétrage. Une personne qui
appartient a un groupe se connecte avec son propre login.

w  Voir Modifier le login d’un groupe de personnes.

Vous devez définir ce groupe de personnes, voir Définir un groupe de
personnes.

Définir un groupe de personnes

Un Groupe de personnes est une liste de personnes qui appartiennent au méme
groupe.

w  Voir Gérer des groupes de personnes plutét que des personnes.
w  Pour des informations détaillées sur :
- les caractéristiques d’une personne, voir Propriétés d’une personne.

- les caractéristiques d’un groupe de personnes, voir Propriétés d’un
groupe de personnes.

- les caractéristiques d’un login, voir Propriétés du login d’un groupe de
personnes.

- les types de groupes de personnes, voir Groupe d’authentification.
Un groupe de personnes peut étre créé de fagon :
e statique
w  Voir Ajouter des personnes a un groupe de personnes statique.
e dynamique
w  Voir Définir un groupe de personnes dynamique (SSO).

Pour paramétrer un groupe de personnes vous devez :
e assigner un profil au groupe de personnes
w  Voir Assigner un profil a un groupe de personnes.
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Vous pouvez aussi :
e définir un groupe de connexion par défaut
w  Voir Définir un groupe de connexion par défaut.
e relier le groupe de personnes a une zone d’accés en lecture
w  Voir Relier un groupe de personnes a une zone d’acces en lecture.
e relier le groupe de personnes a une zone d’accés en écriture
w  Voir Relier un groupe de personnes a une zone d’acces en écriture.
e définir la langue des données du groupe de personnes
w  Gérer les langues.
e modifier les propriétés du groupe de personnes
w  Voir Modifier les propriétés d’un groupe d’utilisateurs.

Ajouter des personnes a un groupe de personnes statique
Cas d’un groupe de personnes créé de fagon statique.

Pour ajouter des personnes a un Groupe de personnes :
1. Accédez a la page de propriétés Caractéristiques du groupe de
personnes concerneé.
w  Voir Consulter les caractéristiques d’un groupe de personnes.

2. Dans la section Personnes, cliquez sur Relier E
w  Pour ajouter une personne qui n’est pas créée, cliquez sur
Nouveau [gu, voir Créer un utilisateur.

3. A l'aide de l'outil de recherche, sélectionnez les personnes dans la liste

du résultat.
Ces personnes doivent avoir un login pour pouvoir se connecter.

é une personne qui appartient a un groupe se connecte a
I’application avec son login. Une personne sans login ne peut pas
se connecter a I'application.
w Utilisez la touche [Ctrl] pour sélectionner plusieurs personnes a la
fois.
4. Cliquez sur Relier.
Les personnes sont ajoutées au groupe de personnes.

Définir un groupe de personnes dynamique (SSO)

Un Groupe de personnes est une liste de personnes qui
appartiennent au méme groupe. Ces personnes partagent les mémes
caractéristiques de connexion.

Un groupe dynamique est un groupe qui calcule a la volée les
utilisateurs du groupe (voir Demande de connexion et utilisateur créé a
la volée).

w  Pour des informations sur les types de groupes de personnes, voir
Groupe d’authentification.
Dans le cas d'un groupe de personnes créé de facon dynamique, I'attribut Groupe
d’authentification permet de définir le groupe d'authentification (SSO) qui définit
ce groupe de personnes. Les personnes qui appartiennent a ce groupe (SSO)
bénéficient du paramétrage défini sur le groupe de personnes.
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Prérequis : le groupe d’authentification SSO est déja créé.
w  Voir Définir un groupe d‘authentification SSO.

Pour définir un Groupe de personnes dynamique (SSO) :
1. Accédez a la page de propriétés Caractéristiques du groupe de
personnes.
w  Voir Consulter les caractéristiques d’un groupe de personnes.
2. Dans le champ Groupe d’authentification, cliquez sur la fleche et
reliez le groupe d’authentification requis.

3. Cliquez sur OK.
Le groupe de personnes dynamique est paramétré avec SSO.

Définir un groupe de connexion par défaut

3 un Groupe de personnes est une liste de personnes qui
appartiennent au méme groupe. Ces personnes partagent les mémes
caractéristiques de connexion.

w  Pour des informations sur les types de groupes de personnes, voir
Groupe d‘authentification.

Un groupe de connexion par défaut est nécessaire pour les personnes qui ont
I'attribut "Appartient a un groupe de personnes" de sélectionné, mais qui ne sont
listées dans aucun groupe.
w  Aucun groupe de personnes n’est livré a l'installation d’Hopex. Voir
Créer un Groupe de personnes
Pour définir un Groupe de connexion par défaut :
1. Accédez aux pages de propriétés du groupe de personnes.
w Voir Consulter les caractéristiques d’un groupe de personnes.

2. Sélectionnez Caractéristiques.
3. Sélectionnez I'option Groupe de connexion par défaut.

Relier un groupe de personnes a une zone d’acceés en écriture

w [a gestion des zones d’accés en écriture n’est disponible qu‘avec le
module technique Hopex Power Supervisor.

Pour relier un groupe de personnes a une zone d’accés en écriture :

1. Dans le bureau Hopex Administration, cliquez sur le menu de
navigation Utilisateurs, puis sur Groupes de personnes =» puis
sélectionnez Par zone d'accés en écriture.

2. Sélectionnez la zone d’accés en écriture.

La page de propriétés Caractéristiques de la zone d’acces en écriture
s’affiche dans la zone d’édition.

3. Dans la section Membres de la zone d’acceés, cliquez sur Relier E
w  Pour ajouter un groupe de personnes qui n’est pas créé, cliquez sur
Nouveau , voir Créer un Groupe de personnes.
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4. A l'aide de l'outil de recherche, sélectionnez le groupe de personnes dans
la liste du résultat.
w  Vous pouvez sélectionner plusieurs groupes de personnes.
5. Cliquez sur Relier.
Les groupes de personnes sélectionnés sont reliés a la zone d’acces en
écriture sélectionnée.

Relier un groupe de personnes a une zone d’acceés en lecture

w [ 3 gestion des zones d’accés en lecture n’est disponible qu’avec le
module technique Hopex Power Supervisor.

Pour relier un groupe de personnes a une zone d’accés en lecture :

1. Dans le bureau Hopex Administration, cliquez sur le menu de
navigation Utilisateurs, puis sur Groupes de personnes =» puis
sélectionnez Par zone d’acceés en lecture.

2. Sélectionnez la zone d’'acces en lecture.

La page de propriétés Caractéristiques de la zone d’accés en lecture
s’affiche dans la zone d'édition.

3. Dans la section Membres de la zone d’acceés, cliquez sur Relier E
w  Pour ajouter un groupe de personnes qui n’est pas créé, cliquez sur
Nouveau , voir Créer un Groupe de personnes.
4. A l'aide de l'outil de recherche, sélectionnez le groupe de personnes dans
la liste du résultat.
w  Vous pouvez sélectionner plusieurs groupes de personnes.

5. Cliquez sur Relier.
Les groupes de personnes sélectionnés sont reliés a la zone d’accés en
lecture sélectionnée.

Modifier le login d’un groupe de personnes

Qu,a,nd vous créez un groupe de personnes, le login du groupe est automatiquement
crée.
A partir des pages de propriétés du login, vous pouvez :
w  Voir Propriétés du login d’un groupe de personnes.
e modifier le nom de login et le code utilisateur associé au login
e modifier le statut du groupe de personnes (inactif)
e modifier le mode d’authentification

Pour modifier le login d’'un groupe de personnes :
1. Accédez aux pages de propriétés du login.
w  Voir Propriétés du login d’un groupe de personnes.
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2. Sélectionnez Caractéristiques :
e Les parameéetres Nom de login et Code utilisateur sont déja créés,
vous pouvez les modifier si besoin.

L un login est unique et défini pour une personne ou un groupe de
personnes.

Le Code utilisateur est l'identifiant court (en majuscule) de
utilisateur. Il n‘est pas utilisé dans le cas du groupe de personnes.
e Le paramétre Détenteur du Login représente le groupe de
personnes associé a ce login.
e La valeur du champ Statut (Login) définit si le groupe de personnes
est actif ou non.

Modifier les propriétés d’un groupe d’utilisateurs

Vous pouvez modifier les propriétés d’'un groupe d’utilisateurs. Pour chaque groupe
d’utilisateurs, vous pouvez modifier les propriétés portées par :
e son groupe de personnes :

e nom

e zone d’accés en écriture

e zone d’accés en lecture

e login

e s'il est le groupe de connexion par défaut

e type de groupe (groupe SSO, groupe de personnes obtenues par

macro de calcul ou personnes reliées directement au groupe)
e personnes membres du groupe
w  Voir Propriétés d’un groupe de personnes.

Voir Consulter les caractéristiques d’un groupe de personnes.

Voir Définir un groupe de personnes.

LI |

Voir Définir un groupe de personnes dynamique (SSO).
e son login :

e nom et code utilisateur

e statut

w  Voir Propriétés du login d’un groupe de personnes.
w Voir Consulter les caractéristiques d’un login.
w Voir Modifier le login d’un groupe de personnes.

Empécher un groupe de personnes de se connecter

Lorsque vous voulez que les personnes d'un groupe ne puissent plus se connecter
momentanément au titre du groupe, vous devez rendre ce groupe de personnes
inactif et non pas le supprimer de votre référentiel.
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Pour rendre un groupe de personnes inactif :
1. Accédez a la page de propriétés Caractéristiques du groupe de
personnes.
w  Voir Consulter les caractéristiques d’une personne.

2. Dans la section Accés a l'application, dans le champ Statut (Login),
sélectionnez "Inactif".
Les personnes ne peuvent plus se connecter a Hopex au titre du groupe.

Supprimer un groupe de personnes

Lorsque vous supprimez un groupe de personnes, seul le groupe est supprimé. Les
personnes qui appartiennent au groupe ne sont pas supprimées.
Pour supprimer un groupe de personnes :
1. Accédez a la page de gestion des Groupes de personnes.
w  Voir Accéder aux pages de gestion des utilisateurs.
2. Dans la liste, sélectionnez le groupe de personnes a supprimer.
w  ous pouvez en sélectionner plusieurs.

3. Dans la barre de menus de la liste cliquez sur Enlever & .
La fenétre de Suppression d’objets apparait.
4. Cliquez sur Supprimer pour confirmer la suppression.
Le groupe de personnes et son login sont supprimés du référentiel.
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GERER LES PROFILS

Les profils sont gérés (personnalisation, création) dans le bureau Hopex Studio
avec le profil Hopex Customizer (avec le module technique Hopex Power Studio).

w  Voir la documentation Studio > Profiles & Permissions >
Managing Profiles.

Un profil définit ce qu’une personne peut voir ou pas et faire ou pas
dans les outils, et comment elle le voit et peut le faire. Le profil définit
les options, les droits d’acceés aux référentiels et aux produits, et les
droits d’écriture et de lecture sur des objets.

Les points suivants sont détaillés ici :

Consulter les caractéristiques d'un profil

Paramétrer un profil

Vérifier qu’un profil respecte les régles de connexion
Assigner un profil a une personne

Assigner un profil a un groupe de personnes
Enlever une assignation de profil

Consulter les caractéristiques d’un profil

W [es caractéristiques complétes d’un profil sont seulement
accessibles dans un but de personnalisation du profil (bureau Hopex
Studio, profil Hopex Customizer).

Pour des informations sur les caractéristiques complétes d’un profil, voir
la documentation Hopex Studio > Managing Profiles.
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Pour consulter les caractéristiques principales d’un profil :
Accédez a la page de gestion des Profils.

a
m

0O 0O 0O 0o 0o o o o

1.

£ A

o & & B % %

w  Voir Accéder aux pages de gestion des utilisateurs.

Nom T

Q
del
de I
de

Administrateur Fonctionnel EA

Administrateur fonctionnel GRC

Administrateur HOPEX

HOPEX -

Advisor

Statut du profil

Q v

Actif

Actif

Actif

Actif

Actif

Actif

Actif

Actif

Profil d

Y

Q

Fonctionnel
Fonctionnel
Fonctionnel
Fonctionnel

Fonctionnel

Q

L'Administrateur fonctionnel IFA a la charge...
L'administrateur fonctionnel de l'architectu...
L'administrateur fonctionnel de processus p...
L'administrateur fonctionnel EA posséde de...
L'administrateur fonctionnel GRC posséde I...

Le profil Administrateur HOPEX donne accé...

Le profil ini HOPEX -

This profile enables to access to the web ap...
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2. Dans la liste des profils, cliquez sur le nom du profil.
La fenétre de Propriétés du profil présente ses Caractéristiques

principales :

e son Statut

e sa Ligne de commande

* sa Description

e les personnes et groupes de personnes a qui il est assigné (section
Assignations)

Administrateur fonctionnel GRC
Profil
Administration Caractéristiques ¢ o Personnaliser v :

Nom™*

Administrateur fonctionnel GRC

Statut du profil Ligne de commande
Actif A /RW'ICM,ERMW,LDC,MIAW,UCF,BCM,CYRES' /RO'HBPA'
Description

HH Police par défaut v B I u T Tr A

L'administrateur fonctionnel GRC posséde les droits sur tous les objets des solutions GRC.
Il prépare l'environnement de travail pour les questions GRC.

~  Assignations

v

[] Personne ou Groupe de Personnes Référentiel
] A FOURNIER Olivia T <Tous>
[ A LAMANI Frédéric T <Tous>

w  Voir Paramétrer un profil.

Paramétrer un profil

La création et personnalisation d’un profil est réservée au profii Hopex
Customizer.

w  Voir la documentation Studio > Profiles & Permissions >
Managing Profils.
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Dans la page de propriétés Caractéristiques du profil vous pouvez définir si le
profil est :
W Voir Propriétés d’un profil.
e un profil administrateur ou non (action réservée a Hopex
Administrator)
e actif ou non

Vous pouvez aussi :
e assigner en masse le profil a des personnes

w  V0oir Assigner en masse des profils a des personnes ou Assigner en
masse des profils a des groupes de personnes.

e vérifier que le profil respecte les regles de connexion
w  Voir Vérifier qu’un profil respecte les regles de connexion.

Pour paramétrer les caractéristiques d’un profil :
1. Accédez aux propriétés du profil.
w  Voir Consulter les caractéristiques d’un profil.
2. (Si besoin) Dans le champ Profil d’administrateur, modifiez la valeur
de l'attribut.

W Par défaut le profil n‘est pas un profil d’administrateur (valeur :
Non).

w  Voir Profil d’administrateur.

3. (Si besoin) Dans le champ Statut du profil, modifiez la valeur de
I'attribut.

W Par défaut le profil est actif.

Vérifier qu’un profil respecte les régles de connexion

Un profil doit respecter des regles de modélisation.

Pour vérifier qu’un profil respecte les régles de connexion :

1. Accédez a la page de gestion des Profils.

w  Voir Accéder aux pages de gestion des utilisateurs.

2. Dans la liste des Profils, faites un clic droit sur le profil concerné puis
sélectionnez Administrer > Controler > Réglement avec
propagation.

3. Sélectionner la regle Réglement de connexion.

4. Cliquez sur OK.

Le rapport du respect des régles de connexion du profil sélectionné
s’affiche.

Assigner un profil a une personne

w  Une personne peut avoir plusieurs profils.

& Un utilisateur doit avoir au moins un profil d’assigné pour
pouvoir se connecter a Hopex.
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Gérer les profils

L'assignation d‘un profil a une personne définit :

le profil assigné

le référentiel concerné par l'assignation

(optionnel) une durée de validité de I'assignation

(optionnel, avec un droit d’accés au référentiel en lecture seule)
I'instantané de référentiel de connexion.

Instantané de référentiel :

Un instantané de référentiel défini I’état d’un référentiel a un
instant donné.

L'instantané de référentiel de connexion définit I'état du référentiel auquel
les utilisateurs d’un profil se connectent.
Pour définir un instantané de référentiel, un instantané de référentiel doit
avoir été préalablement créé.

w  Voir Gérer les instantanés de référentiel.

Restrictions :
e |'attribut Profil d’administrateur d’'un profil donne I'autorisation
d’assigner un profil administrateur.
w  Voir Profil d’administrateur.
Seuls les profils dédiés a I'administration (Administrateur Hopex,
Administrateur Hopex - SaaS) permettent d’assigner tous les profils (y
compris ceux dédiés a I'administration) aux personnes.
e Un administrateur fonctionnel d'une Solution ne peut assigner que des
profils liés a cette Solution.
Ex.: le profil Administrateur fonctionnel GRC permet
d’assigner les profils spécifique a la GRC (ex. : Directeur
de 1’audit, Contributeur GRC) sauf le profil Administrateur
Fonctionnel GRC.

Voir :

Assigner un profil a une personne
Assigner en masse des profils a des personnes

Assigner un profil a une personne

w  Pour assigner un ou plusieurs profils a une ou plusieurs personnes a
la fois, voir Assigner en masse des profils a des personnes.

Pour assigner un profil a une personne :
1. Accédez aux propriétés de la personne.
w Voir Consulter les caractéristiques d’une personne.
© Dansla page d‘accueil, cliquez sur l'indicateur Personnes actives
sans profil d’assigné.
2. Dans la section Assignations de profils, cliquez sur Nouveau .

3. Dans le champ Profil assigné, cliquez sur le menu déroulant puis
sélectionnez le profil que vous voulez assigner a la personne.

w  Pour effectuer une recherche filtrée sur un profil, cliquez sur la
fleche puis sélectionnez Relier profil.
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7.

(Si besoin) Dans le champ Référentiel, cliquez sur le menu déroulant
puis modifiez le référentiel concerné par I'assignation.

W Par défaut le référentiel courant est sélectionné. Vous pouvez
sélectionner un autre référentiel ou tous les référentiels.

(Optionnel, avec un accés aux données en lecture seule) Dans le champ
Instantané de référentiel pour la connexion, sélectionnez un
instantané de référentiel de connexion.

(Optionnel, pour définir une date de validité) Cliquez sur Valable sur

une durée limitée.

e (Optionnel) Dans le champ Date de début de validité, utilisez le
calendrier pour définir la date de début de validité de I'assignation du
profil.

e (Optionnel) Dans le champ Date de fin de validité, utilisez le
calendrier pour définir la date de fin de validité de I'assignation du
profil.

Cliquez sur OK.

Le profil est assigné a la personne sur le référentiel sélectionné pour la

durée spécifiée.

Assigner en masse des profils a des personnes

Vous pouvez assigner en masse un ou plusieurs profils a des personnes.

Pour assigner en masse des profils a des personnes :

1.
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Accédez a la page de gestion des Personnes.
w  Voir Accéder aux pages de gestion des utilisateurs.
La liste des personnes s’affiche dans la zone d’édition.
Sélectionnez les personnes a qui vous voulez assigner un ou plusieurs
profils.
Dans la barre de menu de la liste, cliquez sur Assignations > Assigner
des profils.
La liste des profils apparait.
Dans le champ Référentiel, sélectionnez le référentiel concerné par
I’'assignation.
w  Par défaut le référentiel courant est sélectionné. Vous pouvez
sélectionner un autre référentiel ou tous les référentiels.
Par défaut les assignations n’‘ont pas de limite de validité. Si vous avez
besoin de définir une durée de validité des assignations, sélectionnez
Définir des dates de validité.
e Dans le champ Date de début de validité, cliquez sur le calendrier
puis sélectionnez une date de début de validité.
e Dans le champ Date de fin de validité, cliquez sur le calendrier puis
sélectionnez une date de fin de validité.
Sélectionnez les profils que vous voulez assigner aux personnes
sélectionnées.
Cliquez sur OK.
Les profils sélectionnés sont assignés aux personnes sélectionnées, sur le
référentiel sélectionné, pour la durée définie.
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Assigner un profil a un groupe de personnes

Pour qu’un utilisateur qui appartient a un groupe de personnes puisse se connecter
a Hopex au titre du groupe, vous devez assigner un profil au groupe de personnes.
Si besoin, vous pouvez définir une durée de validité de I'assignation du profil.
L’assignation de profil est spécifique a un référentiel.
w  Un groupe de personnes peut avoir plusieurs profils.

Voir :

e Assigner un profil a un groupe de personnes

e Assigner en masse des profils a des groupes de personnes

Assigner un profil a un groupe de personnes

Pour assigner un profil a un groupe de personnes :
1. Accédez aux propriétés du groupe de personnes.
w Voir Consulter les caractéristiques d’un groupe de personnes.

© Dpansla page d’accueil, cliquez sur l'indicateur Groupes de
personnes actifs sans profil d’assigné.

Dans la section Assignations de profils, cliquez sur Nouveau .

Dans le champ Profil assigné, cliquez sur le menu déroulant puis

sélectionnez le profil que vous voulez assigner au groupe de personnes.
w  Pour effectuer une recherche filtrée sur un profil, cliquez sur la
fleche puis sélectionnez Relier profil.

4. (Si besoin) Dans le champ Référentiel, cliquez sur le menu déroulant et

modifiez le référentiel concerné par I'assignation.

Lol

w  Par défaut le référentiel courant est sélectionné. Vous pouvez
sélectionner un autre référentiel ou tous les référentiels.

5. (Optionnel, avec un accés aux données en lecture seule) Dans le champ
Instantané de référentiel pour la connexion, sélectionnez un
instantané de référentiel de connexion.

6. (Optionnel) Par défaut les assignations n‘ont pas de limite de validité. Si
vous avez besoin de définir une durée de validité des assignations,
sélectionnez Valable sur une durée limitée.

e Dans le champ Date de début de validité, cliquez sur le calendrier
puis sélectionnez une date de début de validité.

e Dans le champ Date de fin de validité, cliquez sur le calendrier puis
sélectionnez une date de fin de validité.

7. Cliquez sur OK.

Le profil est assigné au groupe de personnes sur le référentiel sélectionné
pour la durée spécifiée.

Assigner en masse des profils a des groupes de personnes

Pour assigner en masse des profils a un groupe de personnes :
1. Accédez a la page de gestion des Groupes de personnes.
w  Voir Accéder aux pages de gestion des utilisateurs.
La liste des groupes de personnes s’affiche dans la zone d’édition.
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Sélectionnez les groupes de personnes a qui vous voulez assigner un ou
plusieurs profils.

Dans la barre de menu de la liste, cliquez sur Assigner des profils.

La liste des profils apparait.

(Si besoin) Dans le champ Référentiel, cliquez sur le menu déroulant
puis modifiez le référentiel concerné par I'assignation.
w  Par défaut, le référentiel courant est sélectionné, vous pouvez
sélectionner un autre référentiel ou tous les référentiels.
Par défaut les assignations n’ont pas de limite de validité. Si vous avez
besoin de définir une durée de validité des assignations, sélectionnez
Définir des dates de validité.
e Dans le champ Date de début de validité, cliquez sur le calendrier
puis sélectionnez une date de début de validité.
e Dans le champ Date de fin de validité, cliquez sur le calendrier puis
sélectionnez une date de fin de validité.
Sélectionnez les profils que vous voulez assigner aux groupes de
personnes sélectionnés.
Cliquez sur OK.
Les profils sélectionnés sont assignés aux groupes de personnes
sélectionnés pour la durée définie.

Enlever une assignation de profil

Vous pouvez enlever une assignation de profil. Cette assignation de profil peut
porter sur une personne ou sur un groupe de personnes.

Vous pouvez enlever en masse des assignations de profil.

Pour supprimer une assignation de profil :

1.

(d

Accédez aux propriétés de la personne (ou du groupe de personnes).
w  Voir Consulter les caractéristiques d’une personne.
w  Voir Consulter les caractéristiques d’un groupe de personnes.

Dans la section Assignations de profils, sélectionnez le profil assigné
concerné.

w ous pouvez en sélectionner plusieurs.

Cliquez sur Enlever g .

Dans la fenétre de suppression, cliquez sur Supprimer pour confirmer
I"action.

w Sj besoin, vous pouvez désélectionner des assignations de profil
sélectionnées.

w [es licences nommeées correspondantes, le cas échéant, ne sont pas
automatiquement révoquées. Pour attribuer uniquement les licences
nommeées utiles a I'utilisateur, vous pouvez révoquer puis attribuer les
licences, voir Gérer les licences nommeées.
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Gérer les licences nommées

GERER LES LICENCES NOMMEES

Attribuer des licences nommées

L'attribution de licences nommées permet de garantir a chaque utilisateur un
acceés exclusif aux produits Hopex, contrairement aux licences flottantes qui
peuvent étre temporairement indisponibles quand toutes sont en cours d’utilisation.

Les licences sont attribuées en fonction des produits définis dans les champs Ligne
de commande du profil et du Login de I'utilisateur.

w Voir Produits accessibles sur la licence (Ligne de commande) du
profil et Produits accessibles sur la licence (Ligne de commande) du
Login de la Personne.

Pour attribuer des licences nommées :
1. Accédez a la page de gestion des Personnes.
w  Voir Accéder aux pages de gestion des utilisateurs.
2. Dans la liste des personnes, sélectionnez la personne concernée.
w  Vous pouvez sélectionner plusieurs personnes.
3. Dans la barre de menus de la liste, cliquez sur Licences > Attribuer les
licences.

Les licences sont attribuées en fonction de la configuration des lignes de
commande.

Un avertissement indique les licences non disponibles le cas échéant.

= @ Definir une bibliotheque par défaut E& Login v @ Assignations v @ Licences v () options H Y
a Nom 1 Adresse e-mall Login R Awribuerleslicences |0 connevion statut (Login)
W Révoquer les licences

A Amy webeval@mega.com @ Amy Actif
A Andrew webeval@mega.com 8 Andrew Actif
A, Anne webeval@mega.com @ Anne Actif
A, Antoine webeval@mega.com @ Antoine Actif
A, Antonio webeval@mega.com 8 Antonio Actif

A Asher webeval@mega.com =@ Asher Actif

Révoquer des licences nommées

La révocation des licences nommées permet d’optimiser I'utilisation des licences en
libérant celles qui ne sont plus utilisées. Une fois libérées, elles peuvent étre
réattribuées selon les besoins.
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Toutes les licences nommées associées a l'utilisateur sont révoquées
simultanément.

w  Sjun utilisateur a plusieurs profils, les licences nommées associées
a tous ses profils sont révoquées.

Pour révoquer des licences nommées :
1. Accédez a la page de gestion des Personnes.
w  Voir Accéder aux pages de gestion des utilisateurs.
2. Dans la liste des personnes, sélectionnez la personne concernée,
w  Vous pouvez sélectionner plusieurs personnes.
3. Dans la barre de menus de la liste, cliquez sur Licences > Révoquer

les licences.
Une confirmation de révocation des licences apparait.

Ces licences deviennent disponibles et peuvent étre attribuées a une
autre personne.

«= i@ Définir une bibliotheque par défaut E® Login v €, Assignations ~ @ Licences v (=) options

A

A

Nom 1

Q

Amy
Andrew
Anne

Antoine
Antonio

Asher

©  Attribuer les licences

Adresse e-mail Login = rniére connexior
W  Révoguer les licences

webeval@mega.com = Amy

webeval@mega.com & Andrew

webeval@mega.com M Anne

webeval@mega.com E® Antcine
webeval@mega.com & Antonio

webeval@mega.com B Asher

Visualiser ’'ensemble des licences

Pour faciliter la gestion des licences, le tableau de bord des licences offre une vue
d’ensemble des licences nommeées attribuées, ainsi que des licences flottantes le cas
échéant.
Pour visualiser I'ensemble des licences :
} Accédez au Tableau de bord des licences.
w  Voir Accéder aux pages de gestion des utilisateurs.
Plusieurs rapports s’affichent en fonction des licences souscrites.
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Consommation des licences nommeées

Ce rapport affiche :
e |e nombre de licences nommées attribuées
e @ le nombre d’utilisateurs actuellement connectés
e @ le nombre d’utilisateurs actuellement déconnectés
e @ le nombre de licences nommées disponibles

Consommation des licences nommées

HOPEX Viewer [VIEW]
HOPEX UCF [UCF]

HOPEX UAF [HUAF]

HOPEX Technical Data Lineag
HOPEX SNOW [HSNOW]
HOPEX Risk Mapper [ERML]
HOPEX Reporting Datamart |
HOPEX Project Portfolio Mana
HOPEX Process Simulation [H
HOPEX Privacy Management
HOPEX Power Supervisor [SUH
HOPEX Power Studio [MT52]
HOPEX NAF [NAF]

HOPEX MainUser [LAN]
HOPEX LDC [LOC]

HOPEX Internal Control [ICM]
HOPEX Internal Audit [MIAW]
HOPEX Information Architect
HOPEX Information Architect
HOPEX Information Architect
HOPEX IT Portfolio Managemd
HOPEX IT PM BONA Import [5
HOPEX IT Architecture [ARC]
HOPEX IT Architecture V2 [HI 1
HOPEX Functional Data Line:
HOPEX Enterprise Risk Manax
HOPEX DoDAF V2 [HDODZ]
HOPEX Data Governance [0GY
HOPEX Data Discovery [DDIS]
HOPEX Cyber Resifience [CYRY
HOPEX Customer Journey [HG
HOPEX Contributor [CBTR]
HOPEX CAST Highlight [CAST
HOPEX Business Process Ana
HOPEX Business Continuity
HOPEX Business Architecture-
HOPEX Beamy Integration (68
HOPEX Architdate [HAM]
HOPEX Al-Driven APM [AIAP!
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Capacité des licences flottantes

Ce rapport affiche en temps réel le nombre de :
e @ licences flottantes utilisées
e @ licences flottantes disponibles

Capacité des licences flottantes

MEGA Preview [PRE]

MECA BBIWY [BBIWY]

HOPEX Viewer [VIEW]

HOPEX UCF [UCF]

HOPEX UAF [HUAF]

HOPEX Technical Data Lineage...

HOPEX SNOW [HSNOW]

HOPEX Risk Mapper [ERML]

HOPEX Reporting Datamart [HD.4

HOPEX Project Portfolio Mana...

HOPEX Process Simulation [HS...

HOPEX Privacy Management [GDs

HOPEX Power Supervisor [SUP] - I I .
. @ Enligne

HOPEX Power Studio [MTS2]

HOPEX Old Stuff [HOS) @ Disponibles

HOPEX NAF [NAF]

HOPEX MainUser [LAN] s

HOPEX MCS [MCS]

HOPEX LDC [LDC]

HOPEX Internal Control [ICM]

HOPEX Internal Audit [MIAW]

HOPEX Information Architectu...

HOPEX Information Architectu...

HOPEX Information Architectu...
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Attribution des licences nommées

Ce rapport détaille les licences nommeées attribuées a chaque utilisateur.

& : l'utilisateur est actuellement connecté.
e = : |'utilisateur est actuellement déconnecté.

A Ernesto o o o o o o o
| Ernesto & & & & & & &
A FOUR Cuillain . . . . . . . . . . . . . . . . . .
) - = - a a a - = - - - a a a - a a a

A FOURIER Li o o o o o o o o o o o
Lif @megacom ) a a a a a a a a a a a
A Frank o o o o
[ Frank] == - -
A. GAIER Pierre o o o o o o o o o o o o o o o o o o
| pgsie g=com| & & & & & & & & & & & & & & & & & &
A GANE Mabil o o o o o o o o o o o o o o o
[ ganagunedacem = o a a a a a a = a a a a a a
A GIBELIN Laura o o o o o o o o o o o o o
[ lgibelin@mega.cam ] = a = = a = a = s a a a =
A GIBERT Hervé [}
[ hgibert@megacom | =
A GIOTTE Valérie o o o o o o o o o o o o o o o o o o o o o o
[vgiotte@r a a & a a a a a a a a a a & a a a a4 a a a a

giotte@

o o o o o o o o o o o o o o o o o -

101



102

GERER LES OPTIONS LIEES AUX UTILISATEURS

Pour des besoins spécifiques, vous pouvez modifier les valeurs par défaut de
certaines Options (voir Gérer les options).

Voir :
e Autoriser la suppression d’un objet publié
e Imposer un commentaire de publication
e Gérer l'inactivité des utilisateurs

Voir aussi :

e Modifier le paramétrage lié a la sécurité du mot de passe

Options spécifiques aux espaces de travail privés

Autoriser la suppression d’un objet publié

Les utilisateurs qui travaillent dans un espace de travail public peuvent supprimer
des objets.

Par défaut, les utilisateurs qui travaillent dans un espace de travail privé ne sont pas
autorisés a supprimer un objet publié, méme si cet objet a été créé par |'utilisateur
qui veut le supprimer.

L'option Autoriser la suppression d'objets publiés a partir d’'un espace de
travail privé (dossier Options > Référentiel > Autorisations) permet a
I'utilisateur de supprimer les objets publiés a partir d’un espace de travail privé, quel
que soit I'auteur de la création.

Ce droit vient en complément des droits de suppression d’objets définis par ailleurs
pour le profil ou l'utilisateur.

Imposer un commentaire de publication

L'option Commentaire de publication (dossier Options > Référentiel >
Enregistrement des données) permet d’'imposer a tous les utilisateurs de saisir
une information dans le cadre Commentaire de publication (Compte-rendu)
lorsqu’ils publient leur travail.

Gérer 'inactivité des utilisateurs

Vous pouvez spécifier combien de temps la session d’un utilisateur peut rester
inactive avant sa fermeture.
© cette option peut étre utile par exemple pour des exigences de

ségurité ou pour vous assurer que toutes les sessions sont fermées le
soir avant le lancement d'un programme batch.
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Gérer les options liées aux utilisateurs

Par défaut la gestion de l'inactivité des utilisateurs n’est pas activée.

Activer/Désactiver la gestion de I'inactivité des utilisateurs

Pour activer/désactiver la gestion de l'inactivité des utilisateurs :
1. Accédez aux Options de I’environnement.
w  Voir Gérer les options.

2. Dans l'arbre des Options, sélectionnez Espace de travail > Bureau.
3. Dans le volet droit :
e pour activer la gestion de I'inactivité des utilisateurs, sélectionnez
Gestion de I'inactivité.
e pour désactiver la gestion de l'inactivité des utilisateurs,
désélectionnez Gestion de l'inactivité.

Gérer I’inactivité des utilisateurs

Prérequis: la gestion de l'inactivité des utilisateurs est prise en compte si I'option
Gestion de I'inactivité est sélectionnée.
Pour gérer l'inactivité des utilisateurs :
1. Accédez aux Options de I’environnement.
w  Voir Gérer les options.

Dans I'arbre des Options, sélectionnez Espace de travail > Bureau.
Dans le volet droit, saisissez une valeur (en minutes) pour |'option
Durée d’inactivité fermant Hopex.

Lol

& Si I'option Durée d’inactivité nécessitant une
authentification a une valeur inférieure a I'option Durée
d’inactivité fermant Hopex, alors la valeur prise en compte pour
la déconnexion de l'utilisateur est cette derniére.

Une fois cette durée atteinte, l'utilisateur est déconnecté et Hopex se
ferme sans avertissement.

Gérer l'inactivité d’'un compte utilisateur

Par défaut le compte d’un utilisateur est désactivé apres 90 jours sans connexion.
L'utilisateur recgoit une premiére notification par e-mail, sept jours avant la date de
désactivation, puis un rappel trois jours avant la date de désactivation.
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L’e-mail contient un lien de connexion a Hopex pour réactiver son compte.

@ M E G A HOPEX ACCOUNT NOTIFICATION

o Bizzdesign company

Dear CLEVER Line

Your HOPEX account will be automatically disabled in 7 days
(20 Feb 2025) due to inactivity.

To prevent your account from being disabled, simply log in
to HOPEX.

This is an automatically generated email, please do not reply.

EGA
OMMUNITY

Repository: SystemDb | Legal Information | Privacy Policy | Contact
Us

© MEGA International, 1994 - 2025. All rights reserved.

Vous pouvez désactiver I'option ou modifier les durées :

e Nombre de jours sans connexion aprés lesquels le compte d’un
utilisateur est désactivé
Valeur : 1 jour ou plus (90 jours par défaut).

Valeur 0 : le compte de I'utilisateur n’est jamais désactivé.

¢ Notification X jours avant la désactivation
Premiere notification : nombre compris entre 0 et 21 jours (7 par défaut).

Valeur 0 : aucune notification n’est envoyée.

e Notification Y jours avant la désactivation
Rappel : nombre compris entre 0 et 14 jours (3 par défaut).

Valeur 0 : aucune notification ou rappel n’est envoyé.

Pour gérer les comptes utilisateur inactifs :
1. Accédez aux Options I'environnement.
w  Voir Gérer les options.
2. Dans l'arbre des Options, sélectionnez Installation > Gestion des
utilisateurs > Authentification.

3. Dans le volet droit, modifiez les valeurs des options.
4. Cliquez sur OK.

104



Utilisateurs .

Gérer les options liées aux utilisateurs .

Modifier I’autorisation d’import de données

L'option Autoriser I'import de données Hopex (mgr, mgl, xmg) définit quelles
données un utilisateur ou un profil est autorisé a importer dans Hopex.

Elle peut prendre les valeurs :

"Interdire"

"Autoriser I'import XMG dans les référentiels de données seulement”
"Autoriser I'import XMG, MGR, MGL dans les référentiels de données
seulement”

(par défaut pour tous les profils, y compris le profii Administrateur
Hopex - SaaSs et les profils Administrateurs fonctionnels)

"Autoriser I'import XMG, MGR, MGL dans les référentiels de données et
SystemDb"

(par défaut pour le profil Administrateur Hopex uniquement)

Pour modifier I'autorisation d‘import de données Hopex :

1.

Accédez aux Options (niveau concerné).

w  Voir Gérer les options.
Dans l'arbre des Options, sélectionnez Outils > Echange de données
> Import > Fichiers MEGA: Options génériques.

Dans le volet droit, modifiez la valeur de I'option Autoriser I'import de
données Hopex (mgr, mgl, xmg).
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L’AUTHENTIFICATION DANS HOPEX

Le processus d’authentification consiste a vérifier qu’'une personne correspond bien
a son identité déclarée. Dans les réseaux informatiques, I'authentification repose
généralement sur un nom de connexion et un mot de passe.

Par défaut, dans Hopex (Web Front-End) I'authentification est gérée par Hopex
Unified Authentication Service (UAS).
w  Voir la documentation Installation et déploiement > Hopex
Unified Authentication Service.
L'authentification unique, connue sous le terme "Single Sign On" (SSO) ou "Unified
Login" en anglais, est une solution logicielle qui permet aux utilisateurs d'un réseau
d'entreprise d'accéder, en toute transparence, a l'ensemble des ressources
autorisées, sur la base d'une authentification unique effectuée lors de I'accés initial
au réseau.

Un seul mot de passe permet ainsi d'accéder a I'ensemble des applications et des
systemes de I'entreprise.

Cette solution procure plusieurs avantages, parmi lesquels :

® une plus grande sécurité
L'utilisateur n'a plus besoin de se souvenir de plusieurs processus de
connexion, de plusieurs identifiants ou mots de passe.

e une plus grande productivité de I'administrateur
Hopex s’intégre aux annuaires de I'entreprise, ce qui allége le travail de
I'administrateur en ce qui concerne la gestion des mots de passe.

Le systéme d’authentification unique mis en ceuvre dans Hopex est basé sur des
protocoles de sécurité standard intégrés nativement dans Windows : Kerberos et
SSO. De plus, l'authentification unique d'Hopex est conforme aux normes
reconnues suivantes :

e Windows Security Services

e (C2-Level Security du département américain de la défense

e Kerberos

e NTLM Authentication
w  Pour plus de détails sur la signature unique, voir le document
"Ouverture de session unique dans les réseaux Windows 2000" a
I'adresse suivante :
http://technet.microsoft.com/fr-fr/library/bb742456.aspx

Voir :

e Principe de l'authentification et la mise en correspondance

e Choisir un mode d’authentification

e Modifier le mode d’authentification Hopex d‘un utilisateur

e Gérer un groupe d'authentification SSO

e Configurer I'authentification SSO


http://www.microsoft.com/windows2000/techinfo/howitworks/security/sso.asp
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Principe de I'authentification et la mise en correspondance

La connexion a Hopex se fait en trois phases :

e Phase 1 : authentification
La phase d’authentification consiste a vérifier que la personne qui veut se
connecter a Hopex existe et que son identification est valide. Cette
authentification peut étre indépendante du référentiel Hopex.
Une fois validée, cette phase d’authentification n’est plus appelée lors de
la phase de mise en correspondance.

e Phase 2 : mise en correspondance
La phase de mise en correspondance consiste a définir le profile avec
lequel la personne authentifiée va se connecter a I'application.
Sans profil d’assigné, la connexion est refusée a l'utilisateur, méme
authentifié.

e Phase 3 : connexion et accés au référentiel
Une fois les phases d’authentification et de mise en correspondance
validées, la personne peut se connecter a l'application et accéder au

référentiel.
La personne choisit le référentiel et le profil avec lequel elle veut se

connecter.

Personne Personne

_ . . % Mise en connectée

—» SRR T‘* correspondance T avecle

Profil X

KO lKo
Connexion refusée | Connexion refusée

Choisir un mode d’authentification

Dans Hopex (Web Front-End) l'authentification est gérée par Hopex Unified
Authentication Service (UAS). UAS permet de définir comment I'utilisateur va
s’authentifier.

w  Pour une description détaillée, voir la documentation Installation

et déploiement > Hopex Unified Authentication Service> UAS
Configuration.
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Pour choisir votre mode d’authentification, Bizzdesign vous conseille d’utiliser des
systemes d’authentification qui répondent au Standard (ex. : SSO). Vous pouvez
choisir une authentification gérée :

e par un module externe
Si vous possédez dans votre entreprise d’un module d’authentification
externe ou SSO, il est préférable d’utiliser le systéme d’authentification
délégué.
Ex.: SAML2, OpenId.
Pour définir et configurer votre mode authentification externe, voir la
documentation Installation et déploiement > Hopex Unified
Authentication Service.

e au sein de la plateforme Hopex (par défaut)
Si vous n‘avez aucun systeme d’authentification standard dans votre
entreprise, vous pouvez utiliser le systéeme d’authentification géré au sein
d'Hopex.

Modifier le mode d’authentification Hopex d’un utilisateur

Le mode d’authentification d’un utilisateur est défini sur son Login, par le paramétre
Mode d’authentification.

Hopex (Web Front-End) propose le mode d’authentification MEGA (par défaut) : le
service d’authentification Hopex vérifie que le mot de passe saisi correspond au mot
de passe stocké dans le référentiel Hopex.

Pour modifier le mode d’authentification d‘un utilisateur, voir Mode
d’authentification (cas d’une authentification gérée au sein d’Hopex).

Gérer un groupe d’authentification SSO

Groupe d’authentification SSO

Le processus d’authentification SSO est caractérisé par des claims. Ces claims
contiennent les groupes ou roles auxquels |'utilisateur appartient. Ces groupes ont
un identifiant unique qui peut étre reporté dans [|‘attribut Identifiant
d’authentification.

Exemple : le claim role "rCmp-WebAXDevRemoteRdpTier2@MEGA"

Définir un groupe d’authentification SSO
Pour définir un groupe d’authentification :
1. Accédez aux pages de gestion des groupes d’authentification.
w  Voir Accéder aux pages de gestion des utilisateurs.
2. Dans la zone d'édition, dans I'onglet Groupes d’authentification,

cliquez sur Nouveau [J.
La fenétre de création d'un groupe d’authentification s’affiche.
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3. Dans le champ Nom, saisissez un nom pour le groupe d’authentification.

4. Dans le champ Identifiant d’authentification, saisissez l'identifiant du
claim avec lequel vous voulez faire correspondre le groupe
d’authentification.

Exemple : le claim role "rCmp-WebAXDevRemoteRdpTier2@MEGA"
5. Cliquez sur OK.
6. Associez un groupe de personnes Hopex au groupe d’authentification :
dans la liste des Groupes d’authentification, cliquez dans le champ
Groupe de personnes puis sélectionnez le groupe de personnes.

w  Voir aussi Associer un groupe de personnes Hopex a un groupe
d’utilisateurs authentifié.

Configurer I'authentification SSO

Un service SSO contient des informations ("claims") qui permettent d’authentifier
un utilisateur ou un groupe d’utilisateurs.

Les claims

Les claims sont des informations contenues par le service SSO.

Exemple de claims : un nom, un groupe, un e-mail, un rdle.

Ces claims sont utilisés pour mettre en correspondance ces informations avec des
données contenues dans Hopex.

Pour identifier une personne, vous pouvez, par exemple mettre en correspondance :

e |e claim "displayname" avec |'attribut Nom de la Personne dans Hopex,
e le claim "email" avec l'attribut Adresse e-mail de la Personne dans
Hopex.

Pour identifier un groupe de personnes, votre service SSO doit contenir des

groupes. Ces groupes sont listés sous le claim "role".
w  Pour modifier le claim utilisé pour la mise en correspondence des
groupes d’‘authentification, modifiez le ClaimForRoles du fournisseur
d’identité (voir la documentation Installation et déploiement >
Hopex Unified Authentication Service)

Pour identifier un groupe de personnes, vous pouvez, par exemple mettre en

correspondance :

e le claim role "rCmp-WebAXDevRemoteRdpTier2@MEGA" avec un groupe
de personnes dans Hopex.
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Exemple d’informations contenues dans un service SSO :
{

"ValidateLifetime": true,
"AccessTokenType": "Reference",
"TokenHandle": "52c900bcfe54f2ef081b3fa704e19e11",
"Claims":{
"aud": "https://hopex/UAS/resources",
"iss": "https://hopex/UAS",
"displayname": "Lou,Watts",
"name": "lws",
"email": "lwatts@mega.com”,
"given_name": "",
"family_name": "Watts",
"groupsid": [
"S-1-5-21-0123456789-0123456789-513",
"S-1-1-0",
"S-1-5-32-544",
"S-1-5-32-545",
1L
"role":[
"Domain Users@MEGA",
"Everyone",
"Administrators@BUILTIN",
"Users@BUILTIN",
"NETWORK@NT AUTHORITY",
"Authenticated Users@NT AUTHORITY",
"This Organization@NT AUTHORITY",
"rCmp-WebAXDevRemoteRdpTier2@MEGA",
"tNtfs-USTLVUCSD651DImagesRecorderModify@MEGA",
"tSvc-WebAX8AppXtenderRetentionFilingServiceFull@MEGA"
1L
"lws": "1ae8ad551970e66e071536655b9542ad"
b
b

Configurer I'authentification SSO

Pour configurer I'authentification SSO:
1. Définissez les paramétres d’authentifications.
Ex. : le nom et 1’e-mail de la personne.

w  Voir Définir un parameétre d’authentification.
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2. Sivous gérez des groupes de personnes :
e Définissez les groupes d’authentification.

w  Voir Définir un groupe d‘authentification SSO.

e Associez les groupes d’authentification aux groupes de personnes
définis dans Hopex.

w  Voir Associer un groupe de personnes Hopex a un groupe
d’utilisateurs authentifié.
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MISE EN CORRESPONDANCE (MAPPING)

Diagramme de mise en correspondance

Le diagramme suivant décrit complétement le processus de mise en correspondance
(mapping) d’un utilisateur, dont le login est authentifié, avec une personne dans
Hopex.
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Principe

Une fois le service de mise en correspondance informé de l'identifiant de la personne
qui demande la connexion, le service vérifie si l'identifiant est référencé dans le
référentiel :
w  Cet identifiant est généralement le login, mais si un paramétre
d‘authentification SSO est défini et que son attribut "Index sur les
personnes” est sélectionné, alors le service vérifie si la valeur de cet

attribut n’existe pas sur une personne, et dans ce cas c’est l'identifiant
qui est utilisé pour déterminer si la personne existe dans Hopex ou pas.

Voir Définir un paramétre d’authentification.
e casl:
L'identifiant est référencé dans le référentiel et n‘appartient pas a un
groupe.
e cas2:
L'identifiant est référencé dans le référentiel et appartient a un groupe.

e cas3:
L'identifiant n’est pas référencé dans le référentiel et n‘appartient pas a
un groupe.

Quand un groupe par défaut est défini, toute personne qui n’appartient pas a un
groupe spécifique mais dont I'attribut "Appartient a un groupe" est sélectionné, doit
appartenir au groupe par défaut.

w  Voir Créer et gérer un groupe de personnes.

Demande de connexion et utilisateur créé a la volée

Dans le cas de I'authentification SSO, lorsqu’un utilisateur authentifié demande a se
connecter a Hopex :

e Sile login de I'utilisateur est relié au Login d'une personne enregistrée
dans Hopex et cette personne :

e n'appartient pas a un groupe, la mise en correspondance est validée et
I'utilisateur peut choisir de se connecter avec un des profils qui lui sont
assignés. La connexion se fait au titre de la personne.

e appartient a un ou plusieurs groupes, la mise en correspondance est
validée et I'utilisateur peut se connecter avec un des groupes et choisir
un des profils assignés au groupe sélectionné. La connexion se fait au
titre du groupe.

e appartient a un ou plusieurs groupes et a un ou plusieurs profils
d’assignés, la mise en correspondance est validée et I'utilisateur
choisit de se connecter avec un de ses profils assignés (la connexion
se fait au titre de la personne) ou via un des groupes auxquels il
appartient (la connexion se fait au titre du groupe).

e Sjle login de l'utilisateur :

e correspond au Login d’'une personne enregistrée dans Hopex, que
I'attribut «Appartient a un groupe de personnes » est sélectionné,
mais la personne n’appartient pas a un Groupe de personnes,

ou

e ne correspond pas au Login d'une personne enregistrée dans Hopex et
I'authentification est de type SSO, alors la personne est créée a la
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volée avec un Login (I'attribut " Appartient a un groupe de personnes "
est automatiquement sélectionné).

w [a personne est créée a la volée uniquement si elle n'existe pas. Si
la personne existe, seul le login est créé.

w [ a personne (+ Login) n'est créée que si elle appartient
effectivement a un groupe (SSO, relié a une macro, ou " groupe par
défaut " est défini).

Alors si la personne :

e appartient a un groupe SSO (ayant un groupe de personnes et un
Login) la mise en correspondance est validée et la connexion se fait au
titre du groupe (Login et profil du groupe sont passés).

Ex. : Alexandre DUBOIS appartient au groupe Marketing dont
le Login est Marketing,

e n’appartient pas a un groupe SSO, mais appartient a un groupe relié a
une macro : la mise en correspondance est validée et la connexion se
fait au titre du groupe (Login et profil du groupe sont passés).

* n’appartient pas a un groupe SSO et n‘appartient pas a un groupe relié
a une macro, mais un groupe par défaut est défini : la mise en
correspondance est validée et la connexion se fait au titre du groupe
(Login et profil du groupe sont passés).

e n’appartient pas a un groupe SSO, ni a un groupe relié a une macro,
et un groupe par défaut n’est pas défini : la mise en correspondance
est refusée.

Quand la personne appartient a un groupe, le service renvoie deux informations :

e La personne créée a la volée (Assignable Element) a partir du serveur
SSO.
Le but de créer une personne a la volée est de conserver la tracabilité des
actions. L'utilisateur agit en son nom et non au nom du groupe.

e La liste des groupes de personnes auxquels elle appartient (et
éventuellement ses assignations, si des profils lui sont assignés).
Un profil est associé au groupe. Ceci permet de savoir avec quel profil la
personne créée a la volée va se connecter a I'application.
w A la prochaine connexion de cette personne, le service renvoie le
méme utilisateur créé a la volée (mémes informations/attributs). Le

service crée un utilisateur a la volée par personne et conserve ses
informations.

Associer un groupe de personnes Hopex a un groupe d’utilisateurs
authentifié

Une fois le groupe d’authentification créé, vous devez |'associer a un groupe
d’utilisateurs dans Hopex.

Ainsi quand une personne du groupe de personnes Hopex se connecte a Hopex, elle
est authentifiée grace au groupe d’utilisateurs authentifié auprés du service SSO.

w Sjun groupe de personnes par défaut est défini, toute personne
dans Hopex, dont I'attribut Appartient a un groupe de personnes est
sélectionné (voir Propriétés d’une personne) appartient
automatiquement au groupe défini par défaut (voir Définir un groupe de
connexion par défaut).
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Prérequis : le groupe de personnes Hopex et le groupe d’utilisateurs authentifié
sont créés.

w  Voir :

Créer un Groupe de personnes

Définir un groupe d’authentification SSO

Définir un groupe de personnes dynamique (SSO).

Pour associer un groupe de personnes Hopex a un groupe d’utilisateurs authentifié :
1. Accédez aux propriétés :
e du groupe d’authentification
ou
e du groupe de personnes.

w  Voir Accéder aux pages de gestion des utilisateurs.
2. Affichez la page Caractéristiques.
3. Cliquez sur la fleche du champ :
e Groupe de personnes et connectez le groupe de personnes Hopex a

associer au groupe d’utilisateurs authentifié.
ou

e Groupe d'authentification et connectez le groupe d’utilisateurs
authentifié a associer au groupe de personnes.
L'assistant de recherche du groupe d’authentification apparait.

© utilisez la touche [Ctrl] pour relier plusieurs groupes
d’authentification a la fois.

Le groupe de personnes Hopex et le groupe d’utilisateurs authentifié sont
associés.

Définir un paramétre d’authentification

Un parameétre d’authentification est un paramétre qui existe dans le service SSO et
qui est associé de maniére unique a un attribut Hopex.

Configurer un parametre d’authentification est utile lors de I'import de personnes a
partir d'un service SSO.

Les parameétres d’authentification permettent :
o d'identifier une personne a partir des renseignements fournis par le
serveur d’authentification.
e de prédéfinir les caractéristiques d’une personne créée dans Hopex, en
utilisant la mise en correspondance entre les valeurs des parametres

d’'authentification (stockées dans le service SSO) et les MetaAttributes
Hopex.

Exemple : le MetaAttribute "Adresse e-mail" de la personne
est initialisé avec le claim "email" de la personne dans le
service SSO (si la correspondance a été effectuée).
Pour configurer un parametre d’authentification :
1. Accédez aux pages de gestion de l'authentification.
w  Voir Accéder aux pages de gestion des utilisateurs.
2. Sélectionnez Parameétres d’authentification.
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Cliquez sur Nouveau [EJ.

w [e paramétre d’authentification permet de pré remplir les
caractéristiques d’une personne qui correspondent aux paramétres
d‘authentification.

Saisissez un Nom pour le parametre d’authentification puis cliquez sur
Propriétés [=].

Exemples : E-mail, Nom de la personne.
(Optionnel, accés au metamodel "expert") Sélectionnez Index sur les
personnes, pour que la valeur du parametre permette d’identifier de
maniére unique une personne. Si une personne dans Hopex a le méme
e-mail que celui défini dans le service SSO, cette personne est réutilisée
(au lieu d’en créer une nouvelle et de risquer de créer un doublon de
personne)
(Optionnel, accés au metamodel "expert") Sélectionnez Est disponible
pour la recherche, pour que dans la zone de saisie de I'import la saisie
d’un e-mail soit possible.

Ex. : si vous saisissez ctodd@mega.com, vous devez
retrouver Clara TODD.
Dans le champ Identifiant d’authentification saisissez le claim
associé dans le service SSO.

Ex. : email

Dans le champ MetaAttribute associé, cliquez sur la fleche puis
sélectionnez Relier MetaAttribute.
Effectuez la recherche puis sélectionnez le MetaAttribute au sein d’"Hopex

qui va étre associé a l'identifiant d’authentification SSO défini a I'étape 7.

Exemples : Adresse e-mail, Nom (personne).

Cliquez sur Relier.
Cliqguez sur OK.
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GERER LE MOT DE PASSE D’UN UTILISATEUR WEB

Dans le cas du mode d’authentification MEGA, pour permettre a l'utilisateur Web de
définir son mot de passe et sa question de sécurité, vous devez initialiser son
compte Web.

Les points suivants sont détaillés ici :
e Initialiser le compte Web d’un utilisateur
e Modifier la durée de vie du lien de premiére connexion
e Modifier le paramétrage lié a la sécurité du mot de passe
e Définir un mot de passe temporaire a un utilisateur

Initialiser le compte Web d’un utilisateur

Dés que vous renseigner I'e-mail d’un utilisateur, un e-mail d’activation de son
compte Hopex lui est automatiquement envoyé. Cet e-mail contient un lien d’une
durée de vie de 48 heures.

Si l'utilisateur n’a pas regu I'e-mail d’activation de son compte, ou si la validité du
lien est dépassée, vous pouvez initialiser son compte.

Prérequis :
Avant d’initialiser le compte Web d’un utilisateur :
e assurez-vous que I'e-mail de la personne est renseigné et correct.
w  Voir Consulter les caractéristiques d’une personne.
e vérifiez que le paramétrage SMTP est renseignée.
w  \oir Renseigner les paramétres SMTP.

Pour initialiser le compte Web d’un utilisateur :
1. Accédez a la page de gestion des Personnes.
w  Voir Accéder aux pages de gestion des utilisateurs.

2. Dans la liste des personnes, sélectionnez la personne concernée.

3. Dans la barre de menus, cliquez sur Login > Initialiser le compte.
Un e-mail est envoyé a la personne concernée avec un lien a durée de vie
limitée dans le temps (48 h par défaut), qui va lui permettre de définir son
mot de passe et la réponse a une question de sécurité.

& sidans les caractéristiques de la personne, I’e-mail de la
personne n’est pas renseigné, la personne ne peut pas recevoir
le message.

w  Pour modifier la durée de vie du lien de premiere connexion, voir
Modifier la durée de vie du lien de premiere connexion.
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Gérer le mot de passe d’un utilisateur Web

Modifier la durée de vie du lien de premiére connexion

Pour modifier la durée de vie du lien de premiére connexion :

1.

Accédez aux options de I’'environnement.

w Voir Modifier les options au niveau de I'environnement.
Dans I'arbre des options, dépliez le dossier Installation puis
sélectionnez Gestion des utilisateurs.
Dans le volet de droite, modifiez la valeur de I'option Durée de vie du
lien de premiére connexion.

Modifier le paramétrage lié a la sécurité du mot de passe

Vous pouvez maodifier :

le nombre d'essais dont dispose I'utilisateur pour saisir son mot de
passe, avant le blocage de son compte et que administrateur doive le
débloquer

le nombre d’essais dont dispose |'utilisateur pour répondre a sa question
de sécurité (définie lors de sa premiére connexion)

la fréquence a laquelle I'utilisateur doit modifier son mot de passe

le nombre de mots de passe, parmi les derniers définis par utilisateur,
que l'utilisateur ne peut pas réutiliser

le niveau de robustesse du mot de passe de I'utilisateur

Chaque niveau est associé a une couleur (Faible : rouge, Moyen : jaune,
Elevé : vert). A mesure que I'utilisateur saisit son mot de passe, la couleur
progresse en méme temps que la robustesse (complexité) du mot de
passe.

le nombre de fois que |'utilisateur est autorisé a modifier son mot de
passe (par jour)

les obligations d’inclure dans le mot de passe :

® au moins une majuscule

e au moins une minuscule

® au moins un caractére spécial

e au moins un chiffre

Pour modifier le paramétrage lié a la sécurité du mot de passe :

1.

2,

Accédez aux options de I'environnement.
w  Voir Modifier les options au niveau de I'environnement.

Dans l'arbre des options, sélectionnez le dossier Installation >
Sécurité > Mot de passe.
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3. Dans le volet de droite, vous pouvez modifier le paramétrage par défaut

des options :
e Nombre d'essais avant invalidation du mot de passe

w  Valeur par défaut : 3.

Nombre d’essais en réponse a la question de sécurité avant
invalidation du mot de passe

w  Valeur par défaut : 3.

e Délai d’expiration du mot de passe
w  Valeur par défaut : 40 jours.
e Nombre des derniers mots de passe non réutilisables
w  Valeur par défaut : 5.
¢ Niveau de robustesse du mot de passe
w  Valeur par défaut : Elevé.
¢ Nombre maximum de modifications du mot de passe (par jour)
w  Valeur par défaut : 2.
e Rendre obligatoire I'usage d’un chiffre dans le mot de passe
w  Valeur par défaut : option sélectionnée.

¢ Rendre obligatoire I'usage d’une minuscule dans le mot de
passe

w  Valeur par défaut : option sélectionnée.

¢ Rendre obligatoire I'usage d’'une majuscule dans le mot de
passe

w  Valeur par défaut : option sélectionnée.

e Rendre obligatoire I'usage d’un caracteére spécial dans le mot
de passe

w  Valeur par défaut : option sélectionnée.

Définir un mot de passe temporaire a un utilisateur

w Cette action n’est disponible qu’‘aux profils Administrateur
Hopex et Administrateur Hopex - Saas.

Cette fonctionnalité est utile pour un utilisateur dont I'e-mail n’est pas renseigné.
Sans e-mail, un utilisateur ne peut définir son mot de passe via la réception de I'e-
mail généré lors de l'initialisation de son compte Web.

w  Voir Créer un utilisateur et Initialiser le compte Web d’un
utilisateur.

Vous devez définir a cet utilisateur un mot de passe temporaire. A sa premiére
connexion a Hopex, l'utilisateur est invité a changer ce mot de passe.

Pour définir un mot de passe temporaire a un utilisateur :

1.

Accédez a la page de gestion des Personnes.
w  Voir Accéder aux pages de gestion des utilisateurs.
La liste des personnes s’affiche dans la zone d’édition.
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Gérer le mot de passe d’un utilisateur Web

Sélectionnez la personne a laquelle vous voulez définir un mot de passe
temporaire.

w  \ous pouvez sélectionner plusieurs utilisateurs. Le méme mot de
passe temporaire leur sera attribué.

Dans la barre de menus de la liste, cliquez sur Login @& > Définir le

mot de passe

Dans le champ Mot de passe, saisissez le mot de passe temporaire que
vous voulez attribuer a I'utilisateur.

Cliqguez sur OK.

Le mot de passe temporaire de |'utilisateur est enregistré.

A sa premiére connexion a Hopex, |'utilisateur doit renseigner ce mot de
passe temporaire. Une fois connecté il est invité a définir son mot de
passe.

121



122

GERER LES CLES API

Les clés API sont utilisées pour établir des sessions sécurisées avec Hopex, par
exemple lors de l'utilisation de GraphQL, ou dans le cadre d’une intégration avec
ServiceNow ou Microsoft Teams.

Accéder a la liste des clés API

La liste des clés API détaille pour chaque clé API :
e son nom
sa personne et profil associés
le cas échéant, sa date d’expiration
son mode de session ("Multi session" ou "Mono session")
son mode de connexion ("Lecture écriture" ou "Lecture seule")

Pour accéder a la liste des clés API :
1. Accédez aux pages de gestion des Utilisateurs.
w  Voir Accéder aux pages de gestion des utilisateurs.

2. Cliquez sur Clés API.
La liste des clés API s’affiche.

+ Générer o Renouveler & voir ¥ Révoquer 4 4
B nNomt Personne Profil Date d'expiration Mode de session Mode de connexion

Clé API A, Andrew M Architecte d'entreprise Multi session Lecture écriture
SN API Key A Austin 3 Responsable de processus Multi session Lecture écriture

Générer une clé API

Pour générer une clé API :
1. Accédez a la liste des clés API.
w  Voir Accéder a la liste des clés APIL.

2. Dans la barre de menu de la liste, cliquez sur Générer.
L'assistant de génération de clé API apparait.

3. Saisissez le Nom de la clé API.

4. Sélectionnez la Personne et le Profil concernés.
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5. Sélectionnez un Mode de session :
e Multi session (recommandé) : optimisé pour l'utilisation de requétes
GraphQL ou les intégrations avec Microsoft Teams et ServiceNow.
e Mono session : moins performant, consomme davantage de mémoire
et peut ralentir les autres utilisateurs.
6. Sélectionnez un Mode de connexion.
e Lecture écriture
e Lecture seule
7. Sélectionnez les langues :
e Langue des données : langue d'affichage des données du
référentiel.
e Langue de l'interface : langue d’affichage des éléments de
I'interface, y compris les messages d’erreur, et les valeurs tabulaires
internes ou externes.

8. (Optionnel) Sélectionnez une date d’expiration de la clé API.
9. (Optionnel) Renseignez une description.
Génération d'une clé API Ve
Nom™

Alex pour Teams

Personne” Profil™

Alex Administrateur Fonctionnel EA
Mode de session Mode de connexion Date d'expiration

@ Multi session Lecture écriture 30/11/2025

Mono session @ Lecture seule

Langue des données™ Langue de linterface™

I Francais / Il Francais
Description

La Police par défaut v B I 9] T Tr =
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10. Cliquez sur OK.
La clé API est générée et peut étre copiée.

API Key : Alex pour Teams

Copiez la clé API et collez-la a I'emplacement requis.

SKvUIk7LculWwsTAHdWUBBUpEfh9bTWNTIT7sFePX4C4rGBgUaHCkUdstRM2VnrUeg

hsfgLNgMoWDjILHEBQxdSh
Elle est ajoutée dans la liste des clés API.

Vous pouvez revisualiser la valeur de la clé ultérieurement.

Visualiser la valeur d’une clé API

Vous pouvez visualiser la valeur secréte d’une clé API.

Pour visualiser la valeur secréte d’une clé API :
1. Accédez a la liste des clés API.
w  Voir Accéder a la liste des clés API.
2. Sélectionnez la clé API concernée.

© vous pouvez vous aider de 'outil de filtrage de la liste pour trouver
la clé APL.

3. Dans la barre de menu de la liste, cliquez sur Voir & .
La clé API s’affiche et peut étre copiée.

Révoquer une clé API

Pour des raisons organisationnelles ou de sécurité, vous pouvez avoir besoin de
révoquer une clé API.

Pour révoquer une clé API :
1. Accédez a la liste des clés API.
w  Voir Accéder a la liste des clés APL.
2. Sélectionnez la clé API concernée.

© wvous pouvez vous aider de l'outil de filtrage de la liste pour trouver
la clé API.

3. Dans la barre de menu de la liste, cliquez sur Révoquer x .
La clé API est supprimée et ne peut plus étre utilisée.
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Renouveler une clé API

Seules les clés API pour lesquelles une date d’expiration a été configurée peuvent
étre renouvelées.
Pour renouveler une clé API :
1. Accédez a la liste des clés API.
w  Voir Accéder a la liste des clés APL.
2. Sélectionnez la clé API souhaitée.

© wvous pouvez vous aider de l'outil de filtrage (ex. : Date
d’expiration de la liste pour trouver la clé APL

3. Dans la barre de menu de la liste, cliquez sur Renouveler $ .
L'assistant de génération de clé API apparait.
4. Saisissez ou modifiez les informations voulues.

5. Cliquez sur OK.
Une nouvelle clé est créée et apparait dans la liste des clés API.

& Ilest important de révoquer I’'ancienne clé pour éviter tout

usage indésirable et de mettre a jour la nouvelle clé dans toutes
les applications ou services qui l'utilisent.
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GERER LES LANGUES

Gérer la langue des données

La langue des données définit la langue dans laquelle sont présentées les données
du référentiel lorsque l'utilisateur se connecte la premiere fois. Si I'utilisateur
change sa langue des données (voir Modifier la langue de vos données) dans
I'interface, celle-ci est conservée a sa prochaine connexion.

Par défaut, la langue des données est définie dans les options de I'environnement.

Si besoin, vous pouvez définir la langue des données pour chaque utilisateur ou pour

un groupe d’utilisateurs.
é La langue des données définie au niveau de l'utilisateur ou
du groupe d’utilisateurs est prioritaire sur celle définie dans les
options de I'’environnement.

Pour modifier la langue des données au niveau de I’'environnement :

} Voir Modifier la langue des données au niveau de I’environnement.
Pour spécifier pour un utilisateur ou un groupe d‘utilisateurs une langue des
données différente de celle héritée et définie dans les options de I'environnement :

} Modifiez le paramétre Langue des données dans les propriétés de
I'utilisateur ou du groupe d’utilisateurs (page Caractéristiques > Accés
aux données).

w  Voir Définir une Personne.

w  Voir Consulter les caractéristiques d’un groupe de personnes.

Gérer la langue de l'interface utilisateur

L'interface utilisateur Hopex est disponible dans les langues suivantes : allemand,
anglais, espagnol, frangais, italien et portugais.

La langue de linterface est définie au niveau de l’environnement pour tous les
utilisateurs.

Pour modifier la langue de l'interface pour tous les utilisateurs :
)} Voir Modifier la langue de l'interface au niveau de I'environnement.

Chaque utilisateur peut modifier la langue de son interface :
) Voir Modifier la langue de votre interface.
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GERER LES RESPONSABILITES

Dans un bureau d’Administration vous pouvez gérer les responsabilités des
utilisateurs.

Vous pouvez transférer ou dupliquer les assignations :

Voir :

de profils d’un utilisateur a un ou plusieurs utilisateurs
et/ou
d’objets d’un utilisateur a un ou plusieurs utilisateurs

w Dans le cas de transfert d’objets a plusieurs personnes seuls les
objets qui peuvent étre assignés a plusieurs personnes sont proposés.

Transférer les responsabilités d’'une personne
Dupliquer les responsabilités d’une personne

Transférer les responsabilités d’une personne

Dans le

bureau d’Administration, vous pouvez transférer tout ou une partie des

responsabilités d’un utilisateur a un ou plusieurs utilisateurs.

Les responsabilités transférées sont supprimées de ['utilisateur source. Pour
conserver les responsabilités vous pouvez dupliquez les responsabilités de
I'utilisateur source.

w  Voir Dupliquer les responsabilités d’une personne.

Pour transférer les responsabilités d’une personne vers une autre personne :

1.

o

Accédez a la page de gestion des Personnes.

w  \oir Accéder aux pages de gestion des utilisateurs.
Dans la liste des personnes, sélectionnez la personne dont vous voulez
transférer les responsabilités, puis dans la barre de menus de la liste
cliquez sur Assignations > Transférer des assignations.

w  Vous pouvez sélectionner plusieurs personnes.
L'assistant de transfert des assignations apparait.

Cliquez sur Suivant.
La fenétre d’ajout des personnes auxquelles sont transférées les
assignations s’affiche.

Cliquez sur Relier E
A l'aide de I'outil de recherche, sélectionnez la personne a laquelle vous
voulez transférer les assignations.

w  \/ous pouvez sélectionner plusieurs personnes.

Dans ce cas, seuls les objets qui peuvent étre assignés a plusieurs
personnes sont proposés.

Cliguez sur Relier.
Cliquez sur Suivant.
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8.

9.

Sélectionnez les assignations que vous voulez transférer :

e Dans le cadre Assignations de profils, sélectionnez les profils que
vous voulez transférer a l'utilisateur cible (ou aux personnes
sélectionnées).

e Dans le cadre Assignations d’objets, sélectionnez les assignations
d’objets que vous voulez transférer.

(optionnel) Dans la partie Date de validité des assignations de

profil, vous pouvez modifier les dates de validité définies pour la

personne source. Sélectionnez :

e Assignations toujours valides pour ne pas restreindre la validité
des assignations.

e Définir des dates de validité puis sélectionnez les dates de début et
de fin de validité.

10. Cliquez sur OK.

Les assignations sélectionnées sont supprimées de I'utilisateur source (ou
des utilisateurs sources) et transférées a lI'utilisateur cible (ou aux
utilisateurs cibles).

Dupliquer les responsabilités d’une personne

Dans le bureau d’Administration, vous pouvez dupliquer les assignations de profils
et les assignations d’objets (responsabilités) d’un utilisateur a un ou plusieurs
utilisateurs.

Pour dupliquer les responsabilités d’'une personne a une autre personne :

1.

No

Accédez a la page de gestion des Personnes.

w  Voir Accéder aux pages de gestion des utilisateurs.
Dans la liste des personnes, sélectionnez la personne dont vous voulez
dupliquer les responsabilités et dans la barre de menus de la liste cliquez
sur Assignations > Dupliquer les responsabilités.

w  Vous pouvez sélectionner plusieurs personnes.
L'assistant de duplication des assignations apparait.
Cliquez sur Suivant.

La fenétre d’ajout des personnes auxquelles sont dupliquées les
assignations s’affiche.

Cliqguez sur Relier E
A l'aide de I'outil de recherche, sélectionnez la personne a laquelle vous
voulez dupliquer les responsabilités.

w  Vous pouvez sélectionner plusieurs personnes.

Dans ce cas, seuls les objets qui peuvent étre assignés a plusieurs
personnes sont proposés.

Cliquez sur Relier.
Cliquez sur Suivant.



8.
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Dans le cadre :

e Assignations de profils, sélectionnez les profils que vous voulez
assigner (dupliquer) a I'utilisateur cible (ou aux personnes
sélectionnées).

e Assignations d’objets, sélectionnez les assignations d’objets que
vous voulez assigner (dupliquer) a I'utilisateur cible (ou aux personnes
sélectionnées).

Cliquez sur OK.

Les assignations sélectionnées sont assignées (dupliquer) a l'utilisateur

cible (ou aux utilisateurs cibles).
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ACCES

Ce chapitre résume la gestion des accés aux produits et aux objets.
Les points suivants sont abordés ici :

v Résumé sur la gestion des accés
v Gérer les accés aux produits et objets
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RESUME SUR LA GESTION DES ACCES

Acceés aux produits

Les accés aux produits ou données sont régis par :

e Je fichier de licences qui détaille les produits disponibles et leur type
d’accés (RW : lecture écriture, ou RO : lecture seule)

w  Pour accéder au fichier de licences, voir Consulter vos licences.

HOPEX Power Studio [MTS2] (RW)

HOPEX Power Supervisor [SUP] (RW)

HOPEX Privacy Management [GDPR] (RW)
HOPEX Process Simulation [HSIM] [RW)

HOPEX Project Portfolio Management [PPM] (RW)
HOPEX Risk Mapper [ERML] (RW)

HOPEX SNOW [HSNOW] (RW)

HOPEX Technical Data Lineage [HTDL] (RW)
HOPEX UAF [HUAF] (RW)

w  Pour accéder aux options de l’'environnement, voir Modifier les
options au niveau de I'environnement.

e Jes options de I’'environnement pour |'THM
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Résumé sur la gestion des accés

= QOptions

8 & oemo
il Installation
il Référentiel
il Espace de travail
il Outils
@ HOPEX Solutions
il Compatibilité

@ Support technigue

Restrictions d’acces

Les accés d'un utilisateur aux produits, IHM ou objets peuvent étre restreints par :

e e profil utilisé a la connexion
e ['utilisateur
e e groupe utilisé a la connexion
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Niveau profil

Le profil détermine le bureau Hopex (un ou plusieurs) auquel l'utilisateur peut

accéder.
&
WS William
Profil HOPEX Customizer Architecte de données
= Information Data
WET Hepmxiatiithy Architecture Governance
N N
Bureau
HOPEX HOPEX HOPEX
Report Studio Information Architecture Data Governance

Le profil restreint l'accés :

e a certains produits en écriture ou lecture (via sa Ligne de commande)

e aux IHM des objets (via les Permissions en création, lecture,
modification, suppression, recherche) qui lui sont nécessaires
aux IHM générales (via leurs Disponibilités) qui lui sont nécessaires
au métamodele ou fonctionnalités (via les Options du profil) qui lui sont
suffisants

e (optionnel) aux données en lecture ou écriture de fagon dynamique (via
des Régles d'accés aux données liées au profil)
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Résumé sur la gestion des accés

Niveau utilisateur

Les propriétés de I'utilisateur restreignent I’'acces :

e a certains produits en écriture ou lecture (via la Ligne de commande
de son login, si renseignée)

e au métamodele ou fonctionnalités (via les Options de I'utilisateur)

e ses accés aux données en écriture définis de fagon statique (via le
Graphe des accés en écriture) : la personne peut modifier les objets
qui appartiennent a sa zone d'accés en écriture

e (optionnel) ses accés aux données en lecture définis de facon statique
(via le Graphe des acceés en lecture) : la personne voit les objets qui
appartiennent a sa zone d'acces en lecture

Niveau groupe utilisé a la connexion

Les propriétés du groupe restreignent l'acces :

e 3 certains produits en écriture ou lecture (via la Ligne de commande
du login du groupe, celle de I'utilisateur n’est pas considérée)

e aux données en écriture définis de facon statique (via le Graphe des
acces en écriture) : la personne peut modifier les objets qui
appartiennent a la zone d'acces en écriture du groupe

e (optionnel) aux données en lecture définis de facon statique (via le
Graphe des accés en lecture) : la personne voit les objets qui
appartiennent a la zone d'accés en lecture du groupe

Régles

Reégle sur les lignes de commandes

Le champ Ligne de commande est disponible au niveau du profil mais aussi au
niveau de I'utilisateur.

Si le profil et l'utilisateur ont chacun un accés restreint aux produits par l'attribut
Ligne de commande les produits accessibles a I'utilisateur sont I'intersection des
valeurs de l'attribut Ligne de commande de |'utilisateur et du profil.

Régle sur les options

Les options sont régies par un mécanisme d'héritage Environnement > Profil >
Utilisateur :
e le profil hérite des valeurs des options définies au niveau de
I'environnement
e |'utilisateur hérite des valeurs des options définies au niveau de son
profil de connexion
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Un profil administrateur Hopex peut modifier une option au niveau de
I'environnement, ou méme d’un utilisateur spécifique.

w  Voir Modifier les options.

w  Dans l'application Administration (Windows Front-End) le profil
administrateur Hopex peut aussi verrouiller une option au niveau de
I’'environnement.
Un profil Hopex Customizer peut modifier une option au niveau d’un profil
spécifique.
w  Pour modifier les options du profil, voir Modifying options for a
profile.
Un utilisateur peut modifier ses propres options (Menu principal > Parameétres
> Options), pour par exemple modifier son accés au métamodéle ou a d’autres
fonctionnalités.

w  Voir Options et Etendre la visibilité (métamodéle ou fonctionnalités
avancées).

Régle sur les personnalisations

Les personnalisations au niveau de |'utilisateur (ex. : modification de la langue des
données) ont aussi la priorité sur celles faites au niveau du profil qui ont elles-
mémes la priorité sur celles faites au niveau de I'environnement.
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GERER LES ACCES AUX PRODUITS ET OBJETS

Restreindre les accés aux produits pour un profil (Ligne de
commande)

Le champ Ligne de commande des propriétés d’un profil permet de restreindre
I'acces du profil aux produits disponibles.
Le format de la commande est :
/RW'<Code produit A>;<Code produit B>;<...>' RO’<Code
produit C>;<...>"
RW (ou HC) : accés en lecture et écriture
RO (ou HV) : accés en lecture seulement
Pour restreindre les acces aux produits d’un profil, voir Produits accessibles sur la
licence (Ligne de commande).
Exemples :
Licences de l'utilisateur : produits A, B, C et D.

Le Profil 1 donne acces en lecture et écriture au produit A
et un acceés en lecture seule au produit D.

Avec le Profil 1, 1l’utilisateur a acces aux objets A avec
les permissions définies sur 1’Ensemble de droits d’acceées
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aux IHM du Profil 1, et a accés en lecture seule sur les
objets D.

Le Profil 2 donne acces aux produits A, B et D en lecture
écriture.

Avec le Profil 2, 1l’utilisateur a accés aux objet A, B et D
avec les permissions définies sur 1’Ensemble de droits
d’accés aux IHM du Profil 2.

e Profil 1 \ Profil 2

Produits accessibles 1 : Produits accessibles 2 :
Produit A en lecture écriture Produits A, B et D en lecture écriture
Produit D en lecture

Ligne de commande 1 : /RW’coded’ /RO’codeD’

Ligne de commande 2: /RW’codeA; codeB; codetD’

Permissions 2 :
Droits d'accés 2 : définition des CRUDS 2

Permissions 1 :

Qroits d'accés 1 : définition des CRUDS 1 /

Profil 1 Profil 2

\
Li d de:
e R Objets A, B et D : valeurs des CRUDS 2

Objets A : valeurs des CRUDS 1
Objets D : en lecture seule

Restreindre les accés aux produits d’un utilisateur (Ligne de
commande)

Le champ Ligne de commande des propriétés du Login d’une personne permet de
restreindre I'accés de I'utilisateur aux produits disponibles.

Le format de la commande est :
/RW'<Code produit A>;<...>' /RO’<Code produit B>;<Code
produit C>;<...>"
RW (ou HC) : accés en lecture et écriture
RO (ou HV) : accés en lecture seulement

&’ Si un utilisateur et son profil ont chacun un acceés restreint

aux produits par I'attribut Ligne de commande, les produits
accessibles a l'utilisateur sont l'intersection des valeurs de
I"attribut Ligne de commande de I'utilisateur et du profil.
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Pour restreindre les accés aux produits d’une personne, voir Produits accessibles sur
la licence (Ligne de commande).

Exemples
Licences de l'utilisateur : produits A, B, C et D.

Le Profil 1 donne accés en lecture et écriture au produit A
et un acces en lecture seule au produit D.

Le Profil 2 donne accés aux produits A, B et D en lecture
écriture.

L’utilisateur a acces en écriture et lecture au produit A
uniquement.

Avec le Profil 1, 1l’utilisateur a uniquement acces aux
objets A avec les permissions définies sur 1’Ensemble de
droits d’acces aux IHM du Profil 1.

Avec le Profil 2, 1’utilisateur a uniquement accés aux objet
A avec les permissions définies sur 1’Ensemble de droits
d’acces aux IHM du Profil 2.

Profil 1 Profil 2
Produits accessibles 1 : Produits accessibles 2 :
Produit A en lecture écriture Produits A, B et D en lecture écriture

. Produitben ]ecture » Ligne de commande 2: /RW’codeA; codeB; codetD’
Ligne de commande 1: /R )\ i

Permissi l Permissions 2 :
EMISSIONS = Droits d’accés 2 : définition des CRUDS 2

Droits d'accés 1 : définition des CRUDS 1

Login
Ligne de commande : /RW ‘codeA’

[TTT1

Objets A : valeurs des CRUDS 1
L

Objets A : valeurs des CRUDS 2
Ob%et D

Restreindre les accés au produit pour un groupe de personnes
(Ligne de commande)

Le champ Ligne de commande des propriétés du Login du groupe de personnes
permet de restreindre I'accés des utilisateurs qui appartiennent au groupe.

Les utilisateurs qui appartiennent a un groupe de personnes et qui se connectent
via le groupe héritent des assignations et droits d’accés du profile (quel que soit leur
propres assignations ou droits d'acces).
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Le format de la commande est :

/RW'<Code produit A>;<...>' /RO’<Code produit B>;<Code
produit C>;<...>"

RW (ou HC) : accés en lecture et écriture
RO (ou HV) : accés en lecture seulement

é Siun groupe de personnes et un profil ont chacun un accés
restreint aux produits par I'attribut Lighe de commande, les
produits accessibles aux utilisateurs qui appartiennent au
groupe sont l'intersection des valeurs de I'attribut Ligne de
commande du groupe de personnes et du profil.

Pour restreindre les accés aux produits d’un groupe de personnes, voir Ligne de

commande.

Exemples
Licences de l’'utilisateur : produits A, B, C et D.

Le Profil 1 donne accés en lecture et écriture au produit A
et un accés en lecture seule au produit D.

Le Profil 2 donne acces aux produits A, B et D en lecture
écriture.

Le groupe de personnes a acces en écriture et lecture au
produit A unigquement et a les Profils 1 et 2 d’assignés.

Les utilisateurs qui se connectent via le groupe avec le
Profil 1 ont uniquement acces aux objets A avec les
permissions définies sur 1’Ensemble de droits d’acces aux
IHM du Profil 1.

Les utilisateurs qui se connectent via le groupe avec le
Profil 2 ont uniquement acces aux objet A avec les
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permissions définies sur 1’Ensemble de droits d’acces aux
IHM du Profil 2.

Profil 2

Produits accessibles 2 :
Produits A, B et D en lecture écriture

Profil 1

Produits accessibles 1 :
Produit A en lecture écriture
Produit D en lecture

Ligne de commande 1 : /RW'code”’ /ROcodeD’ Ligne de commande 2: /RW'codeA; codeB; codetD

Permissions 2 :
Droits d'acces 2 : définition des CRUDS 2

Permissions 1 :
Droits d'acces 1 : définition des CRUDS

Objets A : valeurs des CRUDS 1 %S;& valeurs des CRUDS 2

%D ObjesgEet D

Restreindre les accés aux IHM des objets d’un profil (Permission)

Les accés aux IHM des objets d'un profil sont définis par 'Ensemble de droits
d'accés aux IHM qui lui est associé.

Pour gérer les accés aux IHM des objets, voir la documentation Hopex Studio >
Managing Permissions on Object UI.

Exemple : le profil Observateur d’applications (Application
Viewer) donne acceés a la lecture et recherche
d’applications (la Permission sur la MetaClass Application
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est : "RS"). Ce profil ne permet pas de créer, modifier ou
supprimer une application.

Access Rights:* 8 Application Viewer

MetaModel:” B3 HOPEX IT Portfolio Management
MetaClass
B B
Name 1 Permission
Action Plan R
‘ Application RS

&m Application Decision -R

Restreindre les accés aux IHM générales d’un profil (Permission)

Les accés aux IHM générales sont gérées pour un profil. Les IHM générales sont
classées par catégorie comme :
e bureau
catégorie de commandes
groupe de commandes
commande générale
page de propriétés
arbre
Working Environment Template (WET)

Pour gérer les accés aux IHM générales, voir la documentation Hopex Studio >
Managing Permissions on General ULI.

Exemple : le menu de navigation Administration dédié a la
GRC (Working Environment Template > GRC > GRC -
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Administration) n’est pas disponible pour le profil Manager

GRC (GRC Manager) .

General Uls

Report Discovery
GRC - Environment
a GRC - Administration

£  GRC Auditor
< GRC Contributor

& HOPEX Privacy Management V6

Access rights and Availability

Name T

= GRC Contributor
= GRC Functional Administrator

=  GRC Manager

|

Guest

Perspective
1 <=Default=
t =Default=
p=

+ <Default>

T <Default=

Tool Availability

Acces

Gérer les accés aux produits et objets

+ 0 =B

Restreindre les accées aux données de fagon dynamique (macro)

Le profil peut étre relié a une régle d’accés aux données (en lecture ou écriture) de

facon dynamique.

Vous pouvez définir des régles dynamiques d'accés aux données en lecture ou en

écriture.

Une regle dynamique :

e s'applique a un objet pour des profils donnés
e est définie par une macro

Pour gérer les accés aux donnée de facon dynamique, voir Gérer les accés aux

données de facon dynamique.
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Restreindre les accés aux données de fagon statique

Le graphe des accés en écriture (autorisations) et le graphe des accés en lecture
(confidentialité) définissent statiquement les accés aux données.

Une personne voit les objets qui appartiennent a sa zone d'accés en lecture et peut
modifier les objets qui appartiennent a sa zone d'accés en écriture.

Une personne qui appartient a un groupe de personnes et qui se connecte via le
groupe voit les objets qui appartiennent a la zone d'accés en lecture du groupe et
peut modifier les objets qui appartiennent a la zone d'accés en écriture du groupe.

Pour gérer les accés aux données de fagon statique, voir Accés aux données en
écriture et Accés aux données en lecture.

Zone d’acces en écriture (gestion des autorisations)

Chaque utilisateur (ou groupe d’utilisateurs) est relié a une zone d’accés en écriture.
C’est la personne (ou le groupe de personnes) qui porte la zone d’accés en écriture.

Chaque objet est relié a une zone d’'acces en écriture.

w [ors de sa création, I'objet hérite de la zone d’acces en écriture de
la personne qui le crée.
Hopex fournit par défaut la zone d'acces en écriture "Administrator", c’est la zone
d’acceés en écriture de plus haut niveau.

Chaque autre zone d’accés en écriture dépend d’au moins une zone d’accés en
écriture.

Les zones d’accés en écriture sont reliées entre elles par des liens hiérarchiques.
Cette hiérarchie ne peut étre circulaire : une zone d’accés en écriture ne peut étre
déclarée supérieure a une zone d’accés en écriture dont elle dépend, directement
ou par succession de dépendances.

Un utilisateur peut modifier un objet relié a sa zone d’accés en écriture ou a une
zone d’accés en écriture hiérarchiquement inférieure.

La zone d’'acces en écriture d'un objet peut étre modifiée par I'administrateur :
e en changeant spécifiquement la zone d'accés en écriture de I'objet
e lors du changement de la zone d’accés en écriture d'un autre objet
(projet, processus, diagramme, etc.), si I'option de propagation est
retenue.

Zone d’acceés en lecture (gestion de la confidentialité)

Les informations en rapport avec la zone d’accés en lecture ne sont visibles que
lorsque I'option Activer le graphe des acceés en lecture est sélectionnée dans les
Options de I'environnement (Options : Compatibilité > Windows Front-End >
Administration).

Certains objets ou projets de modélisation peuvent étre confidentiels ou comporter
des données (colts, risques, contrdles) qui ne doivent étre visibles que par des
utilisateurs autorisés.
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L'administrateur Hopex peut masquer les objets qui correspondent a ces données
confidentielles.

La mise en place d'une politique de confidentialité des données requiert
I'organisation des objets par ensembles distincts. Ces ensembles d’objets
constituent des zones d’acces en lecture.

Chaque utilisateur (ou groupe d'utilisateurs) est associé a une zone d’accés en
lecture qui détermine les objets que I'utilisateur (ou groupe d’utilisateurs) peut voir.
Un utilisateur ne peut voir que les objets situés dans sa zone d’accés en lecture ou
dans les zones d’accés en lecture inférieures.
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REFERENTIEL ET ESPACES DE TRAVAIL

C’est I'administrateur qui gére les espaces de travail.

Les points suivants sont abordés ici :

SNENENENENENENEN

Introduction aux espaces de travail
Travailler en espace de travail privé
Administrer les espaces de travail

Vie d’un espace de travail privé : exemple
Tests de performance et santé du référentiel
Gérer les mises a jour

Gérer les verrous

Gérer les instantanés de référentiel
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INTRODUCTION AUX ESPACES DE TRAVAIL

Types d’espaces de travail

L'accés a Hopex peut se faire en :

e espace de travail public,
e espace de travail privé, ou
e lecture seule

w  Voir Travailler dans Hopex.

w e type d’espace de travail est défini par les propriétés du WET
(Working Environment Template) associé au bureau.

Espace de travail public

Dans la plupart des applications de gestion, I'utilisateur ne maitrise pas la durée
d'ouverture de son espace de travail : la fin d'une saisie correspond a un
enregistrement définitif de son travail.

Espace de travail privé

Dans un espace de travail privé l'utilisateur maitrise la gestion de son espace de
travail : ouverture, fermeture, publication, rafraichissement.
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Introduction aux espaces de travail

Principe des espaces de travail privés

Référentiel R

an Rx : état de R A\
Ouverture de 'espace de tr¥?

/; R2 : \' l/ R3 \“
. = m + i
mises a jour MAJ 1 Imises  jour MAJ 2 mises a jour MAJ 3
KiCH Thomas WOODS Willinm Judii Fax HAAND Feire
Espace de travail collaboratif Espaces de travail privés

Quand un utilisateur se connecte a certains bureaux Web il ouvre un espace de
travail privé. Cet espace de travail privé est une vision temporaire du référentiel
(instantané du référentiel) au moment de la connexion de I'utilisateur.

L'utilisateur voit par la suite :

e |es objets de linstantané du référentiel initial de son périmeétre de

visibilité

e les mises a jour qu’il effectue lui-méme sur ces objets.
L'utilisateur décide quand il veut intégrer ses mises a jour au référentiel et les
rendre visibles aux autres utilisateurs. Pour cela il publie ses modifications.

w  Voir Publier son travail.

L'utilisateur maitrise ainsi la durée d’ouverture de son espace de travail privé.

w  Un espace de travail privé est ouvert par utilisateur a la fois sur son
référentiel et sur le référentiel systéme. Il existe toujours un espace de
travail privé sur le référentiel systéme, méme si l'activité de I'utilisateur
ne concerne pas les objets de ce référentiel.

Plusieurs utilisateurs peuvent avoir des espaces de travail privés ouverts en

paralléle. Dans son espace de travail privé, l'utilisateur est indépendant des mises
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a jour effectuées simultanément par d’autres utilisateurs dans leurs espaces de
travail privés respectifs.

w [ ‘utilisateur a connaissance des objets qui sont modifiés par
d‘autres utilisateurs par l'intermédiaire des verrous. Voir Gérer les
verrous.

L'utilisateur peut aussi mettre a jour son espace de travail privé avec les mises a
jour des autres utilisateurs. Pour cela il rafraichit son espace de travail privé.

w  Voir Rafraichir ses données.
Hopex permet ainsi de travailler en multi-utilisateurs.
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TRAVAILLER EN ESPACE DE TRAVAIL PRIVE

Un espace de travail privé est une vision temporaire du référentiel de conception
affecté a un utilisateur, tant qu’il n‘a pas rendu public son travail. Cette vision du
référentiel ne change que par les modifications que |'utilisateur de I’'espace de travail
lui apporte, indépendamment des modifications concomitantes effectuées par
d’autres utilisateurs. Cet espace de travail privé subsiste jusqu’a ce qu'il soit
rafraichi, publié ou abandonné.

En particulier, sauf ordre contraire, il est conservé quand |'utilisateur se déconnecte
du référentiel.

Les points suivants sont détaillés ici :

e Se connecter a un bureau Hopex
Enregistrer sa session

Evolution par états d'un référentiel Hopex
Publier son travail

Conflits lors d'une publication

Rejets lors d'une publication

Rafraichir ses données

Conflits lors d'un rafraichissement
Abandonner son travail

Quitter sa session

Administrer les espaces de travail
Visualiser les mises a jour publiées dans le référentiel
Gérer les verrous

Se connecter a un bureau Hopex

Quand vous vous connectez a Hopex, vous pouvez soit :
e créer un espace de travail privé (si vous n’en avez pas déja un de créé)

w  \/ous ne pouvez avoir qu’un seul espace de travail privé ouvert dans
un méme environnement.

w Un espace de travail privé est ouvert par utilisateur a la fois sur son
référentiel et sur le référentiel systéeme. Il existe toujours un espace de
travail privé sur le référentiel systéme, méme si l'activité de I'utilisateur
ne concerne pas les objets de ce référentiel.

e reprendre votre travail dans votre espace de travail privé

Pour vous connecter a un bureau Hopex :
1. Lancez 'application Hopex a partir de son adresse http.

w Sj vous ne connaissez pas l'adresse, veuillez contacter votre
administrateur.

La page de connexion apparait.

2. Dans le champ Identifiant, saisissez votre identifiant.
3. Dans le champ Mot de passe, saisissez votre mot de passe.

w Sj vous avez oublié votre mot de passe cliquez sur Mot de passe
oublié, voir Réinitialiser votre mot de passe.
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4. Cliquez sur S’identifier.

Lorsque vous étes authentifié, une nouvelle fenétre apparait.

5. (Si vous appartenez a un groupe de personnes) Dans le menu déroulant
des groupes, sélectionnez le groupe avec lequel vous voulez vous
connecter ou "Mes assignations" pour vous connecter avec une de vos
propres assignations.

6. Dans le menu déroulant des référentiels, sélectionnez votre référentiel
de travail.

w Sjvous n‘avez accés qu‘a un référentiel, celui-ci est

automatiquement pris en compte et le champ de sélection du référentiel
n‘apparait pas.

7. Dans le menu déroulant des profils, sélectionnez le profil avec lequel
vous voulez travailler.
8. Cliquez sur Se connecter.
Un espace de travail privé est créé et votre bureau s’ouvre.
w  Sjvous avez déja un espace de travail privé ouvert vous devez

vous y connecter. Si vous voulez changer de profil ou de référentiel
vous devez fermer l'espace de travail privé ouvert.

w  Un utilisateur a au plus un espace de travail privé en cours dans un
environnement.

Enregistrer sa session

Une session est la période pendant laquelle un utilisateur est
connecté. Elle commence au moment ou il s’identifie, et s’achéve au
moment ou il quitte Hopex. Les sessions et les espaces de travail privés
peuvent se chevaucher. Ainsi, lors d’une publication, d'un
rafraichissement ou d’un abandon, un nouvel espace de travail privé est
créé dans la méme session. Réciproquement, un utilisateur peut
conserver son espace de travail privé en cours lorsqu’il quitte sa
session.

Pour enregistrer les modifications que vous avez effectuées dans votre session
depuis votre dernier enregistrement :

1. Dans votre bureau Hopex, cliquez sur Menu principal '9 .
2. Cliquez sur Enregistrer.

w  Ces modifications ne sont pas enregistrées dans le référentiel. Pour
enregistrer vos modifications dans le référentiel vous devez publier vos
modifications, voir Publier son travail.

Evolution par états d'un référentiel Hopex

L'intégrité du référentiel est assurée par des changements d’états.
w  Voir I'exemple Vie d’un espace de travail privé : exemple.

Lorsque des mises a jour du référentiel sont effectuées au sein d'un espace de
travail privé, elles ne sont visibles pour les autres utilisateurs qu’au moment ou
I'utilisateur publie son travail.

Le référentiel passe alors d’'un état N a un état N+1 avec mémorisation des
nouvelles valeurs par rapport a la situation précédente (état N).
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Si l'utilisateur n’enregistre pas ses mises a jour, les modifications faites depuis le
dernier état valide sont oubliées. Le référentiel reste alors a I’état N. La gestion des
états du référentiel Hopex est automatique.

L'ouverture d'un espace de travail se fait sur le dernier état du référentiel et du
référentiel systeme.

Publier son travail

La publication consiste a rendre public son travail effectué dans un espace de travail
prive.

Référentiel R Référentiel R

& jh"""@nu Rx : étatde R A Rx' + MAJ3

re de l'espace de 113

mises & jour MAJ 3

\ DABSAR i

/

Espace de travail collaboratif Espaces de travail privés

Espace de travail collaboratif Espaces de travail privés

La publication permet :

e 3 un utilisateur de faire connaitre aux autres utilisateurs les
modifications qu'il a apportées au référentiel.

e aux autres utilisateurs de disposer de ces mises a jour dés qu'ils ouvrent
un nouvel espace de travail, que ce soit aprés publication,
rafraichissement ou abandon de leur espace de travail privé en cours.

La publication :

e effectue une mise a jour du référentiel Hopex et du référentiel systéme.
e crée un nouvel espace de travail a l'utilisateur qui contient toutes les
mises a jour effectuées depuis la création de son précédent espace de
travail privé.
A un instant donné, un seul utilisateur peut publier. Si des demandes simultanées
sont effectuées, une fenétre propose de mettre la publication dans une file
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d'attente, ce qui permet de ne pas attendre la fin de la publication concurrente pour
quitter Hopex en publiant.
w  Voir Conflits lors d'une publication.

Dans votre bureau Web, pour publier votre travail dans le référentiel :

1. Dans votre bureau Hopex, cliquez sur Menu principal e‘ .

2. Cliquez sur Publier.
Vos modifications sont enregistrées dans le référentiel.

Conflits lors d'une publication

La publication gére automatiquement la plupart des conflits générés par les mises
a jour demandées par différents utilisateurs.

Créations d'objets en double
Elles sont traitées par I'ajout d’un préfixe au nom du deuxiéme objet.

1-Commande

w Commande

Deux utilisateurs créent un objet qui portent le méme nom.
Le premier qui publie crée 1’objet. Le second crée un objet
dont le nom est préfixé.
Ceci est signalé dans le compte-rendu de la publication.
L'administrateur ou les utilisateurs peuvent ainsi décider de renommer I’'un des deux
objets s'ils sont effectivement différents ou de les fusionner s’ils n’en constituent
qu’un seul.

Suppression d'objets ou de liens déja supprimés
L'action étant déja effectuée, il ne se passe rien. Le rejet est sans importance et il
n’est pas notifié.

Liens relatifs a un objet renommeé
Un utilisateur modifie un objet qui a été renommé entre temps par un autre
utilisateur, ou Iui relie quelque chose. Le nouveau est conservé et les autres
modifications sont effectuées normalement. Vous pouvez retrouver l'objet grace a
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son identifiant absolu. Il n’y a pas de rejet, mais il est noté dans le compte-rendu
de la publication que l'objet a été renommé.

Un identifiant absolu est une chaine de caractéres associée a
chacun des objets du référentiel. Cette chaine de caractéres est calculée
a partir de la date d’ouverture de la session, du nombre d’objets créés
depuis le début de la session et de la date de création de I'objet (en
millisecondes). Elle permet d’identifier de maniére unique un objet du
référentiel pour permettre de modifier son nom tout en conservant tous
ses liens vers d’autres objets.

Rejets lors d'une publication

Normalement, la publication d’un espace de travail privé ne provoque pas de rejets.
La plupart des conflits sont traités automatiquement.

Les rares cas de rejets sont listés dans le fichier de rejets.

Lors des mises a jour du référentiel (import, restauration,
publication, etc.), un fichier est créé pour contenir les éventuels rejets.
Il contient les commandes de mise a jour rejetées, avec l'indication du
motif du rejet. Il s‘agit du fichier "MegaCrd.txt" qui se trouve dans le
dossier de I'environnement.

Changement des valeurs d'acceés en écriture entre I'ouverture de I’espace de

travail privé et la publication
Quand la gestion des acces en écriture est disponible, il est possible, par exemple,
qu’un utilisateur supprime un objet dans son espace de travail privé, tandis que
I'administrateur protége cet objet dans le référentiel de référence. Au moment de la
publication, l'utilisateur n‘a plus le droit de supprimer l'objet et la commande de
suppression est rejetée.

Dualité Renommer/Créer
Un utilisateur renomme un objet dans son espace de travail privé, par exemple
"Client" en "Clients", tandis qu’une autre personne publie son espace de travail privé
dans lequel elle a créé un objet qui porte ce méme nom "Clients".
Lorsque le premier utilisateur publie son espace de travail privé un objet "Clients"
va déja exister et il ne va pas pouvoir renommer "Client" en "Clients". La commande
va étre rejetée.

Respect d'unicité de lien
Un utilisateur crée un lien pour lequel il y a un controle d’unicité ; par exemple, il
indique que le message "Commande" est émis par l'acteur "Client" tandis qu’un
autre utilisateur dans son espace de travail privé indique que le message
"Commande" est émis par |'acteur "Clients". Lorsque le deuxiéme utilisateur publie
son espace de travail privé, ce lien est rejeté si le contrdle d’unicité impose qu’un
message n’ait qu’un seul émetteur.
w  Voir I’Article Technique Hopex Power Studio - Imposing

MetaAssociation Uniqueness pour des renseignements sur les
contréles d'unicité d’une MetaAssociation.
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Unicité sur un attribut autre que le nom

Un contréle d’unicité peut également avoir été ajouté sur un attribut autre que le
nom. Si deux utilisateurs ont donné la méme valeur de cet attribut a deux objets
différents dans leurs espaces de travail privés respectifs, le deuxiéme va étre rejeté.

Mise a jour d'un objet supprimé

Lorsqu’un un utilisateur modifie un objet dans son espace de travail privé, alors
qu’un autre utilisateur a supprimé l'objet, les mises a jour sont rejetées. Les
commandes Relier et Changer qui concernent cet objet sont également rejetées.
Tous ces rejets figurent dans le compte-rendu de I'espace de travail privé.

Rafraichir ses données

Un utilisateur peut voir les modifications publiées par les autres utilisateurs du
référentiel sans pour autant publier ses propres modifications. Pour cela il rafraichit
ses données.

Le systeme Iui crée alors un nouvel espace de travail privé, dans lequel est
automatiquement importé le journal de son espace de travail privé qui contient les
modifications précédemment faites par cet utilisateur.

Le journal de I'espace de travail privé contient I'ensemble des

modifications effectuées par un utilisateur dans son espace de travail
privé. Il est appliqué au référentiel lors de sa publication puis réinitialisé
automatiquement. Ce journal est inclus dans le fichier EMB de |'espace
de travail privé.

Le rafraichissement permet a |'utilisateur de profiter des évolutions du référentiel et
du référentiel systéme sans publier ses travaux en cours.
Rafraichir un espace de travail privé:

* ne fait pas évoluer I'état du référentiel ni celui du référentiel systéme.

e ne déverrouille pas les objets modifiés dans I'espace de travail privé.

w  voir Gérer les verrous.

Lors de la réouverture d'un espace de travail privé dont la durée dépasse la limite
fixée par l'administrateur (par défaut 6 jours), Hopex propose d'effectuer un
rafraichissement ou une publication.
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+ mises a jour MAJ 2

Référentiel R

Rx : état de R

| "’OuvertuJye de |'E5p3¢'3 de tra”a\"
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+
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Espaces de travail prives

Dans votre bureau Web, pour mettre a jour votre espace de travail avec les données
publiées par les autres utilisateurs dans le référentiel :

1. Dans votre bureau Hopex, cliquez sur Menu principal e' .
2. Cliquez sur Rafraichir.
w Votre espace de travail est mis a jour.
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Conflits lors d'un rafraichissement

Les conflits lors d’un rafraichissement sont les mémes que lors de la publication,
mais ils s'appliquent uniquement a I'espace de travail privé.

w  Pour plus de renseignements sur les causes des conflits, voir
Conflits lors d'une publication et Rejets lors d'une publication.

Commande

1-Commande

Comme lors d’une publication, la création de deux objets qui portent le méme nom
est traitée en préfixant le deuxiéme objet créé :

Ex. : la deuxiéme "Commande" est renommée en "1-Commande".

Abandonner son travail

Abandonner son espace de travail permet d’annuler toutes les modifications
effectuées depuis la derniére publication. L'abandon de son travail provoque la perte
des travaux effectués depuis l'ouverture, de I'espace de travail privé y compris les
modifications du bureau. Un message d’avertissement rappelle cette perte.
L'abandon doit étre utilisé avec précaution.

Dans votre bureau Web, pour abandonner votre travail :

1. (optionnel) Il peut étre judicieux d’effectuer un export de votre travail
effectué dans I'espace de travail privé avant de confirmer son abandon.

w [ ‘administrateur peut exporter le journal de votre espace de travail,
voir Exporter le journal..
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2. Dans le Menu principal 9 , Sélectionnez Abandonner.

w  Vous pouvez aussi abandonner votre espace de travail privé lors de
votre déconnexion, voir Quitter sa session (choisissez de ne pas publier
vos modifications).

Quitter sa session

Lorsque vous quittez Hopex, vous fermez votre session. Vous pouvez :

e enregistrer dans le référentiel les modifications que vous avez effectuées
dans votre espace de travail privé

e conserver les modifications, que vous avez effectuées dans votre espace
de travail privé,

w Ces modifications vont rester en attente de validation, de
modifications ultérieures, ou de suppression.

e annuler les modifications que vous avez effectuées.

Dans votre bureau Web, pour quitter votre session de travail :

1. Dans votre bureau Hopex, cliquez sur Déconnexion .

La fenétre de sortie d’Hopex apparait.

MEGA ‘,.

Voulez-vous publier les modifications effectuées ?

Work Item

Complete Work Item

Commentaire de publication (Compte-rendu)

2. (optionnel) Dans le cadre Commentaire de publication (Compte-
rendu), saisissez un commentaire pour vous souvenir des modifications
effectuées dans votre espace de travail privé.
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3. Sélectionnez votre mode de sortie d’'Hopex.
w  Cliquez sur Annuler pour ne pas quitter votre espace de travail
privé.
e Oui
Les modifications que vous avez effectuées dans votre espace de travail
privé vont étre enregistrées dans le référentiel.

© Pour un travail d'équipe efficace, effectuez des publications
fréquentes et réguliéres. Les autres utilisateurs peuvent mettre a jour
leur propre espace de travail privé sans publier leur travail (menu
Fichier > Rafraichir).

m Ce mode de sortie permet de sélectionner un autre référentiel a la
prochaine connexion.
e Non
Toutes les modifications que vous avez effectuées depuis votre derniére
publication vont étre oubliées. C'est le mode préconisé pour une simple
consultation.

w [es modifications apportées a votre bureau sont aussi perdues.

¢ Plus tard

Vous allez pouvoir poursuivre vos modifications en cours lors d'une
prochaine session de travail, sans que les autres utilisateurs ne soient
informés des mises a jour que vous venez d’effectuer.

& Vous ne pouvez avoir qu’un seul espace de travail privé en
cours. Quand vous sélectionnez le mode de sortie "Plus tard",
toute prochaine session ouverte en espace de travail privé
réouvre votre espace de travail privé mis en attente (que le
profil soit le méme ou pas). Le mode de fermeture de I’espace de
travail privé est appliqué a toutes les modifications que vous
avez effectuées dans cet espace de travail privé (que les
bureaux soient les mémes ou pas).

w Quand vous changez de bureau (en espaces de travail

privés), si vous voulez conserver vos modifications dans un
bureau, il est conseillé de les publier.
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ADMINISTRER LES ESPACES DE TRAVAIL

Vous pouvez visualiser la liste des espaces de travail en cours avec leurs
caractéristiques.

Voir :

Accéder a la page de gestion des espaces de travail
Supprimer un espace de travail

Exporter le journal

Notifier les utilisateurs connectés

Accéder a la page de gestion des espaces de travail

Pour accéder a la liste des espaces de travail en cours sur I'environnement :
1. Connectez-vous au bureau d’Administration Hopex.
w \oir Se connecter au bureau d’Administration Web.

2. Cliquez sur le menu de navigation Référentiel et sélectionnez Espaces
de travail.

La page de gestion des espaces de travail en cours dans I'environnement
apparait.

Gestion des espaces de travail

[ Notifier les utilisateurs connectés & Abandonner et supprimer & Publier et supprimer & Exporter le journal Y
B utilisateur Type Mode d'accés Date de création Etat

[ ELBABSIRI Mar... Espace de travail privé Lecture/Ecriture 3/17/202512:10:43 PM Actif

[J FOURNIER Guill.. Espace de travail privé Lecture/Ecriture 3/14/2025 9:01:12 AM Inactif

CLEVER Herveli... Espace de travail public (Micro) Lecture/Ecriture 3/17/2025 3:32:57 PM Actif

« < Page 1 surl > %

Q Afficher 50

éléments Page courante 1- 11 sur 11
Personnes qui ont accédé a I'espace de travail
Nom Utilisateur Mode d'accés Durée (jours) Ouverture ... Fermetur... Code Etat A 4
CLEVER H... GLEVER Her... Lecture/Ecriture [¢] 3/17/2025 3:32... HGR Actif
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La page de gestion des espaces de travail en cours dans I’'environnement détaille
pour chaque espace de travail :

w  Pour trier les espaces de travail en fonction d’une colonne cliquez
sur l'en-téte de la colonne correspondante.

© wvous pouvez aussi classer les colonnes dans l'ordre qui vous
convient. Pour cela, cliquez sur I'en-téte de la colonne a déplacer, et
déplacez la colonne en maintenant le bouton de la souris appuyé.

e [|'Utilisateur de |I'espace de travail
e |e Type d’espace de travail :
e "Espace de travail privé" :
L'utilisateur peut modifier les données. Ses mises a jour sont conservées
dans son espace de travail privé jusqu’a ce qu'il décide de les publier.
e "Espace de travail public (micro)" :
L'utilisateur peut modifier les données. Des qu'il enregistre ses mises a
jour, celles-ci sont visibles des autres utilisateurs.
L'utilisateur voit les mises a jour des autres utilisateurs au fur et a mesure
de leur avancement.
* |e Mode d’acceés a l'espace de travail :
e "Lecture/Ecriture" quand une session est ouverte
e "Lecture seule" quand l'utilisateur est en consultation uniquement
e aucune valeur, si I'espace de travail privé est passif (I'utilisateur a
enregistré sa session mais n’est pas actuellement connecté a Hopex)
e aucune valeur, si l'utilisateur est en mode déconnecté
¢ |a Date de création de |I'espace de travail
e |’'Etat de I'espace de travail :
e actif
e inactif (cas d’un espace de travail privé)
Le cadre Personnes qui ont accédé a l'espace de travail détaille :
e |'Utilisateur de |'espace de travail
le Mode d'acceés a |'espace de travail
sa Durée en jours
la date et I'heure de I'ouverture de sa derniére session
la date et I'heure de la fermeture de sa derniére session
le Code de I'utilisateur
I’Etat de I'utilisateur
e actif
e inactif

Supprimer un espace de travail

L'administrateur Hopex peut supprimer un espace de travail privé lorsque celui-ci
est inactif.
Pour supprimer un espace de travail :

1. Accédez a la page de gestion des espaces de travail.

w  Voir Accéder a la page de gestion des espaces de travail.
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2. Sélectionnez I'espace de travail inactif que vous voulez supprimer et
dans la barre de menus de la liste, cliquez sur :

é La suppression d'un espace de travail supprime a la fois
I'espace de travail sur le référentiel de conception et celui ouvert
sur le référentiel systéme. Cette commande doit étre utilisée
avec précaution.

e Abandonner et supprimer & si vous voulez supprimer le travail
effectué dans I'espace de travail.

w Ceci correspond a un abandon forcé du travail de I'utilisateur.

e Exporter le journal et supprimer & si vous voulez exporter le
journal de I'espace de travail (nom : XXX_MM-DD-YYYY_hh.mm.ss)
avant de I'abandonner et le supprimer.

XXX : Identifiant de connexion de 1l’utilisateur
propriétaire de 1’espace de travail supprimé

MM-DD-YYYY : date de la suppression (mois-jour-année)

hh.mm.ss : heure de la suppression
(heures.minutes.secondes)

Ex. : jwoods@mega.com 7-8-2024_5.56.58_ PM.mgl

w  Vous, ainsi que le propriétaire de I’'espace de travail, recevez un e-
mail avec le journal de I’'espace de travail supprimé.

e Publier et supprimer & si vous voulez conserver le travail effectué
dans l'espace de travail.

Tous les utilisateurs qui sont listés dans le cadre Personnes qui ont

accédé a l'espace de travail recoivent un e-mail de notification de

suppression de l'espace de travail.

Exporter le journal

L'administrateur Hopex peut exporter le journal d’un espace de travail privé lorsque
celui-ci est inactif.

Le fichier, au format .mgl, est envoyé par e-mail a administrateur ainsi qu’a
I'utilisateur concerné
Pour exporter le journal d’un espace de travail privé :
1. Accédez a la page de gestion des espaces de travail.
w  Voir Accéder a la page de gestion des espaces de travail.
2. Sélectionnez |'espace de travail inactif que vous voulez exporter.

w  Vous pouvez sélectionner plusieurs espaces de travail.
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3. Dans la barre de menus de la liste, cliquez sur Exporter le journal &
(nom : XXX_MM-DD-YYYY_hh.mm.ss)

XXX : Identifiant de connexion de 1l’utilisateur
propriétaire de 1l’espace de travail exporté

MM-DD-YYYY : date de 1’export (mois-jour-année)
hh.mm.ss : heure de 1l’export (heures.minutes.secondes)
Pour chaque espace de travail concerné, un e-mail, avec les données

Y

exportées incluses, est envoyé a l'administrateur et a l'utilisateur
concerné.

Notifier les utilisateurs connectés

La page de gestion des espaces de travail indique les utilisateurs connectés (espaces
de travail d’état "Actif").
Vous pouvez avoir besoin de notifier ces utilisateurs (ex. : pour les informer d'un
besoin de maintenance).

Pour envoyer un e-mail aux utilisateurs connectés :
1. Accédez a la page de gestion des espaces de travail.
w  Voir Accéder a la page de gestion des espaces de travail.

2. Dans la barre de menus de la liste, cliquez sur Notifier les utilisateurs
connectés.
Un e-mail, avec les utilisateurs en destinataires, apparait.

3. Saisissez votre message et envoyer I'e-mail.
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VIE D’UN ESPACE DE TRAVAIL PRIVE : EXEMPLE

Pour illustrer le fonctionnement d’un espace de travail privé, voici un exemple d’'une
séquence de travaux de conception entre différents concepteurs :

Espace de travail privé 1

Etat R1 Etat R1

Référentiel R Espace de travail privé de Pierre

e Pierre ouvre un espace de travail privé, sa vision du référentiel est celle
de I'état "n" (R1).
Pierre crée le message "Commande" qu'il relie a I'Acteur "Client".
En paralléle, Paul va publier son espace de travail privé...

Espace de travail privé 2

Etat R1 Etat R1

Espace de travail privé de Pierre

Référentiel R

Etat R2

Espace de travail privé de Paul

e Paul a publié son espace de travail privé qui contenait la création du
message "Livraison", relié a I'acteur "Client".
La publication de Paul fait évoluer I'état du référentiel "n+1" (R2).
Ce nouveau message n'est pas vu de I'espace de travail privé de Pierre...
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Espace de travail privé 3

Espace de travail privé de

Référentiel R

e Marie ouvre un nouvel espace de travail privé, sa vision du référentiel est
celle de I'état "n+1" (R2).
e Marie crée le message "Facture" reliée a I'acteur "Client"...

Espace de travail privé 4

Etat R1

Etat R2

Référentiel R Espace de travail privé de Pierre

Etat R3

Référentiel R Espace de travail privé de Marie

Marie publie son espace de travail privé.

Le référentiel passe a I'état "n+2" (R3).

La vision de Pierre est toujours celle de I'état "n" (R1).
Pierre va rafraichir son espace de travail privé...
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Espace de travail privé 5

Etat R3

Rafraichir

Référentiel R Espace de travail privé de Pierre

Pierre a rafraichi son espace de travail privé.
Il dispose de la vision état "n+2" (R3).

e Sa vision de l'acteur "Client" est enrichie des ajouts faits par Paul et
Marie.

e Pierre va publier son espace de travail privé...

Espace de travail privé 6

Etat R4 Etat R3

Publier

Référentiel R Espace de travail privé de Pierre

e Apres les publications de Pierre, Paul et Marie, I'ensemble des
modifications qu'ils ont effectuées sont visibles dans I'état "n+3" (R4) du
référentiel.
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TESTS DE PERFORMANCE ET SANTE DU REFERENTIEL

Hopex vous permet de générer quotidiennement le rapport de santé d’un
référentiel. Ce rapport permet de détecter :
e |es anomalies de performance ou d'usage que peuvent rencontrer les
utilisateurs au quotidien.
e tout changement significatif.
Pour cela des tests de performance et de santé sont réalisés quotidiennement. Des
événements sont générés en cas d’anomalies détectées.

w  \oir HOPEX Administration > Technical Articles >
Supervision Event Description >Repository Health.

Description des tests

Description des tests de performance de l'infrastructure

Des scénarios standards d’utilisation d’'Hopex sont réalisés tous les aprés-midi (job
"RepositoryHeath Daily Afternoon Trigger”, 16:00 GMT) :
e |Lecture de 1000 objets volumineux (BLOB) existants.
e Exploration d’un graphe existant (1000 objets et 500 MetaAssociations).
e Requéte ERQL sur un graphe existant (1000 objets et 500
MetaAssociations).
Ecriture de 1000 textes volumineux (BLOB).
Création d'un graphe de 1000 objets et 500 MetaAssociations.
Suppression d'un graphe de 1000 objets et 500 MetaAssociations.
Requéte ERQL sur un graphe créé récemment (1000 objets et 500
MetaAssociations).

m  Dans une configuration de type "cluster ", les performances sont
mesurées sur toutes les machines.
Chaque scénario génere un résultat qui est stocké dans le référentiel. Ces résultats
sont analysés ultérieurement tous les jours (job "RepositoryHeath Daily Evening
Post Trigger", 23:05 GMT) afin de détecter toute anomalie.

Un historique de 30 résultats est nécessaire avant de pouvoir générer une alerte.

Description des tests de santé des référentiels

L'analyse de certains usages est capitale pour identifier tout ce qui pourrait
compromettre I'intégrité des données, que ce soit au quotidien ou suite une mise a
jour d'Hopex.
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Pour tous les référentiels de tous les environnements, les vérifications suivantes
sont effectuées tous les soirs (job "RepositoryHeath Daily Evening Trigger", 23:00) :
e Administration
e vérification de compatibilité entre la structure SQL des données et la
version du serveur
e fragmentation des tables
e fragmentation des index
e exécution du plan de maintenance SQL
e Personnalisation
e modification des données Hopex
e volumétrie des données Hopex
e Utilisation
e volumétrie des espaces de travail

w Dans une configuration de type "cluster ", les tests d'usages sont
réalisés sur une seule machine au hasard.

Visualiser les rapports de santé d’Hopex

Accéder aux rapports de santé quotidiens d’Hopex

Le bureau d’Administration donne accés aux rapports de santé quotidiens
d’Hopex. Chaque rapport contient les anomalies détectées sur toutes les machines,
sur tous les référentiels.

Les rapports sont listés chronologiquement (le plus ancien en premier) au format
suivant :
HopexHealthFullReportAAAA-MM-JJ hh-mm-ss.html
avec : AAAA : année, MM : mois, JJ :jour, hh : heures, mm :
minutes, et ss : secondes.

w  Pour accéder au contenu du menu de navigation Référentiel, vous
devez étre un utilisateur avancé. Dans les Options > Espace de
travail > Bureau, 'option Présentation des interfaces utilisateur
avancées doit étre séelectionnée.

Pour visualiser les rapports de santé quotidiens d’'Hopex:
1. Connectez-vous au bureau d’Administration.
w  \oijr Se connecter au bureau d’Administration Web.
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2. Cliquez sur le menu de navigation Référentiel et sélectionnez Rapports
de santé des référentiels.

Rapports de santé du référentiel

Nom

L HopexHealthFullReport2025-03-16_22-23-06.html hd

v HopexHealthFullReport2025-03-15_22-20-37.html

% HopexHealthFullReport2025-03-14_22-19-23.html

3. Dans la liste des rapports, passez la souris sur le rapport qui vous

intéresse et cliquez sur Télécharger le rapport *.

w e dernier rapport se trouve en haut de la liste.
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Le rapport est disponible dans vos téléchargements.

HOPEX Health Report Details

Deployment Health
Host: 1700-200-T6948 (-)

No alerts detected on this host.

Infrastructure Alerts (-)
fHost: 1700-200-T6948 (-)

No abnormal performances detected on this host.

Data Alerts (-)

@/Environment: EnvTestsLab_ 1700 200 _tst 6948 (-)
= Repository: DEMO (-)
1 8SQL Maintenance Alert (+)

Mitigation: With your DBA, schedule the SQL maintenance plan - at least - every week. If the
problem persist, reduce the time frame between two maintenance plan executions.

= Repository: EA (-)
Mo alerts detected on this repository.
= Repository: SOHO (-)
4, SQL Maintenance Alert (+)

Mitigation: With your DBA, schedule the SAL maintenance plan - at least - every week. If the
problem persist, reduce the time frame between two maintenance plan executions.

1\Data Volume Alert (+)

Exceeding the maximum number of recommended objects may rise usage/ergonomic problems.

Mitigation: Please call or email your MEGA contact to confirm users might not face issues using
HOPEX.

= Repository: SystemDb (-)
2 Missing Compiled Data Alert (+)
Keeping MetaModel and/or technical data not compiled may reduce performances of HOPEX.
Mitigation: Check - with Administration - why compiled data are missing and how to compile them.

A\Customization Alert (+)

Adding so many MetaAttributes is not recommended as it can generate regressions during
updates/migrations.

Mitigation: Check with the responsible for the customization that the situation is under control.

4. Cliquez sur (+)/(-) en regard du nom de la machine, de I'environnement,
du référentiel, ou de l'alerte pour afficher/masquer ses détails.
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Description du rapport de santé d’Hopex
Le rapport de santé d'Hopex contient la description succincte des problémes
détectés au niveau des performances ou des usages. Il présente les alertes
détectées au niveau :
e des infrastructures (Infrastructure Alerts)
e des données (Data Alerts) pour chaque référentiel de chaque
environnement
Exemple : détection de trois alertes ("Query Execution
Alert", "Macro Execution Alert" et "Data Volume Alert") au
niveau des données, sur le référentiel "Soho".

Data Alerts (-)
@ Environment: EnvTestsLab_1700_000_tst_5944 (-)

S Repository: EA (+)
ERepository: SOHO (-)

2yQuery Execution Alert (+)
Full scans may be normal for some requests. If possible, try to make your queries on the smallest

possible set of elements.
Mitigation: Please call or email your MEGA contact to confirm users might not face issues using HOPEX.

2Macro Execution Alert (+)
It may be normal for a macro to exceed the execution time limit and you can disable, on an individual

basis, the monitoring of those macros.
Mitigation: Please call or email your MEGA contact to confirm users might not face issues using HOPEX.

AiData Volume Alert (+)
Exceeding the maximum number of recommended objects may rise usage/ergonomic problems.

Mitigation: Please call or email your MEGA contact to confirm users might not face issues using HOPEX.

S Repository: SystemDb (+)
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GERER LES MISES A JOUR

Au cours du travail de modélisation, les utilisateurs enrichissent un référentiel
Hopex au sein de leur espace de travail : ils créent, par exemple, des objets, des
liens entre objets, des diagrammes.

Les mises a jour qui correspondent aux actions effectuées par les utilisateurs
peuvent étre visualisées en détail.
Vous pouvez sauvegarder les modifications apportées a un référentiel : exporter
chaque publication sous la forme d’un fichier de commandes.
Les points suivants sont détaillés ici :

e Visualiser les mises a jour publiées dans le référentiel

e Espaces de travail privés et taille des référentiels

e Gérer les verrous

Visualiser les mises a jour publiées dans le référentiel

w  Sjvous avez créé votre propre profil d’administration, pour accéder
au contenu du menu de navigation Référentiel, vous devez étre un
utilisateur avancé. Dans les Options > Espace de travail > Bureau,
I'option Présentation des interfaces utilisateur avancées doit étre
sélectionnée.

Vous pouvez visualiser l'activité sur :

e |e référentiel de données courant
e |e référentiel SystemDb

Pour chaque référentiel, vous pouvez afficher les publications sous forme :

e d’une liste, que vous pouvez filtrer par utilisateur et/ou date
Vous pouvez afficher les actions et accéder aux détails du code.

e d’une arborescence, qui trie les publications par jour, semaine, mois
Vous pouvez afficher directement les actions dans arborescence.

Pour exporter le journal, voir Exporter le journal.

Visualiser une publication (liste)

Pour visualiser les mises a jour publiées dans le référentiel :
1. Connectez-vous au bureau d’Administration.
w \oir Se connecter au bureau d’Administration Web.
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2. Cliquez sur le menu de navigation Référentiel et sélectionnez Activité
du référentiel.
Toutes les publications (espaces de travail privés et publics) effectuées
sur le référentiel de données s’affichent par date (la plus récente en haut).

Activité du référentiel

—
=

O

o 0 0o 0O O

X

Référentiel courant Référentiel SystemDb

Nom Utilisateur Date 4
Q Q =
2025/04/18 07:32:07 DEMO GLEVER Her... A, GLEVER Herveline 18/04/2025 09:26:46
2025/04/18 07:12:26 DEMO GLEVER Herv... A, GLEVER Herveline 18/04/2025 09:11:02
2025/04/18 07:10:03 DEMO GLEVER Her... #s GLEVER Herveline 18/04/2025 09:09:54
2025/04/18 07:09:47 DEMO GLEVER Her... A, GLEVER Herveline 18/04/2025 09:09:37
2025/04/18 07:09:09 DEMO GLEVER Her... A, GLEVER Herveline 18/04/2025 09:09:07
. Fat s
< Page 1 sur9 > » Q aAfficher 50 L €lements Pag

3. (Pour afficher I'activité sur le référentiel SystemDb) Cliquez sur
Référentiel SystemDb.
Toutes les publications (espaces de travail privés et publics) effectuées
sur le référentiel SystemDb s’affichent pas date (la plus récente en haut).
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4. Dans la liste, cliquez sur la publication.

© wvous pouvez vous aider de I'outil de filtrage de la liste pour trouver
la publication.

La page de propriétés Caractéristiques de la publication s’affiche avec,
le cas échéant la Description du WI de publication.

2025/03/19 T:48:47 SystemDb CLEVER Line
= Publication (Systéme)
Administration Caractéristiques Mises a jour * 4+ Nouvelle page

Nom

2025/03/19 N1:48:47 SystemDb CLEVER Line

Description

Configuring Admin Fonc EA

5. Affichez la page Mises a jour.
Les actions contenues dans la publication sont détaillées.

6. (Si besoin) Sélectionnez une ligne pour afficher le détail de I'action sur la
droite.

2025/03/19 T1:06:53 SystemDb CLEVER Line

* Publication (Systéme)

Administration Caractéristiques Mises & jour & + Nouvelle page

& Exporter Y
- "-€20000000Q20]Profil]" "Admin Fonctionel EA"

=] fnction Cible objet Objet Responsable Datalde Iieass: Create "~C20000000Q20[Profil] "Admin Fonctionel EA" -
CHK "KFBfrKgsdXa6C30000mCpCpCRNIFWSZLEBN" -
#~(10000000v30[Créateur]” “RNIFWSZtEr8N" -

0 @ creer B Ensemble de droits d'... 2 Admin Fonctionnel EA A, CLEVERL.. 19/03/2025 12:06: ~510000000L00[Date de création]” 2025/03/19 11:06:29" -

CLEVERL... #~220000000H60[Date de mise & jour de la langue]" "2025/03/19 T1:06:29"
O & nelier "\, Ensemble de droits .. % Admin Fonctionnel EA # HopexV6.. A CLEVERL..  19/03/20251206: i
> *~610000000P00]Date de modification]” "2025/03/19 T1:06:29" -

7~)20000000z70[1dentifiant de la zone d'accés en lecture]”

@ créer B Profil % Admin Fonctionel EA A GLEVERH..  19/03/202512.06: “sTIVWxdH3100" -
1~K4ZTaM20x0L0[LanguageUpdateDate (Francais)]"  "2025/03/19

= § s i} i § X M:0629" -

O & Relier \, Profil & Admin Fonctionnel EA 8 Admin Fo... A, CLEVERL.. 19/03/2025 12:06:: ~~b10000000L20[Modificateur)” R IEWEAETaNL
'~ZoDyRSUYEWZC[Name (Francais)]" "Admin Fonctionel EA" -
#~210000000900[Nom]" "Admin Fonctionel EA" -
1~VBBSKBTyKjtA[Statut du profil]"
~520000000L40[Version de création]” "42240" -
"~620000000P40[Version de modification]” "%42240"

Visualiser une publication (arborescence par date)

Pour visualiser une publication a partir d’'une arborescence :
1. Connectez-vous au bureau d’Administration.
w \ojr Se connecter au bureau d’Administration Web.
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2. Cliquez sur le menu de navigation Référentiel et sélectionnez Activité

du référentiel =».

Toutes les publications (espaces de travail privés et publics) effectuées
sur le référentiel courant et le référentiel systéme sont classées dans des
dossiers par jour, semaine et mois.

Activité du référentiel X

= Rechercher...

BB Aujourdhui

. Hier

B cette semaine

BB Lasemaine dernigre
| T y a deux semaines
BB ce mois-ci

. Le mois dernier

. Avant un mois

B & SystemDb
B Aujourdhui
B Hier

BB cette semaine
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Dans de dossier du référentiel concerné (données ou SystemDDb)
dépliez les dossiers (date et publication) pour accéder au contenu qui
vous intéresse.

© wvous pouvez aussi vous aider de I'outil de recherche de
I'arborescence pour trouver la publication.

Les actions contenues dans le publication s’affichent.

Activité du référentiel X

= Rechercher...

@ DEMO
B i@ SystemDb
B % Aujourdhui
B & 2025/03/19 13:37:56 SystemDb BERGAM Martin
+ Créer Collection de déploiement d'une évaluatior
go Relier [Collection de déploiement d'une évaluatic
Modifier Collection de déploiement d'une évaluat
& Relier [Collection de déploiement d'une évaluatic
& 2025/03/19 13:18:26 SystemDb Mega Agent
& 2025/03/19 13:07:54 SystemDb Mega Agent
&  2025/03/19 T1:48:47 SystemDb CLEVER Line

Si besoin, passez la souris sur la publication et sélectionnez Propriétés

=/ ou Ouvrir dans un nouvel onglet [Z pour afficher le contenu de
la publication sous forme de liste dans la zone d’édition.
w  \oir Visualiser une publication (liste).

Affichez la page Mises a jour.
La page Mises a jour détaille le contenu de la publication sous forme
d’une liste d’actions affichées par ordre chronologique.
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6. (Sibesoin) Sélectionnez une ligne pour afficher le détail de I'action sur la

droite.

2025/03/19 T1:06:53 SystemDb CLEVER Line
= Publication (Systama)

Administration

@ Exporter

-] Action Cible

@ créer B Ensemble de droits d'...

& Relier , Ensemble de droits d'...

©  créer B erofil

& Relier , Profil

Caractéristiques

Objet

£ Admin Fonctionnel EA

s Admin Fonctionnel EA

4 Admin Fonctionel EA

. Admin Fonctionnel EA

Objet

s Hopex V6.

£ Admin Fo..

Responsable

A CLEVERL..

A CLEVERL...

A GLEVER H...

A CLEVERL..

Mises a jour fed + Nouvelle page

- "~€20000000Q20[Profil]" "Admin Fonctionel EA"
| et el it Create "~c20000000Q20[Profil]" "Admin Fonctionel EA" -
CHK "KFBfrKgsdXa6C30000mCpCpCRAIFWSZIErSN” -
~(10000000v30[Créateur]" "RnIFWSZLErBN" -
19/03/2025 12:06: »~510000000L00[Date de création]” "2025/03/19 11:06:29" -
CLEVERL.. "~a20000000H60[Date de mise & jour de lalangue]” "2025/03/19 11:06:29"

2.4

19/03/2025 12:06:
r~610000000P00[Date de madification]” "2025/03/19 T1:06:29" -

#~)20000000270[Identifiant de la zone d'accés en lecture]"
19/03/2025 12:06: “sTIVwxdH3100" -
"~K4Z7qM20x0LO[LanguageUpdateDate (Francais)]”  "2025/03/19
M06:29" -
"~510000000L20 Modificateur]” "RNIFWSZLErEN" -
"~ZoDyRSUYEWZC[Name (Frangais)]" "Admin Fonctionel EA" -
~210000000900[Nom]" “Admin Fonctionel EA" -
"~YBBSKBTYKjtA[Statut du profil]” -
"~520000000L40[Version de création]" 42260 -
"~620000000P40[ Version de modification]” "42260"

19/03/2025 12:06:

Espaces de travail privés et taille des référentiels

Durée de vie des espaces de travail privés

Un espace de travail privé a une vision figée d'un référentiel.

Quand le référentiel change d’état par la publication d’autres espaces de travail
privés, cet espace de travail privé conserve cependant sa vision de départ.

Les données qui correspondent a cette vision sont conservées dans le référentiel,
elles augmentent sa taille, qui peut devenir disproportionnée par rapport a son
contenu effectif.

w  Voir Publier son travail et Rafraichir ses données.

Surveillance des espaces de travail privés

Plusieurs utilisateurs peuvent se connecter a un méme référentiel, qui est partagé
en réseau. Lors de sa premiére connexion, l'utilisateur crée un espace de travail
privé, qui s'achéve non pas lorsqu’il quitte Hopex, mais lorsqu’il publie ses mises a
jour dans le référentiel, ou lorsqu’il ferme son espace de travail privé en
rafraichissant ou en abandonnant ses mises a jour.

w oir Rafraichir ses données et Abandonner son travail.

Dans son espace de travail privé, les modifications effectuées par I'utilisateur sont
enregistrées dans un espace temporaire (données) dédié aux données de son
espace de travail privé. Le référentiel est mis a niveau lorsque I'utilisateur publie son
travail.

w  Voir Publier son travail.
Les données consultées par un utilisateur sont "figées" pendant la durée de vie de
I’'espace de travail privé.
Exemple :

Si un objet est renommé dans le référentiel de référence
apres la création de 1l’espace de travail privé d’un
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utilisateur, celui-ci continue a voir 1’ancien nom de cet
objet pendant toute la durée de vie 1l’espace de travail
privé. Les utilisateurs qui se connectent aprés la
publication de la modification ont une vue des données qui
reflete 1’instantané de référentiel le plus récent.

Si un autre utilisateur, qui s’est connecté avant que
1’utilisateur courant ait publié ses modifications,
consulte les mémes données, il voit 1’ancienne version
jusqu’a ce qu’il ait rafraichi son espace de travail privé
(la publication des mises a Jjour entraine un
rafraichissement automatique).
Les données consultées par un utilisateur qui sont modifiées par un deuxiéme
utilisateur sont donc "dupliquées". Elles sont conservées dans |'état depuis la
création de I'espace de travail privé de chaque utilisateur, et en cas de modification,
cet état coexiste avec le nouvel état.
La coexistence cesse lorsque les modifications sont publiées et que tous les
utilisateurs qui consultent les données modifiées ont rafraichi leur espace de travail
privé.

durée d’ouverture maximale d’un espace de travail privé

Par défaut la durée d’ouverture maximale d’'un espace de travail est définie a 6
jours.

Passée cette durée, lors de la connexion, un message invite |'utilisateur a publier ou
rafraichir son espace de travail privé.
Pour modifier la durée maximale d’un espace de travail privé :
1. Connectez-vous au bureau d’Administration.
w /oir Se connecter au bureau d’Administration Web.

Cliquez sur le menu de navigation Options de I'environnement.
Accédez aux options Installation > Avancées.

Modifiez la valeur (en jour) de l'option Durée d’ouverture préconisée
d’un espace de travail.

Ll
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GERER LES VERROUS

Dés que plusieurs utilisateurs, dans leur espace de travail privé respectif, se
connectent simultanément a un méme référentiel, il peut y avoir des conflits quand
ils modifient les mémes objets.
Voir :

e Principe

e Gérer les verrous sur les objets

Principe

Avec la version réseau, les accés concurrents a tous les objets peuvent étre
contrdlés au moyen de verrous.

Eviter les collisions

Des qu’un utilisateur modifie un objet, un verrou est placé sur cet objet. Un autre
utilisateur peut alors uniquement consulter I'objet. Il ne peut y accéder a nouveau
en mise a jour qu'aprés la publication par le premier utilisateur, et un
rafraichissement de son espace de travail privé. Ceci permet d’éviter toute collision
entre I'état de I'objet dans le référentiel et I'image obsoléte qu’en a l'utilisateur.

Supprimer un verrou ou déverrouiller un objet

La gestion des verrous est automatique. Vous n’avez normalement pas besoin de
déverrouiller un objet ou supprimer un verrou.

Les exceptions sont des cas de dysfonctionnement, par exemple lors de la
suppression d’un espace de travail privé a partir de la fenétre d’administration des
espaces de travail privés ou lorsque les horloges sont désynchronisées.

La suppression d‘un verrou permet aux autres utilisateurs de modifier I'objet sans
avoir besoin de publier ou rafraichir leurs espaces de travail privés.
w  Un utilisateur peut supprimer les verrous qu’il a posés depuis la
création de son espace de travail privé.
Lorsque l‘utilisateur qui a verrouillé un objet publie son travail, le verrou
correspondant est libéré, mais n’est pas supprimé. Le verrou est supprimé
uniquement quand tous les espaces de travail privés qui ont été créés avant la
libération du verrou sont fermés (c’est-a-dire publiés, abandonnés ou rafraichis).

Précisions sur le fonctionnement des verrous

Hopex ne signale des objets verrouillés que lorsque les attributs de ceux-ci sont
modifiés (contrairement aux liens, par exemple).

Avertissement lors du déverrouillage

Si vous avez voulu utiliser un objet qui était verrouillé, un message vous prévient
dés que l'objet est libéré ; vous pouvez a nouveau l'utiliser.
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Diagrammes
Il existe deux cas de verrouillage pour les diagrammes :

e Le diagramme a été seulement consulté (non modifié) : dés que le
premier utilisateur referme le diagramme, un second utilisateur peut
l'ouvrir.

e Le diagramme a été modifié : |le second utilisateur va devoir, comme
pour un verrouillage classique, attendre que le premier utilisateur publie
son espace de travail privé pour que le diagramme soit déverrouillé.

Gérer les verrous sur les objets

La page Gestion des verrous du bureau d’Administration donne accés a :
e |a page des Verrous, qui détaille pour chaque verrou :
e |e Nom de l'objet concerné
e |e Type de I'objet concerné
e |'Utilisateur qui détient le verrou
e |es dates et heures (GMTO0) : Date de pose du verrou et, le cas
échéant, Date de fin de pose du verrou
e |'Etat de I'objet concerné (protégé ou non)
w  Voir Visualiser les verrous sur les objets.
¢ la page des Verrous immuables, qui détaille pour chaque verrou
immuable :
e |e Nom de l'objet concerné
le Type de I'objet concerné
I'Utilisateur qui détient le verrou
la date et I'heure (GMTO0) de Pose du verrou
I'Etat de I'objet concerné (protégé ou non)
w  Voir Gérer les verrous immuables sur les objets.
Pour chaque objet verrouillé de fagon immuable, vous pouvez :
e déverrouiller I'objet pour supprimer son immutabilité
e déverrouiller I'objet et propager, pour supprimer son immutabilité et
celle de ses fils.

Visualiser les verrous sur les objets

Pour visualiser les verrous :
1. Connectez-vous au bureau d’Administration.
w  oir Se connecter au bureau d’Administration Web.

2. Cliquez sur le menu de navigation Référentiel et sélectionnez Verrous.
La page Gestion des verrous s’affiche et présente par défaut la liste des
Verrous.
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3. (optionnel) Pour trier les verrous en fonction d’une colonne, cliquez sur
I'en-téte de la colonne.

© Vvous pouvez aussi classer les colonnes dans I'ordre qui vous

convient. Pour cela, cliquez sur I'en-téte de la colonne a déplacer, et
déplacez la colonne en maintenant le bouton de la souris appuyé.

Verrous Verrous immuables

= *AjrportMega.com (Travel Agenc...

= Decommissioning Plan-1 (EN) ::Bu...

Decommissioning Plan-1 (EN)

= Exchange Consistency (Structure ...

= Exchange Consistency (Structure ...

o 0o o o o o O
[

=  Overlapping Applications-1 (EN)

« < Page 1 sur 12 >

Type

Diagramme

Valeur de paramét...

Rapport

Valeur de paramét...

Rapport

Rapport

» Q

Utilisateur

VONNE Tibere

VERDIER Ol...

VERDIER Ol...

VERDIER Ol...

VERDIER Ol...

VERDIER Ol...

Afficher 50

Gérer les verrous immuables sur les objets

Pour gérer les verrous immuables :

1. Connectez-vous au bureau d’Administration.
w  \oir Se connecter au bureau d’Administration Web.

Date de pose du verrou 3

2025/03/20 02:31:18

2025/03/19 17:32:47

2025/03/19 17:32:40

2025/03/19 17:28:07

2025/03/19 17:27:43

2025/03/1917:23:14

éléments

Y

Date de fin de pose du verrou

2025/03/19 17:46:18

2025/03/1917:46:18

2025/03/1917:32:28

2025/03/1917:32:28

2025/03/1917:25:28

Page courante 1- 50 sur 555

2. Cliquez sur le menu de navigation Référentiel et sélectionnez Verrous.
La liste des verrous s’affiche.
3. Cliquez sur Verrous immuables.
4. (optionnel) Pour trier les verrous immuables en fonction d‘une colonne,
cliquez sur I'en-téte de la colonne.

© Vvous pouvez aussi classer les colonnes dans I'ordre qui vous
convient. Pour cela, cliquez sur I'en-téte de la colonne a déplacer, et
déplacez la colonne en maintenant le bouton de la souris appuyé.
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5. Sélectionnez un verrou immuable (vous pouvez en sélectionner
plusieurs) et :

e cliquez sur Déverrouiller -+ pour supprimer son immutabilité.

e cliquez sur Déverrouiller et propager a pour supprimer son
immutabilité et celle de ses fils.
Le verrou immuable est supprimé.

Vous recevez un e-mail de notification ainsi que la personne qui a posé le

verrou.

Verrous immuables

Nom

Process-6 (EN) - Process Diagr...

Process-6 (EN) =Start (EN)

Process-6 (EN) ::Operation-1 (E...

Process-6 (EN) ::Operation-1 (E...

Process-6 (EN) ::Operation-2 (...

Process-6 (EN) =End (EN)

< Page 1 surl

3 Déverouiller

Type

Diagramme

Evénement

Opération

Enchaine...

Opération

Evénement

> >

3 Déverrouiller et propager

Utilisateur

BOUSSAG ...

BOUSSAG ...

BOUSSAG ...

BOUSSAG ...

BOUSSAG ...

BOUSSAG ...

W Afficher

Date de pose du verrou T

2025/03/20 09:39:04

2025/03/20 09:39:04

2025/03/20 09:39:04

2025/03/20 09:39:04

2025/03/20 09:39:04

2025/03/20 09:39:04

Fat P
50 o éléments

Y

Etat

Protégé

Protégé

Protégé

Protégé

Protégé

Protégé

Page courante

Gérer les verrous
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GERER LES INSTANTANES DE REFERENTIEL

Pour utiliser les instantanés du référentiel, vous devez :

vérifier que le journal du référentiel est activé (valeur par défaut).
mettre en place une procédure de prise en compte des instantanés du
référentiel avant la suppression des données historisées.

Un instantané de référentiel identifie un état archivé du référentiel. Une
fois un état archivé du référentiel supprimé, il n'est plus possible de créer
un instantané de référentiel correspondant a cet état.

Il est donc important de prendre en compte la gestion des instantanés du
référentiel lors de la suppression des données historisées (dans
Administration.exe, via le menu contextuel d’un référentiel :
Administration RDBMS > Shrink unused repository historical
data).

w  Pour plus de détails, voir "Repository - RDBMS Installation Guide",
paragraphe "Hopex Historical Data Cleanup".

Créer un instantané de référentiel

Pour créer un instantané de référentiel :

1.

o N

Connectez-vous au bureau d’Administration.
w  oir Se connecter au bureau d’Administration Web.

Cliquez sur le menu de navigation Référentiel et sélectionnez
Instantanés de référentiel.

Dans la zone d’édition, cliquez sur Nouveau .

Un assistant de création apparait.

(Optionnel) Dans le champ Nom, modifiez le nom de l'instantané du
référentiel par défaut.

Sélectionnez le critére a utiliser pour retrouver I'état du référentiel a
capturer :

e Tache (de conception)

e Publication

Cliquez sur Suivant.

Sélectionnez la tache ou publication.

Cliquez sur OK.

w  VVous pouvez programmer la création d’instantanés du référentiel
via le planificateur. Pour plus de détails, voir Planification.

Planifier la création d’instantanés de référentiel automatiques

Pour planifier la création d’instantanés de référentiel :

1.

184

Connectez-vous au bureau d’Administration.
w  \Voir Se connecter au bureau d’Administration Web.

Cliquez sur le menu de navigation Référentiel et sélectionnez
Instantanés de référentiel.

Cliquez sur Instantanés de référentiel automatisés .
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4. Cliquez sur Activer (3.
5. Configurer la fréquence.

© wvous pouvez planifier la fréquence de création d’un instantané de
référentiel a par exemple une fois par semaine.

w  Voir Définir la planification d’un Trigger.
6. Cliquez sur OK.
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Les points suivants sont abordés ici :

v Importer - Exporter un fichier de commandes
v Comparer et aligner des objets entre référentiels
v Fusionner des objets
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IMPORTER - EXPORTER UN FICHIER DE COMMANDES

L'export d’'un objet avec propagation permet de créer un ensemble cohérent qui
permet le transfert d'une partie du référentiel dans un autre référentiel. Par
exemple, I'export d’objets Hopex a partir d'une bibliothéque inclut les objets
présents dans la bibliothéque et ceux qui en dépendent.

Dans votre bureau d’Administration Web, vous pouvez importer des fichiers de
commandes dans un référentiel Hopex :
w Voir Importer un fichier de commandes dans Hopex
e au format texte (.MG*).

w  Pour plus de détails sur la syntaxe des fichiers .MG*, voir Syntaxe
des fichiers de commandes.

e au format XML Bizzdesign. Ces fichiers ont une extension .XMG et
contiennent des commandes ou des données (objets et liens).

w  Pour plus de détails sur le format d’échange de données XML MEGA,
reportez-vous a l'article technique MEGA Data Exchange XML Format
EN.

Les points suivants sont détaillés ici :

e Importer un fichier de commandes dans Hopex
e Exporter des objets

Importer un fichier de commandes dans Hopex

Vous pouvez mettre a jour un référentiel en important un fichier de commandes
produit par I'outil de sauvegarde d’un référentiel, un fichier d’export d’un objet ou
tout autre moyen de production de fichier de commandes.

L’autorisation d'import de données est conditionné par I'option Import de données
Hopex (xmg, mgr, mgl).
w  Voir Modifier 'autorisation d’import de données.
Par défaut, vous pouvez mettre a jour :
e autorisé a tous les profils :
e |es Données (cas le plus fréquent)
e réservé au profil Administrateur Hopex :
e |e Métamodeéle (structure du référentiel)

¢ les Données techniques (descriptions, requétes, ainsi que les
utilisateurs).

Pour importer un fichier de commandes a partir du bureau d’Administration :
1. Connectez-vous au bureau d’Administration.

w  oir Se connecter au bureau d’Administration Web.

2. Dans le menu principal, sélectionnez Import > Fichiers Hopex.
La fenétre de Paramétrage s’affiche.
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3. Dans le champ Fichier de commandes, cliquez sur Parcourir pour
parcourir I'arborescence des dossiers et sélectionnez le fichier de
sauvegarde.

w [ e fichier de commandes ne doit pas dépasser 30 Mo.
4. (Si besoin) Sélectionnez les types de Traitement a effectuer.
¢ les Données
¢ le Métamodele
e les Données techniques

w S |e fichier inclut des commandes qui ne correspondent pas au
type de traitement sélectionné, ces commandes sont filtrées.

5. (Si besoin) Modifiez la fréquence d'Enregistrement des modifications.
w ]/ n'existe pas de fréquence d'enregistrement optimale :

e Standard enregistre a chaque commande "valider" contenue dans
le fichier de commandes et a la fin. Elle est utile lorsque le fichier
est un fichier de commandes écrit par I'utilisateur.

e A la fin est généralement suffisante lorsque la taille du fichier n'est
pas trés grande.

e Ala fin si aucun rejet permet de n'effectuer la mise a jour que si
aucun rejet n'a été rencontré.

e Jamais est utilisée pour faire des tests avant la mise a jour
effective, par exemple pour des contréles de syntaxe.

6. Dans le cadre Controles, les contrbles a effectuer sont sélectionnés
automatiquement en fonction du type d’extension du fichier traité :

e Controler les identifiants absolus n’est pas sélectionné dans le cas
d'un fichier de commandes qui ne provient pas d'un référentiel
Hopex.

e Controler les zones d’accés en écriture, est sélectionné, lorsque le
module technique Hopex Power Supervisor est disponible sur le
site, afin de s'assurer que I'utilisateur qui a fait la mise a jour dispose,
dans le référentiel, du niveau d’accés en écriture correspondant.

w  Pour les fichiers de commandes de type MGR (sauvegarde du

référentiel), les identifiants absolus sont repris dans les objets importés,
les niveaux d'accés en écriture sont conservés.

w  Pour les fichiers de commandes de type MGL (extraction du
Journal), les identifiants absolus sont repris dans les objets importés.
Les niveaux d'accés en écriture sont conservés si les mises a jour
effectuées sont cohérentes avec le graphe des accés en écriture contenu
dans l'environnement.

w  Ces contréles ne sont pas effectués lorsque I'utilisateur est de
giveay "Administrator", ce qui permet d’effectuer des restaurations de
onnées.

7. Dans le cadre Filtres, sélectionnez le comportement de l'import a
appliquer :

¢ Retraitement standard, transforme la création d'un objet existant
en modification, ou en création d'un objet de méme nom précédé d'un
numéro si leurs identifiants absolus sont différents.

e Réaffectation utilisateur, permet d'ignorer les acces en écriture du
fichier importé et donne aux éléments mis a jour le niveau d'acceés en
écriture de I'utilisateur qui effectue la mise a jour. Ceci est utile
lorsque vous disposez du module technique Hopex Power
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Supervisor. Le créateur et le modificateur sont remplacés par
I'utilisateur qui effectue la mise a jour.

w ]| est conseillé d'activer cette option lorsque le fichier provient d'un
environnement dont le graphe des accés en écriture n'est pas identique
a celui de I'environnement ou le fichier est importé.

Les options sélectionnées sont contrélées en fonction de I'extension du
fichier et du traitement standard a y appliquer. En cas d’incohérence par

rapport au standard, des messages en rendent compte et indiquent les
conséquences éventuelles.

w  Pour plus de détails sur les principales causes de rejets, voir
Conflits lors d'une publication et Rejets lors d'une publication.

& Import de fichier HOPEX - Paramétrage (DEMO)

~  Fichier de commandes
Fichier de commandes®
4ReportTemplates_Tree.MGR Parcourir...
~  Traitement
Métamodéle
Données techniques
Donnees

~ Enregistrement
Standard
~  Contrbéles
Contréler les identifiants absolus
Contréler les zones d'accés en écriture

~  Filtres
Retraitement standard

Reéaffectation utilisateur

8. Cliquez sur Importer.

Lorsque lI'import comporte des erreurs, un fichier de rapport de rejets est
généré.
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9. (si besoin) Pour visualiser les rejets (ou erreurs) enregistrés lors de
I'import du fichier de commandes, dans la section Rapport, cliquez sur
la fleche du champ Fichier de rapport et sélectionnez Ouvrir.

w [ e contenu du fichier de rapport dépend des options d’import. Pour

plus de détails sur les options d’import d’un fichier de commandes, voir
Options.

Cas d’un import de fichier texte (MGR, MGL) : Le fichier de rapport
s’affiche et détaille tous les rejets.

| RO315000 - Notepad - ] X
File Edit Format VYiew Help

- Execution : (Import) 2822/83/15 15:19:27 16:1 -
- Input File : BC:\Users\HGR\Desktophappli techno.MGR

- Description

- Reject File : C:\ProgramData\MEGA\Hopex Application Serwver)\5008\Repos

\EnvTests1\Db\EA\USERYLCRYRB315608 . MGR
- Environnement : C:\ProgramData‘\MEGA\Hopex Application Serwver)\5008\Repos\EnvTestsl

- Base : EA
- User : CLEVER Line
- Profile : HOPEX Administrator

- Err Code: 188845E Errorlevel: 4 Line: 4782 (Offset: 334511)
- There is no "Time Period' for 'Abscolute Identifier' that has the 'OVGpICT811cI’
value.

- "Time Dependent Element™ "CDB7D28F332147CB"
- "Period Of Validity" "CD@7D31353214A68"
.Connect ."~sEhryhDodba®[Time Dependent Element]™ "CDB7D28F532147CB" ."~YChrYpDodri®
[Period Of Validity]" "(CDB7D31353214A68" -
LCHK "xUGpFAT81jyHOVGpICT811cI" -

."~710808000TAG[Link creation date]” "2814/@3/13 15:47:32" -
."~B810008800X80[Link modification date]” "2814/@3/13 15:47:32" -
."~720008008T46[Link Creator]” "820000WBYS8Y8" -

. "~920000088b48[Link Modifier]” "820008WaY8Y8" -

. "~410008086HA6 [ Order]"” "9899"

- "Time Dependent Element"™ "CDO7D28F532147CB"
- "Period Of Validity" "CD87D31453214A96"

- Err Code: 188845E Errorlevel: 4 Line: 4712 (Offset: 335175)
- There is no "Time Period' for 'Absclute Identifier' that has the 'FSGpKCT8IPFI'

wvalue.
.Connect ."~sEhryhDodba®[Time Dependent Element]™ "CDB7D28F532147CB" ."~YChrYpDod4ri®
[Period Of VWalidity]" "CDB7D31453214A96" - w

Exemple de fichier de rejets lors de I'import d’un fichier MGR

Exporter des objets

Vous pouvez exporter des objets Hopex a partir du bureau d’Administration.
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Vous pouvez exporter les objets au format :

texte (par défaut)

Le fichier exporté se présente sous la forme d’un fichier d’extension .MGR.
w  Pour plus de détails sur la syntaxe des fichiers .MGR, voir Syntaxe
des fichiers de commandes.

XML Bizzdesign

Le fichier exporté se présente sous la forme d’un fichier d’extension

* XMG qui contient des commandes ou des données (objets et liens).

w  Pour plus de détails sur le format d’échange de données XML MEGA,
reportez-vous a l'article technique "MEGA Data Exchange XML Format".

Pour exporter des objets Hopex a partir du bureau d’Administration :

1.

Connectez-vous au bureau d’Administration.
w Voir Se connecter au bureau d’Administration Web.
Dans le menu principal, sélectionnez Export > Export d’objets Hopex.
La fenétre de Paramétrage s’affiche.
(Si besoin) Dans la section Destination, dans le champ Fichier
d’export, modifiez :
e le format du fichier (format texte par défaut)
e |e nom du fichier

Format du nom du fichier : "OBJmmjjOOO.mgr"

ou "mmjj" représente le mois et le jour de 1l’export, et
"000"™ un nombre a 3 chiffres.

Dans la section Options, par défaut deux options de paramétrage de

I’'export sont sélectionnées :

e Inclure les objets de fusion, qui permet d’exporter les objets
techniques issus de la fusion des objets (_TransferredObject).

e Propagation, qui permet d’exporter les objets listés ainsi que les
objets qui en dépendent.

Dans la section Objets a exporter, cliquez sur Ajouter des objets a la

liste E*'.

La fenétre de recherche apparait.

Exécutez la recherche et sélectionnez les objets appropriés dans la
fenétre de résultat.

Cliquez sur OK.

Les objets apparaissent dans la liste des objets a exporter.

Vous pouvez effectuer plusieurs fois cette manipulation, pour par exemple
exporter des objets de types différents.

w [£n cas d’erreur, cliquez sur Enlever des objets de la liste ﬂ
pour supprimer un objet de la liste.

Lorsque la sélection est complétée, cliquez sur Exporter.

Le fichier d’export est exporté.

(optionnel) Si besoin, dans le champ Fichier d’export, cliquez sur la
fleche et sélectionnez Ouvrir pour consulter le contenu du fichier
d’export.
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10. Cliquez sur OK.
Le fichier exporté peut ensuite, le cas échéant, étre importé dans un autre
référentiel.

w  Voir Importer un fichier de commandes dans Hopex.
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COMPARER ET ALIGNER DES OBJETS ENTRE REFERENTIELS

Hopex permet de comparer et d’aligner :

Voir :

deux référentiels complets

des objets dans des référentiels différents

des objets du référentiel public avec ceux de I'espace de travail privé en
cours.

deux états archivés du référentiel courant

w [ es objets comparés ne doivent pas figurer dans le méme espace
de travail privé.

Principe du Comparer et Aligner
Avertissements sur le Comparer et Aligner
Comparer et aligner

Principe du Comparer et Aligner

Le principe de la comparaison et de I'alignement d’objets entre référentiels est le

suivant :
1.

3.

Extraction

Un extrait de chacun des deux référentiels est constitué a partir des objets
sélectionnés, avec un parcours des liens conforme au principe de
I'extraction des objets Hopex.

Comparaison

Les deux ensembles ainsi obtenus sont comparés sur la base des
identifiants absolus des objets qu'ils contiennent.
Résultat de la comparaison
Une fenétre présente le résultat de la comparaison. Cette fenétre vous
permet aussi de générer un rapport et un fichier de commandes.
w [a page des différences affiche un maximum de 1000 lignes. Si la
liste des différences est supérieure a 1000 lignes un message vous

propose d’ignorer cette limite et d‘afficher toute les lignes (dans ce cas
le chargement de la liste risque d’étre long) ou pas.

Alignement
Le fichier de commandes de mise a niveau est importé dans le référentiel
cible.

Avertissements sur le Comparer et Aligner

Vous devez avoir connaissance des points suivants avant d’aligner et de choisir
I'utilisateur qui va réaliser I'alignement.

& Dans le cas oul le comparer et aligner comprend un volume
important de données, I'action peut étre trés longue et ralentir
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les performances d’'Hopex. Veillez a exécuter cette action
lorsque les utilisateurs Hopex ne sont pas connectés.

Journal du référentiel

Le journal du référentiel rend compte de toutes les modifications effectuées dans le
référentiel. Il permet aux utilisateurs de mieux comprendre les actions effectuées
dans un référentiel, dans les espaces de travail privés. A chaque fois qu‘une action
est effectuée, une occurrence de Change Item est créée.

Le journal du référentiel n'est pas transféré d'un référentiel a I'autre : un nouveau
journal est créé dans le référentiel cible. L'historique des objets n’est donc pas
conserve.

Utilisateurs

Le créateur/modificateur d'un objet dans le référentiel cible est I'utilisateur qui
réalise l'alignement.

La date de création d’un objet est la date a laquelle a été réalisé I'alignement.

Niveaux d’acces en lecture (confidentialité) et en écriture

Les niveaux d’accés en écriture et en lecture sont pris en compte lors de la
comparaison et de I'alignement.

Pour effectuer une comparaison et un alignement vous devez avoir un niveau
d’accés en lecture (si la gestion des accés en lecture est activée) et en écriture
maximum sur tous les objets du référentiel.

w [es fichiers de rejets sont générés a la fin de I'alignement. Pour
supprimer les fichiers : dans les options de I'environnement Options >
Outils > Echange de données > Import / Export synchronisation
> MEGA sélectionnez I'option Supprimer les fichiers produits lors
du comparer/aligner a la fin du traitement.

Comparer et aligner

La fonctionnalité Comparer et Aligner est disponible dans tous les bureaux
(Administration, Administration fonctionnelle et Solutions).
w  Avant de comparer et aligner voir Avertissements sur le Comparer
et Aligner.
Pour comparer et aligner :
1. Connectez-vous a Hopex avec le profil concerné.
w  \oir Se connecter au bureau d’Administration Web ou Se connecter
a Hopex.
2. Dans la zone d’édition, faites un clic droit sur un objet et sélectionnez
Administrer > Comparer et aligner.
L'assistant de comparaison des objets apparait.
3. Indiquez si vous voulez comparer :
e deux référentiels
e deux états archivés du référentiel courant
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Cliquez sur Suivant.

Sélectionnez :

¢ |e Référentiel source

e |e Référentiel cible, qui est le référentiel a mettre a niveau.
w ]| peut s‘agir d’un espace de travail privé du référentiel.

6. (Optionnel) Si besoin, vous pouvez choisir de Comparer tous les

objets du référentiel. Sélectionnez I'option et allez a I'étape 10.
w Attention: e traitement de cette option peut étre tres long.

7. Cliquez sur Suivant.
La fenétre de sélection des objets a comparer apparait.

8. Dans le champ Périmetre, sélectionnez le type de périmétre (par défaut
Standard for comparison)

o

w  Pour des informations détaillées sur les périmétres, voir I’Article
Technique Hopex Power Studio - Perimeters.

9. Dans le cadre Eléments a comparer, cliquez sur :

e Ajouter a partir de la source I pour ajouter des objets a partir du
référentiel source, ou

e Ajouter a partir de la cible “l pour ajouter des objets a partir du
référentiel cible.

w Sj vous avez ouvert l'assistant de comparaison a partir d’un objet,
celui-ci est automatiquement ajouté dans la liste des objets a comparer.

196 5



Objets
Comparer et aligner des objets entre référentiels

10. Cliquez sur Suivant.
La fenétre d’Avancement de la comparaison apparait. Elle présente les
différences entre les objets comparés et les modifications qu'ils ont

subies.
Comparison - Avancement de la comparaison 7
Liste des différences
Ordre T  Différence Type Cible Objet 1 Objet 2

e 1 Créés Objet Application CRM Europe
00 2 Reliés Lien (Processus/Appli... CRM Europe Définir et décliner la politique qualité
& 3 Reliés Lien Business Capabil... CRM Europe Mise en ceuvre de [Service client] par
& & Reliés Lien (Processus/Appli... CRM Europe Piloter et suivre les processus
00 5 Reliés Lien (Processus/Appli... CRM Europe Conduire I'amélioration du changeme
& 6 Reliés Lien Business Capabil... CRM Europe Mise en ceuvre de [Avant-Vente et Ver

« . Page 1 sur 6 > » W Afficher 50 éléements Page coura

Générer un fichier de différences

Exporter au format CSV

La colonne Différence présente les différences par catégorie de mise a

jour :

e Créés : objets absents du référentiel cible.

e Supprimmés : objets présents dans le référentiel cible qui n'existent
pas dans le référentiel d’origine.

w [ es commandes de suppression du comparer/aligner peuvent étre
générées dans un fichier distinct. Pour cela, sélectionnez I'option
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correspondante dans Options > Outils > Echange de données >
Import/Export Synchronisation > MEGA.

e Modifiés : objets dont les caractéristiques, parmi lesquelles le nom,
ont été modifiées.
* Reliés : liens, entre deux objets, qui n'existent pas dans le référentiel
cible.
e Déliés : liens présents dans le référentiel cible qui n'existent pas dans
le référentiel d’origine.
e Changés : liens pour lesquels une caractéristique a été modifiée.
La colonne Type présente les différences par type.
11. (Optionnel) Cliquez sur :
e Générer un fichier des différences pour générer un fichier (format
.mgr) qui contient la liste des différences détectées.
e Export CSV pour générer un fichier (format CSV) des différences
détectées.
12. Cliquez sur Suivant.
Les différences sont importées dans le référentiel cible.
Le référentiel cible est aligné sur le référentiel source.

w  Un fichier d’alignement avec le contenu des différences (align-
AAAA-MM-JJ-hh-mm_555.mgr) est automatiquement enregistré dans le
dossier <Nom de I'environnement>\Db\<Nom du
référentie/>\USER\<Code de ['utilisateur>.

Si I'alignement contient des rejets, cliquez sur Afficher les rejets pour
ouvrir ou enregistrer le fichier des rejets de I'alignement (format .mgr.).

Un fichier de rejet est automatiquement enregistré dans le dossier
<Nom de l’'environnement>\Db\<Nom du référentiel>\USER\<Code de
l'utilisateur> (fichier de rejet reject-AAAA-MM-JJ-hh-mm_555.mgr). Ce
fichier est vide si I'alignement ne comporte pas de rejets.

13. Cliquez sur OK pour publier les modifications.

w  Cliquez sur Annuler si vous ne voulez pas conserver les
modifications.
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FUSIONNER DES OBJETS

La fonctionnalité de fusion des objets est disponible avec le module technique
Hopex Power Supervisor.

La fusion de deux objets de méme type permet d’obtenir un seul objet, par report
des caractéristiques et liens de I'objet source sur I'objet cible. L'objet source est
supprimée.

Choix des objets a fusionner

L'objet Cible est I'objet de référence qui va étre fusionné avec I'objet Source. Par
défaut :

e ses caractéristiques ne sont pas modifiées

e |a fusion propose d’ajouter les liens de I'objet source.
L'objet Source est |'objet dont :

e vous voulez reprendre certaines caractéristiques ou certains liens

e les caractéristiques et les liens vont étre transférés a I'objet Cible.
Lorsque le lien est de type unique (par exemple, lien de sous-typage, ou le type est
unique), le lien de 'objet cible est conservé par défaut.

& Alafindela fusion, I'objet source est supprimé.

© vous pouvez Explorer les objets avec la commande
correspondante, ce qui permet également d'explorer leur liens.

Fusionner deux objets

La fonctionnalité de fusion est disponible dans les bureaux d’Administration
fonctionnelle et des Solutions.

Pour fusionner deux objets :
1. Connectez-vous a Hopex avec le profil concerné.
w  Voir Se connecter a Hopex.

Accédez a I'objet source.

3. Faites un clic droit sur I'objet source et sélectionnez Administrer >
Fusionner.

Dans la fenétre de Sélection d’objets, le type d’objet et I'objet source
sont pré-sélectionnés.

N

w (cas d’un espace de travail privé) Pour avoir le droit de fusionner
deux objets, il faut avoir le droit de supprimer des objets.

4. Dans le champ Objet cible sélectionné, cliquez sur la fleche et
Sélectionnez un objet cible.
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5. A l'aide de l'outil de recherche, sélectionnez I'objet cible et cliquez sur
OK.

Fusionner - Sélection d'objets o X

Cet assistant vous permet de fusionner deux occurrences de la
méme MetaClass.

Metaclasse sélectionnée®

Application

Objet source sélectionné®

Booking Management

Objet cible sélectionné*

Booking Management v2.0 (EN)

Suivant m Annuler

6. Cliquez sur Suivant.
La fenétre Propriétés a fusionner présente les différences trouvées sur
les valeurs des caractéristiques des deux objets.
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7. Dans la colonne SourceValueSelected, sélectionnez les
caractéristiques de I'objet source que vous voulez reporter dans I'objet
cible. Les caractéristiques qui restent sélectionnées dans I'objet cible
sont conservées.

Fusionner - Propriétés a fusionner

Sélectionnez les propriétés a fusionner

j Réordonner [E) Rapport instantané

_ SourceValueSelect_. Source Value Display TargetValueSelect.. Target Value Display

BackFired Function Points\CAST Hi.. 1505

Business Impact\Cast 25,44

Cloud Computing Sur Site Sur Site
Cloud Ready Scan\CAST Highlight 82

Cloud Ready Scere\CAST Highlight 52

Cloud Ready Survey\Cast 42

Code de I'application RESBOOK

Comment (Italianoc)

Comment (Spanish)

Commentaire

Booking application is...

Booking application is...

Phasellus a risus sed w.

Alammallien n wimeim ond e

I )

sur 1 o Montrer 50 éléments Page courante 1 - 30 sur 30

o) D @ G
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8. Cliquez sur Suivant.
La fenétre Liens uniques a fusionner (liens qui ne peuvent exister
gu'une fois pour un objet donné) apparait seulement si les objets a
fusionner ont des liens uniques qui les relient a des objets différents.

Exemple : un message ne peut avoir qu'un sur-type.

Fusionner - Unique links to merge

Sélectionnez le lien a conserver

E Propriétés .Rappnrt instantané

m SourceOpositeObjectSelected SourceOpositeObject TargetOpositeObjectSe... | TargetOpositeObject

| = Vie de I'objet == Réservation (Cy... === Duplicated from Réservation (

Page 1 sur 1 c Montrer | 50 éléments Page courante 1 - 1 sur 1

Propriétés du lien

9. Sélectionnez le lien a reporter.
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10. Cliquez sur Suivant.
La fenétre Liens a fusionner présentent les liens.

Fusionner - Liens a fusionner s X

Pour chaque lien, choisissez I'action a effectuer

F.‘ Réordonner Eprnplletes [Z) Rapport instantané
e e e e
= Application composant... . Application composa... W Application composante Connecter
= Application contributrice ™. Application contribut... [ Booking Management Connecter
= Application contributrice ™. Application contribut.. [ Booking Management v2.0 (EN) Déconnecter
= Application de I'arc... ., Application de I'a... ﬂ Hotel Booking (EN) Connecter
=  Application de I'archit... “., Application de I'arch... d Invoicing (EN) Connecter
= Application de I'archit... ., Applicatien de I'arch... ﬂ Booking Pricing & Billing (EN) Connecter

Page 1 sure > » S Montrer 50 éléments Page courante 1 - 50 sur 274

Propriétés du lien

r., Réordonner [E) Rapport instantané :
= Link Comment
= Link Comment (Dutch)

= Link Comment (German)

Par défaut, quand :

e |e lien n'existe pas pour I'objet cible, I'objet cible est relié : I’Action
"Relier" est sélectionnée. Vous pouvez désélectionner I'action pour ne
pas reporter le lien.

e |e lien existe pour I'objet source et I'objet cible, les deux liens sont
conservés : I’Action "Relier" est sélectionnée pour le lien de I'objet
source et I’Action "Délier" n’est pas sélectionnée pour le lien de I'objet
cible.

Vous pouvez conserver les liens existants, ou les Délier.

11. Cliquez sur OK pour lancer la fusion.

Apres la fusion, I'objet source n’existe plus, les caractéristiques et les liens

sélectionnés ont été reportés sur 'objet cible.

w Des objets temporaires de fusion "_TransferredObject" sont créés a

cette occasion. Les objets de fusion d’un référentiel peuvent tous étre
exportés lors de I'export d’objets Hopex.
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PLANIFICATION

Le planificateur (Scheduler) d’'Hopex permet de créer des Triggers pour planifier I'exécution de
Jobs.

Dans votre bureau Hopex, certains profils (Administrateur Hopex, Administrateur fonctionnel,
Hopex Customizer) donnent acces a la liste des planifications de Triggers (de Jobs).

Les points suivants sont abordés ici :

v Introduction a la planification
v Gérer les Triggers
v Définir la planification d’un Trigger
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INTRODUCTION A LA PLANIFICATION

Concepts

Le planificateur permet d’exécuter des Jobs (taches) fournis ou définis par
I’Administrateur Hopex a des dates, heures et fréquences définies afin de ne pas
surcharger Hopex a des heures de travail des utilisateurs.

Job
Un Job est un traitement. Il est composé :
e d’une macro a exécuter
e d’un contexte qui donne les informations nécessaires a I'exécution de la
macro : Job Context sous forme d’une chaine de caractéres.
Planificateur
Le planificateur permet de planifier I'exécution des Jobs :
e date et heure d’exécution
e fréquence
Trigger

Un Trigger (déclencheur) est associé a un Job pour définir sa date d’exécution :

e |e Trigger se base sur une définition de Trigger (Trigger Definition). Cette
définition consiste en un Job qui contient la macro que le Trigger va
exécuter.

e le planificateur permet de définir quand (heure et date) exécuter le Job
et a quelle fréquence.

Définir votre heure locale (fuseau horaire)

Dans le planificateur, par défaut les heures sont définies au format hh:mm:ss
(UTC). Pour faciliter la configuration, vous pouvez changer ce format UTC pour un
format en heure locale (de l'utilisateur ou du serveur qui lance I’'exécution).

w  Voir Définir le fuseau horaire d’exécution.

Pour définir votre heure locale utilisateur :

1. Accédez aux options de niveau site ou environnement.
2. Dépliez le dossier Installation et sélectionnez Application Web.
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3. Dans le panneau de droite, a I'aide du menu déroulant de I'option
Fuseau horaire, sélectionnez votre fuseau horaire.

Ex. : sélectionnez " (UTC-05:00) Eastern Time (US & Canada)"
pour définir les heures en heure locale a New-York.

Fuseau horaire

Fd (UTC-05:00) Eastern Time (US & Canada)

Quand vous configurez vos Triggers, la planification des exécutions est
définie dans ce fuseau horaire si vous choisissez le Fuseau horaire de
I'utilisateur.

Si vous configurez vos Triggers dans le fuseau horaire UTC ou Fuseau
horaire du serveur, vous pouvez consulter la conversion dans ce fuseau
horaire.

w  Par exemple, voir Définir le moment de la récurrence d’exécution
d’un Trigger.
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Voir :
[ ]
[ ]

GERER LES TRIGGERS

Accéder aux Triggers
Gérer un Trigger

Accéder aux Triggers

Dans la fenétre de Gestion des Planifications la page Planifications présente les
Triggers (déclencheurs) :

Triggers personnalisés

Triggers définis par I'administrateur d’Hopex. Ces Triggers peuvent étre
définis sur un référentiel de données ou sur le référentiel Systeme.
Triggers génération de site Web

Trigger de génération de site Web.

Triggers prédéfinis

Triggers fournis avec Hopex et présents dans toutes les installations. Ces
Triggers sont définis sur le référentiel Systéme.

Planifications  Jobs Planificateur

Triggers personnalisés Triggers génération de site Web Triggers prédéfinis ¢
Eﬂ Mettre & jour la planification 0 Activer o Désactiver =] Exécuter K Supprimer E Y
Nom Prochaine exécution Derniére exécutio... Derniére exécution (durée) Derniére exécution (... Statut
Alerts Controller 24/04/2025 18:00:10 24/04/202510:00:19 00:00:01 Terminé avec succés Actif
Computation of OnDemand and expired O... 25/04/2025 04:00:00 24/04/2025 04:22:24 00:22:03 Terminé avec succés Actif
Disable users who have not logged in rece... 25/04/2025 04:00:00 24/04/2025 04:00:43 00:00:01 Terminé avec succeés Actif
Ftse Compression Automaton 06/12/2023 00:59:59 N/A Inactif
HOPEX SQL Clean And Consolidate Server ... 26/04/2025 02:00:00 N/A Actif
Indexing Automaton 24/04/2025 15:00:00 24/04/2025 14:50:04 00:00:03 Terminé avec succés Actif
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La liste indique pour chaque Trigger planifié :
e son nom
e |a date et I'heure de sa prochaine exécution
e les informations de la derniére exécution :
e date et heure de début et fin
e durée de traitement
e statut
son nombre de répétitions
son statut (actif ou inactif)
si la trace du Trigger est conservée apres sa derniére exécution ou pas
sa durée de conservation (en jours)
sa date de suppression

w  Par défaut certaines colonnes sont masquées, vous pouvez les

afficher.

Prochaine exécution
Derniére exécution (début)

Derniére exécution (fin)

Derniére exécution (durée)

Derniére exécution (statut)
Mombre de répétitions

Statut

Conserver aprés la derniére exécution
Durée de la conservation (en jours)

Date de suppression

Pour accéder aux Triggers :
1. Connectez-vous a Hopex avec un des profils requis.
Ex. : Administrateur Hopex, Administrateur fonctionnel <nom
de la Solution>, Hopex Customizer.
2. En fonction du bureau :

e bureau Administration Web : cliquez sur le menu de navigation
Planifications.

e autres bureaux : sélectionnez le menu de navigation Administration
> Outils : Gestion des planifications.
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Créer un Trigger

Un Trigger se base sur une définition de Trigger (Trigger Definition). Cette définition
consiste en un Job qui contient la macro que le Trigger va exécuter.

Le Trigger se déclenche sur les objets définis dans la macro du Job associé.

Prérequis : la définition (Trigger Definition) sur laquelle se base le Trigger est

créée.

Pour créer un Trigger :

1.

Accédez aux pages de gestion des Planifications.
w  Voir Accéder aux Triggers.
Dans la page Planifications > Triggers personnalisés, cliquez sur
Nouveau .
Sélectionnez la définition du Trigger (Trigger Definition).

Cliquez sur Suivant.
La fenétre de définition du Trigger apparait.

(Si besoin) Saisissez le Nom du Trigger.

Si non renseigné, par défaut le nom du Trigger est celui de la définition
sélectionnée.

Dans le cadre Job Context définissez le contexte d’exécution du Job,
c’est a dire les objets sur lesquels s’exécute le Job.

& La chaine de caractéres ne doit pas contenir de renvoi a la
ligne.

Cliquez sur OK.

Le Trigger est créé.

Par défaut le Trigger est actif. Vous pouvez I'exécuter pour le tester avant
de configurer sa planification.

w  Pour tester le Trigger, voir Gérer un Trigger.
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Gérer un Trigger

Vous pouvez :

mettre a jour la planification du Trigger
Pour modifier les dates, heures et fréquences d’exécution d’un Job, voir
Définir la planification d’un Trigger.
activer/désactiver un Trigger
Par défaut un Trigger est actif.
Pour suspendre temporairement |‘exécution d’un Job, vous pouvez
désactiver temporairement son Trigger.
exécuter un Trigger
Pour lancer immédiatement le Job associé au Trigger (en dehors de sa
planification).

Par exemple pour tester un Job.
supprimer un Trigger
Si vous voulez réutiliser le Trigger ultérieurement, au lieu de supprimer le
Trigger pour pouvez le désactiver.

Pour gérer un Trigger :

1.

2,
3.

Accédez aux pages de gestion des Planifications.
w  Voir Accéder aux Triggers.

Sélectionnez le Trigger concerné.
Dans la barre de menus de la liste, cliquez sur :
e Mettre a jour la planification

w  Voir Définir la planification d’un Trigger.

o Activer (J / Désactiver )

e Exécuter =/
w [ e Trigger doit étre actif pour étre exécuté.

e Supprimer X
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DEFINIR LA PLANIFICATION D’UN TRIGGER

Définition de la planification d’un Trigger

La planification d’un Trigger est définie par :
e son fuseau horaire d’exécution pour toutes ses définitions d’horaire de
planification
w  Voir Définir le fuseau horaire d’exécution.
* sa récurrence
L'exécution peut étre unique ou récurrente.
w  Voir Définir la fréquence d’exécution d’un Trigger.
Si I'exécution est récurrente :

e |le modéle de récurrence, c’est a dire sa récurrence d’exécution
(journaliere, hebdomadaire, mensuelle)

w  Voir Définir le modéle de récurrence d’un Trigger.

e |le moment de la récurrence d’exécution, c’est a dire exécuter le
trigger une ou plusieurs fois les jours planifiés sur une plage horaire
donnée.

w  Voir Définir le moment de la récurrence d’exécution d’un Trigger.

e la plage de récurrence d’exécution, c’est a dire définir les dates de
premiére et derniére exécution du Trigger.

w  Voir Définir la plage de récurrence d’exécution d’un Trigger.

Définir le fuseau horaire d’exécution

Pour faciliter la configuration des horaires de planification, vous pouvez modifier le
fuseau horaire dans lequel vous définissez les heures de planification :
e UTC (par défaut), pour définir les horaires au format UTC.
¢ Fuseau horaire de l'utilisateur, pour définir les horaires dans le
fuseau horaire de I'utilisateur.
¢ Fuseau horaire du serveur (STZ), pour définir les horaires dans le
fuseau horaire du serveur qui exécute le Trigger.
& Attention : si vous changez le fuseau horaire a posteriori, les
horaires ne sont pas automatiquement adaptés en conséquence.

Pour définir le fuseau horaire d’exécution :
1. Accédez aux Triggers.
w  Voir Accéder aux Triggers.

2. Sélectionnez le Trigger concerné et dans la barre de menus de la liste,
cliquez sur Mettre a jour la planification.
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Définir la planification d'un Trigger

3. Dépliez la section Avancé, et dans le champ Fuseau horaire pour
toutes les définitions d'horaire de planification, sélectionnez le

fuseau horaire.
4. Si vous choisissez Fuseau horaire de l'utilisateur, vous devez définir

votre fuseau horaire.
w  Voir Définir votre heure locale (fuseau horaire).

Définir la fréquence d’exécution d’un Trigger

Un Trigger peut étre exécuté de facon unique ou a une fréquence réguliére.

Pour définir la fréquence d’exécution d’un Trigger :
1. Accédez aux Triggers.
w  \oir Accéder aux Triggers.

2. Sélectionnez le Trigger concerné et dans la barre de menus de la liste,
sélectionnez Mettre a jour la planification.

3. Dans la section Fréquence, définissez la fréquence :
e exécution unique : sélectionnez "Une fois"
e récurrence : conservez "Récurrente" et définissiez la récurrence

(modéle, moment, plage).

w  Voir Définir le modéle de récurrence d’un Trigger, Définir le
moment de la récurrence d’exécution d’un Trigger, Définir la plage de
récurrence d’exécution d’un Trigger.

4. Sivous avez sélectionné "Une fois", définissez la date :
e conservez "Dés que possible", le Trigger est exécuté
automatiquement au plus tot, ou
e sélectionnez "A une date donnée" et définissez la Date de
démarrage a l'aide du calendrier et ’'Heure de démarrage a l'aide
des fléches.

w [ ’heure est définie dans le fuseau horaire défini (voir Définir le
fuseau horaire d’exécution) au format : hh:mm:ss.

w  Sjvous étes dans le format horaire UTC, pour faciliter la vérification
de votre configuration, voir Définir votre heure locale (fuseau horaire).

Définir le modéle de récurrence d’un Trigger

Un Trigger peut étre exécuté de fagon unique ou a une fréquence réguliére.
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Le modéele de récurrence peut étre :
e journalier

Par défaut le Trigger est exécuté tous les jours a I'heure définie pour la
premiére exécution.

Vous pouvez exécuter le Trigger tous les N jours (N a définir).
o hebdomadaire, vous devez définir :
e la fréquence
ex. : toutes les 2 semaines (N=2)
e |e jour de la semaine

Ex. : lundi, mardi, ..., dimanche

Vous pouvez sélectionner plusieurs jours.

e mensuel, vous devez définir :

e e jour du mois, ou le jour de la semaine (jour de la semaine et
semaine du mois a définir)
Ex. : 1,2,...,31, dernier jour du mois

Vous pouvez sélectionner plusieurs jours.
Ex. : tous les samedis de la dernieére semaine du mois, c’est
a dire le dernier samedi du mois.

Vous pouvez sélectionner plusieurs jours et plusieurs semaines.

e la fréquence : tous les N mois (N a définir) ou un mois spécifique tous
les ans
ex. : tous les 2 mois (N=2) ou le mois d’avril tous les ans.

Vous pouvez sélectionner plusieurs mois.

Pour définir le modele de récurrence d’un Trigger :
1. Accédez aux Triggers.
w  Voir Accéder aux Triggers.

2. Sélectionnez le Trigger concerné et dans la barre de menus de la liste,
sélectionnez Mettre a jour la planification.
3. Dans la section Modéle de récurrence, sélectionnez la fréquence.

Ex. : Journalier, hebdomadaire, Mensuel.
4. Définissez le moment de la récurrence.

Définir le moment de la récurrence d’exécution d’un Trigger

Dans les cas ol le Modéle de récurrence est "Journalier", "Hebdomadaire", ou
"Mensuel", vous devez définir le moment de récurrence d’exécution du Trigger :

® a une heure unique chaque jour d’exécution planifié

e récurrent sur une plage horaire chaque jour d’exécution planifié

Les heures sont définies dans le fuseau horaire défini (voir Définir le fuseau horaire
d’exécution) au format : hh:mm:ss.

w  Sjvous étes dans le format horaire UTC, pour faciliter la vérification
de votre configuration, voir Définir votre heure locale (fuseau horaire).
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Pour définir le moment de la récurrence d’exécution d’un Trigger :
1. Accédez aux Triggers.
w  Voir Accéder aux Triggers.

2. Sélectionnez le Trigger concerné et dans la barre de menus de la liste,
sélectionnez Mettre a jour la planification.
3. Dans la section Moment de la récurrence, pour :
e une exécution unique chaque jour planifié : conservez "Une fois" et
dans le champ A définissez I'heure d’exécution.

Ex. : 23:30:00

* une exécution multiple chaque jour planifié : sélectionnez
"Récurrent" configurez la récurrence suivant le modéle Chaque
<période> de <horaire 1> a <horaire 2>.

Ex. : toutes les 4 heures de 10H a 18H (dans le fuseau
horaire défini)
Chaque 04:00:00 de 10:00:00 a 18:00:00

4. Définissez la plage de la récurrence.

Définir la plage de récurrence d’exécution d’un Trigger

La plage d’exécution d’un Trigger est définie par une date de début et une date de
fin dans la fenétre de Mise a jour de la planification section Plage de
récurrence.
La date de premiere exécution du Trigger peut étre :
e dés que possible
e 3 une date donnée
Ex. : le 18/08/2025 a 18:30:15.

La date de fin d’exécution du Trigger peut étre définie soit par :
e une date donnée
Ex. : le 30/08/2025 & 20:30:00.
e un nombre de répétitions donné
Ex. : planifiez le Trigger toutes les 30 minutes de 6h a
10h.
e sans fin
Les heures sont définies dans le fuseau horaire défini (voir Définir le fuseau horaire
d’exécution) au format : hh:mm:ss.

w  Sjvous étes dans le format horaire UTC, pour faciliter la vérification
de votre configuration, voir Définir votre heure locale (fuseau horaire).

Pour définir la plage d’exécution d’un Trigger :
1. Accédez aux Triggers.
w  Voir Accéder aux Triggers.

2. Sélectionnez le Trigger concerné et dans la barre de menus de la liste,
sélectionnez Mettre a jour la planification.
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3.

4,

Dans la section Plage de récurrence, définissez la date de premiére

exécution.

Dans A partir de, sélectionnez :

e "Dés que possible" ou

e "A une date donnée"

(Si vous avez sélectionné "A une date donnée") Définissez la date et

I'heure de démarrage :

e Dans le calendrier du champ Date de démarrage, sélectionnez la
date de premiere exécution du Trigger.
Sélectionnez Aujourd’hui si vous voulez définir la date du
jour.

e Dans le champ Heure de démarrage, définissez I'heure de
déclenchement du Trigger.
Par défaut 1’heure est définie a 00:00:00 (format hh:mm:ss)
dans le fuseau horaire défini (voir Définir le fuseau
horaire d’exécution).

w  Sjvous étes dans le format horaire UTC, pour faciliter la vérification
de votre configuration, voir Définir votre heure locale (fuseau horaire).

Dans Jusqu’a définissez la date de fin d’exécution.
Ex. : "Date de fin", "Nombre de répétition", "Sans fin".

Si vous avez sélectionné :

"Date de fin", définissez la date et I'heure de fin :

e Dans le calendrier du champ Date de fin, sélectionnez la date de fin
d’exécution du Trigger.

e Dans le champ Heure de fin, définissez I'heure de déclenchement du
Trigger.
Par défaut 1’heure est définie a 00:00:00 (format hh:mm:ss)

dans le fuseau horaire défini (voir Définir le fuseau
horaire d’exécution).

w  Sjvous étes dans le format horaire UTC, pour faciliter la vérification
de votre configuration, voir Définir votre heure locale (fuseau horaire).

"Nombre de répétitions", définissez le nombre occurrences :
e Dans le champ Terminer apreés, a l'aide des fleches définissez le
nombre occurrences.

6. Cliquez sur OK.



OPTIONS

Ce chapitre présente les différents outils / options qui permettent de configurer et de personnaliser
Hopex.

Les points suivants sont abordés ici :

Introduction aux options

Gérer les options

Groupes d’options

Gérer les langues dans les applications Web
Gérer les formats des dates et heures

Gérer la personnalisation des données Hopex
Masquer les erreurs aux utilisateurs
Renseigner les parametres SMTP

NENENENENENENEN
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INTRODUCTION AUX OPTIONS

Généralités sur les options

Les options d’'Hopex peuvent étre configurées aux niveaux suivants :
e environnement
e profil (réservé au profil Hopex Customizer)
e utilisateur
w [es options de niveau site sont modifiables dans I'application
Administration (Windows Front-End).
Les niveaux d’options sont régis par un mécanisme d’héritage.
w  Voir Héritage des options.

Les personnalisations au niveau de |'utilisateur ont la priorité sur celles faites au
niveau du profil qui ont elles-mémes la priorité sur celles faites au niveau de
I'environnement.

& Aprés avoir modifié les valeurs des options, il est conseillé
de publier ou d’enregistrer votre travail, de fermer Hopex et de
le rouvrir. Des problémes de rafraichissement peuvent se
présenter si ces précautions ne sont pas prises.



Options

Introduction aux options

Présentation de la fenétre des Options

Options X

(-] E DEMO ® E Présentation des interfaces utilisateur avancées

Mode d'affichage par défaut de la vue simple ou multiple

@ Installation

B Référentiel

x Vue simple v

x E Gestion de l'inactivité

-] Espace de travail Durée d'inactivité fermant HOPEX
Fat
® 20 N
il Bureau
® Fermeture silencieuse du bureau
B Propriétés
® E Time machine
I Listes
x Activation de "Annuler/Rétablir"
Bl Arbres
B Réglements de modélisation et méthodes
@ Tableaux de bord

“ Annuler Appliquer

Le volet gauche contient I'arborescence des options classées par groupe.
w  Voir Groupes d’options.

Le volet droit permet de paramétrer les options qui correspondent au groupe
sélectionné dans le volet gauche.

Les options disponibles varient en fonction des produits dont vous disposez.
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Pour plus de détails sur une option :

) Laissez la souris immobile sur l'option pour afficher sa description dans
I'info-bulle.

Durée d'inactivité fermant HOPEX

Aprés x minutes d'inactivité, HOPEX se ferme automatiquement en
sauvegardant les données.

Durée d'inactivité fermant HOPEX

x 20

Lorsqu’un utilisateur a un espace de travail privé en cours, vous ne pouvez pas
modifier ses options a partir du bureau d’Administration.
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GERER LES OPTIONS

Modifier les options

Dans le bureau d’Administration, vous pouvez modifier les options au niveau :
e de l'environnement
e d’un utilisateur
é& Apreés avoir modifié les valeurs des options, il est conseillé
de publier ou d’enregistrer votre travail, de fermer Hopex et de

le rouvrir. Des problémes de rafraichissement peuvent se
présenter si ces précautions ne sont pas prises.

La modification des options au niveau d’un profil est de la personnalisation réservée
au profil Hopex Customizer, voir la documentation Hopex Studio > Modifying
options at profile level.

Modifier les options au niveau de I’environnement

Stockage : les valeurs des options de niveau environnement sont stockées dans le
fichier MegaEnv.ini. Ce fichier est accessible dans le dossier de I'environnement :
<répertoire de l'instance HAS> > Repos > <nom de I'environnement>.

Pour modifier les options au niveau de I'environnement a partir du bureau
d’Administration :
1. Connectez-vous au bureau d’Administration Hopex.
w  Voir Se connecter au bureau d’Administration Web.
2. Cliquez sur le menu de navigation Options de I'environnement.
La fenétre des options de I’'environnement apparait.

3. Modifiez I'option concernée.
4. Cliquez sur :
e Appliquer pour valider les modifications et conserver la fenétre des

Options ouverte.
e OK pour valider vos modifications et fermer la fenétre des Options.
Les options sont modifiées au niveau de I'environnement.

Modifier les options au niveau d’un utilisateur

Un utilisateur peut modifier certaines de ses options a partir du menu principal de
son bureau (Paramétres > Options).

Si besoin un administrateur Hopex peut modifier une option au niveau d’un
utilisateur.

Pour modifier les options d’un utilisateur a partir du bureau d’Administration :
1. Accédez aux pages de gestion des Personnes.
w  Voir Accéder aux pages de gestion des utilisateurs.
La liste des personnes s’affiche dans la zone d’édition.
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o

Dans la zone d’édition, sélectionnez la personne concernée.

Dans la barre de menus de la liste, cliquez sur Options.

La fenétre des options de la personne apparait.

Modifiez I'option concernée.

Cliquez sur :

e Appliquer pour valider les modifications et conserver la fenétre des
Options ouverte.

e OK pour valider vos modifications et fermer la fenétre des Options.

Les options sont modifiées au niveau de I'utilisateur.

Héritage des options

Les niveaux d’options sont régis par un mécanisme d’héritage. Une option hérite de
la valeur définie au niveau supérieur :

Un utilisateur hérite des valeurs des options définies au niveau de son
profil de connexion.
Un profil hérite des valeurs des options définies au niveau de

I’environnement.
Un environnement hérite des options définies au niveau du site.

Les personnalisations au niveau de |'utilisateur ont la priorité sur celles faites au
niveau du profil qui ont elles-mémes la priorité sur celles faites au niveau de
I'environnement.

L'icone,

affichée en regard de l'option, indique I'héritage ou non du niveau

supérieur :

# indigue I'héritage du niveau supérieur.
ﬂ' indique que la valeur de I'option héritée a été modifiée. La valeur
n’est plus héritée du niveau supérieur.
les options sans icones indiquent que la valeur de I'option ne peut pas
étre modifiée a ce niveau.
Dans cet exemple d’un bureau d’une Solution, la valeur de la
troisieme option est modifiée, les deux premieres et deux
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Gérer les options

dernieres sont héritées et la quatrieme n’est pas
modifiable a ce niveau.

@ Options

Présentation du métamodéle technique
8 & peMo
Oui v

Options héritées

M Installation
Présentation du suivi du référentiel

B B Reférentiel O Présentation des propriétés et liens d'administration du référentiel k&)Ll UL TS

I Métamodele ition du parcours de iation

OMcde standard Option non modifiable

L Présentation des MetaClasses abstraites

I Autorisations

@ Enregistrement des données

| Pré ion des objets de cor lisation des liens

Modifier la valeur d’une option

Pour modifier la valeur d’'une option héritée du niveau supérieur :
1. Affichez la page des options.
w  Voir Modifier les options.
2. Modifiez la valeur de I'option concernée.

L'icbne i] indique que la valeur de I'option est modifiée.

Réinitialiser la valeur d’une option

Pour réinitialiser la valeur d’une option :
1. Accédez aux options.
w  Voir Modifier les options.

2. Cliquez sur 2 |.
La valeur de 'option est réinitialisée et I'icone devient K

Controéler la modification des options

L'application HOPEX Administration (Windows Front-End) permet d’interdire la
modification d’une option a un niveau inférieur a celui ou vous vous trouvez.

Exemple : si vous ouvrez les options de 1l’environnement,
vous pouvez interdire la modification de toute option au
niveau des utilisateurs.

w  Voir Contréler la modification des options.
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GROUPES D’OPTIONS

Les options de niveau Environnement ne sont accessibles que par un
administrateur Hopex.

Les options du groupe Solutions Hopex contiennent des informations importantes
pour l'administrateur fonctionnel.

Installation

Options liées a l'installation :

informations de I'entreprise

langues des données activées

gestion des utilisateurs

bureau de l'utilisateur Web (application Web)

Options disponibles au niveau environnement uniquement :

Référentiel

licences

documentation (URL)
personnalisation
traduction automatique
gestion du cache (Avancé)
devise

messagerie électronique
sécurité

Options liées au référentiel :

présentation de certaines parties avancées du métamodele
autorisations
enregistrement des données (publication)

Options disponibles au niveau environnement uniquement :

Espace de travail

permissions
journalisation.

Options liées a I'espace de travail de I'utilisateur :

bureau

propriétés

listes

arbres

réglements de modélisation et méthodes
tableaux de bord
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Groupes d’options

Elles permettent I'affichage ou non de certaines fonctionnalités.

Outils
Options liées aux Echanges de données :
e import
e export

e échanges avec des outils tiers

Options liées a la Documentation générée par Hopex :

® rapports
e sites Web
Options liées aux Diagrammes :
e affichage
e intellibar

indicateurs d’état.

Options liées aux Evaluations

Options liées a la Collaboration :

gestion de I'historique

gestion des notes de révision

gestion des notifications et suivi des objets
social

workflows

niveau environnement uniquement :

e gestion des changements

e gestion des espaces de travail.

Options liées a I'Editeur de correspondance
Options liées a Explorateur
Options liées a Rechercher

Options liées a la Simulation (niveau environnement uniquement)

Solutions Hopex

Options liées aux Solutions :
e Fonctionnalités communes
IT architecture
IT Portfolio Management
Privacy Management
Business Process Analysis
Data Management
Perte de la collection de données (niveau environnement uniquement)
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Compatibilité
Options de compatibilité avec des fonctionnalités obsolétes ou spécifiques Windows
Front-End.

Support technique

Options qui concernent l'accés au support technique.

Débuggage
Options qui concernent le débuggage.

Disponibles pour les profils Hopex administrateur et administrateurs fonctionnels.

238



Options

Gérer les langues dans les applications Web

GERER LES LANGUES DANS LES APPLICATIONS WEB

Dans les applications Web, vous pouvez maodifier :
e la langue de l'interface utilisateur
¢ la langue des données
De son c6té, chaque utilisateur peut personnaliser son bureau :
e modifier la langue de son interface
w  Voir Modifier la langue de votre interface
e changer de langue des données
w  Voir Modifier la langue de vos données

Modifier la langue de I'interface au niveau de I’environnement

La langue de l'interface définit la langue par défaut dans laquelle s’affiche I'interface

de I'application Web.

& Cette modification nécessite de redémarrer le module Hopex

Core Back-End. Veillez a effectuer cette action quand les
utilisateurs sont déconnectés.

w [ utilisateur Web peut modifier la langue de son interface a partir

de son bureau, voir Modifier la langue de votre interface.
Pour définir la langue de l'interface dans les applications Web :
1. Accédez a la fenétre de gestion des options de I'environnement.
w  Voir Modifier les options au niveau de I'environnement.

2. Dans l'arborescence des options, sélectionnez Installation >
Application Web.

3. Dans le volet de droite, a I'aide du menu déroulant, modifiez la valeur de

I'option Langue de l'interface.

4. Dans la console HAS, arrétez et redémarrez le module Hopex Core

Back-End.
& Cette action déconnecte les utilisateurs.

w Dans la Console HAS : menu de navigation Cluster > onglet
Modules > module Hopex Core Back-End : cliquez sur Plus i >
Stop, puis sur Plus i > Start.

Modifier la langue des données au niveau de I’environnement

La langue des données est la langue avec laquelle I'utilisateur se connecte par
défaut la premiére fois. Si l'utilisateur change sa langue des données (Modifier la
langue de vos données) dans linterface, celle-ci est conservée a sa prochaine

connexion.

Par défaut, la langue des données est définie dans les options de I’environnement.
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Si besoin, vous pouvez définir la langue des donnée pour chaque utilisateur.
w  Voir Gérer les langues.

& La langue des données définie au niveau de I'utilisateur est
prioritaire sur celle définie dans les options de I’environnement.

Pour modifier la langue des données au niveau de I'environnement :
1. Ouvrez a la fenétre de gestion des options de I’'environnement.
w Voir Modifier les options au niveau de |I’'environnement.
Dans l'arborescence, sélectionnez Installation > Langues.
3. Dans le volet de droite, a I'aide du menu déroulant, modifiez la valeur de
I'option Langue des données.
La langue des données par défaut pour tout utilisateur qui va étre créé est
modifiée.

N

& Les utilisateurs déja créés conservent leur langue des

données (définie a la création ou modifiée par la suite au niveau
utilisateur).
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Gérer les formats des dates et heures

GERER LES FORMATS DES DATES ET HEURES

Dans Hopex, le format des dates/heures correspond au format de la langue des
données.

Ces formats sont définis pour chaque langue dans les parameétres Windows du
serveur d'installation d'Hopex.
Si besoin vous pouvez changer ces formats dans Hopex.
& cCette personnalisation est perdue lors d’'une mise a jour
d’Hopex.
& Cette modification décompile les données techniques.

Pour changer le format des dates/heures d’une langue :
1. Connectez-vous a Hopex avec le profil Hopex Customizer.

w  Vous devez avoir le droit de modifier les données Hopex (Options
> Installation > Personnalisation), voir Gérer la personnalisation
des données Hopex.

2. Dans l'outil de recherche par type d’objet, dans le premier champs,
sélectionnez Langue.

3. Cliquez sur Chercher C .

4. Accédez aux Propriétés de la langue concernée.

5. Affichez la page de propriétés Caractéristiques - Caractéristiques.

6. Dans le cadre_LanguageCharacteristics, ajoutez le format de date/

heure que vous voulez personnaliser :
[DateFormat]
date=<format de la date>

time=<format de 1’heure>
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Pour les dates, vous pouvez utiliser par exemple les caractéeres de
séparation :

wr,om,, "=", ou Mo,

Exemples

date=yyyy/MM/dd affiche 2018/04/24
date=d-MM-yy affiche 4-03-18
date=dd MMM yy affiche 04 juil 18

Pour les heures, vous pouvez utiliser par exemple les caractéres de
séparation :

W/, M, ou Min
Exemples

time=HH:mm:ss affiche 04:30:20
time=H:m affiche 4:30

Caractéristiques - Caractéristiques v

Nom: * English
_LanguageCharacteristics:

[System]
PrimaryLanguage = 9
SubLanguage = 1
SortiD=0

[Megal
InitalSubsidy=1

|dateFormat]
date=yyyy-MM-dd

Les formats modifiés (date et/ou heure) sont automatiquement pris en
compte.

& Cette modification décompile les données techniques.
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7. Compilez les données techniques.

w  Voir la documentation HOPEX Administration > Compiler un
environnement.

Options
Gérer les formats des dates et heures

Format de la date | Description
d Le jour du mois sur un ou deux chiffres
1...9, 10, 11,..31
dd Le jour du mois sur deux chiffres
01...09, 10, 11,..31.
M Le mois au format numérique sur un ou deux chiffres
1...9, 10, 11, 12
MM Le mois au format numérique sur deux chiffres
01...09, 10, 11, 12
MMM Le nom du mois abrégé
y L’année sur un ou deux chiffres
9,18
vy L’année sur deux chiffres
09, 18
yyyy L’année sur quatre chiffres
2018
Format de I'heure | Description

HH L'heure sur deux chiffres
00...23

H L’heure sur un ou deux chiffres
0...23

mm Les minutes sur deux chiffres
00...59

m Les minutes sur un ou deux chiffres
0...59

ss Les secondes sur deux chiffres
00...59

s Les secondes sur un ou deux chiffres

0...59
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GERER LA PERSONNALISATION DES DONNEES HOPEX

Afin de garantir un bon usage d’Hopex, par défaut il est interdit de modifier les
données Hopex. Modifier un objet Hopex peut générer des erreurs lors des mises
a niveau d’'Hopex, de l'import de correctifs, etc.

L'option Autoriser la modification des données Hopex donne le droit de
modifier le métamodéle Hopex ou tout autre objet technique Hopex.

& Cette option ne doit étre sélectionnée que dans des cas trés

particuliers, lors d’opérations de débogage ou a la demande de
Bizzdesign pour une durée temporaire.

Cette option est :

e verrouillée par défaut au niveau de I'environnement avec la valeur
"Interdire"

Seul le profil Administrateur Hopex est autorisé a modifier cette option.
w  Voir Contréler la modification des options.
e accessible dans le dossier Options > Installation > Personnalisation.

& Spécifiez ce niveau d’accés uniquement au niveau d’un profil
trés avancé.
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Masquer les erreurs aux utilisateurs

MASQUER LES ERREURS AUX UTILISATEURS

Pour des raisons de sécurité vous pouvez masquer le détail des erreurs aux
utilisateurs.

Pour masquer les erreurs aux utilisateurs :
1. Accédez a la fenétre de gestion des options de I’'environnement.
w Voir Modifier les options au niveau de I'environnement.

2. Dans l'arborescence des options, sélectionnez Installation >
Application Web.

3. Dans le volet de droite, a I’'aide du menu déroulant, modifiez la valeur de
I'option Gestion de I'affichage des erreurs en client léger a "Ne pas
afficher de messages".

Vous pouvez aussi choisir "Afficher un message, mais pas les erreurs" ou
"N’afficher que les erreurs applicatives et les messages".

Valeur par défaut : Afficher un message et les erreurs.

Options
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RENSEIGNER LES PARAMETRES SMTP

Les parameétres SMTP sont définis dans la console Hopex Application Server.
w Voir Configuring the SMTP Server.

w [ es paramétres SMTP peuvent aussi étre définis dans I'application
d’Administration (Windows Front-End) dans les options de niveau site
(Installation > Messagerie électronique).

Dans le bureau d’Administration, vous pouvez consulter les parametres SMTP, dans
les Options de I’environnement (Installation > Messagerie électronique) :
e Adresse par défaut de I'auteur (FROM)
Adresse par défaut, utilisée quand il n’y a pas d’adresse e-mail définie.
Par exemple, lors de 1l’initialisation d’un compte Web, si
1’administrateur ne posséde pas d’adresse e-mail, cette
adresse par défaut est utilisée pour 1’expéditeur de 1l'e-
mail envoyé a l’utilisateur pour définir son mot de passe.
e Adresse par défaut de I'expéditeur via SMTP (SENDER)
Adresse utilisée a des fins d’identification de sécurité, en plus de I'adresse
connue ou de l'adresse par défaut (Adresse par défaut de l'auteur
(FROM)) selon le cas.

Elle permet aux e-mails automatiques d’'Hopex d’'étre validés par les
contrdles de sécurité de votre entreprise.

Ex. : lors de 1l’initialisation d’un compte Web, cette
adresse est aussi utilisée dans 1l’e-mail envoyé a
l’utilisateur pour définir son mot de passe. Si
1’administrateur

- a une adresse email

SENDER@société.com de la part de NomAdmin@société.com
- n’a pas d’adresse e-mail

SENDER@société.com de la part de FROM@société.com

e Serveur SMTP
Adresse SMTP de votre serveur.

w e domaine utilisé dans les adresses FROM et SENDER doit
correspondre & celui du serveur SMTP.

e SMPT Port
Par défaut 25. Vous pouvez ajouter de la sécurité (SSL ou TLS).
Pour renseigner le paramétrage SMTP :

1. Connectez-vous a la console Hopex Application Server.
2. Sélectionnez le menu de navigation SMTP Configuration.



Options ;
Renseigner les paramétres SMTP

3. Renseignez :
e Adresse par défaut de I'auteur via SMTP (FROM)

Ex. : sender@societe.com, NomAdministrateur@societe.com

e Adresse par défaut de I'expéditeur via SMTP (SENDER)

Ex. : serveur@societe.com, NomAdministrateur@societe.com

e Serveur SMTP

Ex. : exa.fr.societe.com

e SMPT Port

4. Cliquez sur m
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GLOSSAIRE

abandonner Abandonner un espace de travail privé annule toutes les
modifications effectuées depuis la derniere publication.
L'abandon provoque la perte des travaux effectués depuis
son commencement. Un message d'avertissement
rappelle cette perte. L'utilisateur peut demander I'abandon
de son espace de travail privé a partir du groupe d’outils
Référentiel (Publication > Abandonner) ou lors de la
déconnexion.

acces aux IHM Les accés aux IHM des objets définissent les droits

des objets utilisateur en création, lecture, modification, suppression
sur ces objets et leurs outils. Par défaut les accés aux IHM
des objets ont la valeur *CRUD (C : créer, R : lire, U :
modifier, D : supprimer, * : valeur par défaut).

acces aux IHM Les acces aux IHM générales définissent si les outils sont

générales disponibles ou pas. Par défaut les accés a un outil ont la
valeur *A (A : disponible, * : valeur pas défaut).

acces en Voir "Zone d’accés en écriture".

écriture

acces en lecture Voir "Zone d’acceés en lecture".

administrateur L'administrateur est une personne qui a les droits
d’administration pour gérer les sites, les environnements,
les référentiels et les utilisateurs. En plus des utilisateurs
Administrator (qui ne peut étre supprimé) et Mega, créés
a Vlinstallation, vous pouvez donner les droits
d’administration a d’autres utilisateurs.
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administration

attribut

bureau

bureau
d’Administration

caractéristique

chemin d'acces

description

L'administration consiste a gérer l’environnement de
travail des utilisateurs des référentiels. Cette fonction est
généralement attribuée a un administrateur. Elle
comprend en particulier les sauvegardes des référentiels,
la gestion des conflits éventuels sur les données partagées
entre plusieurs utilisateurs et la mise a disposition des
utilisateurs de requétes, descriptions, rapports types (MS
Word), etc., communs a plusieurs projets.

Voir caractéristique.

Le bureau réservé a chaque utilisateur contient les projets,
les diagrammes, les rapports (MS Word), etc., manipulés
par cet utilisateur. Un utilisateur a un espace de travail
différent dans chacun des référentiels auxquels il accede.

Le bureau d’Administration (Web Front-End) est la
version Web de I'application d’Administration (Windows
Front-End) d'Hopex accessible via un navigateur internet.
Il permet de gérer les utilisateurs Hopex.

Une caractéristique est un attribut qui décrit un type
d’objet ou un lien. Ex. : la caractéristique Type-flux sur
Message permet de préciser si ce Message est un flux
d’information, de matiéres ou un flux financier. Une
caractéristique peut aussi étre appelée Attribut.

Un chemin d’accés permet d’indiquer a partir de quel
dossier vous pouvez référencer une base de données dans
un environnement ou un environnement dans un site.
Lorsque tous les référentiels sont créés au méme endroit
que l'environnement, le chemin créé a linstallation
(dossier DB sous la racine de I’'environnement) et proposé
par défaut suffit. Lorsque vous voulez placer un référentiel
dans un dossier autre que celui de I’environnement, vous
devez déclarer un nouveau chemin d’acces.

Une description permet d’éditer sous forme de rapport (MS
Word) une partie du contenu du référentiel. La description
d’'un objet comprend des caractéristiques propres a cet
objet auxquelles peuvent étre ajoutées des
caractéristiques des objets qui lui sont reliés directement
ou indirectement. Une mise en forme est saisie pour
chacun des objets rencontrés sous forme de texte a |'aide
de MS-Word. Une description peut étre utilisée telle quelle
pour produire des rapports, ou étre insérée dans des
rapports (MS Word) ou des rapports types (MS Word). Il
est possible d'en créer ou modifier avec le module
technique Hopex Power Studio.



droits d'acces

élément de
rapport (MS
Word)

élément de
rapport type
(MS Word)

enregistrement

ensemble

Les droits d’'acces des utilisateurs sont I'ensemble des
régles qui régissent l'acces aux fonctionnalités du logiciel
et aux référentiels. Vous pouvez restreindre les droits
d’accés d’un utilisateur aux différents référentiels définis
dans son environnement de travail. Vous pouvez aussi
restreindre les fonctionnalités du logiciel qu'il peut utiliser,
comme la composition de descriptions, I’édition des
requétes, la composition de rapports types (MS Word),
I'autorisation de supprimer des objets, de publier son
travail, d'importer des fichiers de commandes, de gérer
des environnements, des référentiels, les utilisateurs, des
zone d’accés en écriture, etc.

Un élément de rapport (MS Word) est l'instanciation d’un
élément de rapport type (MS Word). C’est le résultat, mis
en forme dans le logiciel de traitement de texte, de
I'exécution de la requéte définie dans I'élément de rapport
type (MS Word).

Un élément de rapport type (MS Word) est I'élément de
base d’un rapport type (MS Word). Il est constitué d’une
requéte qui permet de spécifier des objets a décrire et
d’'une description pour leur mise en forme. Lors de la
création d'un rapport (MS Word) a partir d’'un rapport type
(MS Word), chaque élément de rapport type (MS Word)
est instancié par un élément de rapport (MS Word).

Les modifications effectuées dans un espace de travail
privé sont enregistrées a la demande de I'utilisateur ou
lors de la déconnexion. Par défaut, un enregistrement
automatique est également proposé (l'intervalle de temps
entre deux enregistrements est spécifié dans les options :
Options > Référentiel > Enregistrement des
données > Enregistrement automatique en arriére-
plan). Des messages demandent de confirmer
I'enregistrement des modifications en cours dans chacun
des rapports types (MS Word) ou rapports (MS Word)
ouverts sauf lors de I'enregistrement automatique. Il est
recommandé d’enregistrer régulierement son travail, afin
d'éviter de perdre le travail effectué depuis le dernier
enregistrement en cas d’arrét brutal de I'ordinateur.

Un ensemble est une collection d’objets possédant des
caractéristiques communes. (Ex.: I|'ensemble des
messages émis ou regus par un acteur de I'entreprise). Ces
ensembles sont généralement constitués a l'aide de
requétes et peuvent étre manipulés par l'intermédiaire de
la plupart des fonctionnalités du logiciel.

Glossaire
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environnement

espace de travail
privé

export des
objets

export du
journal

fichier de
commandes

Un environnement regroupe un ensemble d’utilisateurs,
les référentiels sur lesquels ils peuvent travailler et le
référentiel systéme. C'est l'endroit ou sont gérés les
espaces de travail privés des utilisateurs, les utilisateurs,
les données systéme, etc.

Un espace de travail privé est une vision temporaire du
référentiel de conception affectée a un utilisateur, tant
qu’il n‘a pas rendu public son travail. Cette vision du
référentiel ne change que par les modifications que
I'utilisateur de l'espace de travail privé Iui apporte,
indépendamment des modifications concomitantes
effectuées par d’autres utilisateurs. Cet espace de travail
privé subsiste jusqu’a ce qu’il soit rafraichi, publié ou
abandonné. En particulier, sauf ordre contraire, il est
conservé quand l'utilisateur se déconnecte du référentiel.
Un utilisateur peut voir les modifications publiées par les
autres utilisateurs du référentiel sans pour autant publier
ses propres modifications. Pour cela, il rafraichit son
espace de travail privé. Le systéme lui crée alors un nouvel
espace de travail privé dans lequel il applique le journal
des modifications précédemment apportées par cet
utilisateur.

L'export d'un ou plusieurs objets permet de transférer une
partie cohérente des données d’une étude vers un autre
référentiel. Par exemple, I'export des objets effectué a
partir d'un projet inclut les différents diagrammes de ce
projet, avec pour chacun, les objets qui y sont représentés
comme les acteurs et les messages, etc., ainsi que ceux
qui en dépendent. Tous les liens entre les objets de
I'ensemble ainsi constitués sont également exportés.

L'export du journal crée un fichier de commandes a partir
du journal des actions d’un utilisateur dans un référentiel.
Ce fichier de commandes peut étre conservé pour étre
importé plus tard dans un référentiel. Vous pouvez
exporter sélectivement les modifications des données du
référentiel de conception ou celles des données techniques
du référentiel systeme telles que les descriptions et les
requétes.

Un fichier de commandes est un fichier qui contient les
commandes de mise a jour d’un référentiel. Il peut étre
généré par une sauvegarde ou un export d’objets (.MGR),
ou par I'export d'un journal (.MGL).



fichier de
compte-rendu

fichier de rejets

fonctionnalité

graphe des
acces en
écriture

graphe des
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groupe de
personnes

identifiant
absolu

Le fichier de compte-rendu d‘un environnement,
MegaCrdAAAAmMm.txt ou AAAA et mm représentent
I'année et le mois de sa création, indique toutes les
opérations  d’administration (sauvegarde, export,
restauration, contr6le, etc.) effectuées sur cet
environnement. Le fichier de compte-rendu par utilisateur
est stocké dans le dossier de travail de I'utilisateur associé
au référentiel systéme de I’'environnement
Sysdb\User\XXX\XXX.Wri ol XXX représente le code de
I'utilisateur.

Lors des mises a jour du référentiel (import, restauration,
publication, etc.), un fichier est créé pour contenir les
éventuels rejets. Il contient les commandes de mise a jour
rejetées, avec l'indication du motif du rejet. Il s‘agit du
fichier "MegaCrd.txt" qui se trouve dans le dossier de
I'environnement.

Une fonctionnalité est un moyen proposé par le logiciel
pour effectuer certaines actions (Ex. : I'éditeur de formes
et I'éditeur de descriptions sont des fonctionnalités
proposées en standard).

Le graphe des acces en écriture est disponible avec le
module technique Hopex Power Supervisor. Il permet
de créer de nouveaux utilisateurs, de gérer leurs accés en
écriture aux référentiels et aux fonctionnalités du produit.
Par défaut, une seule zone d'accés en écriture appelée
"Administrator" est définie. Les personnes "Administrator"
et "Mega" y sont rattachées. C'est la zone d’accés en
écriture de plus haut niveau, qui doit en principe étre
réservée a l'administration des référentiels. Elle ne peut
pas étre supprimée.

Le graphe des acceés en lecture permet de définir les zones
d’accés en lecture et leur organisation hiérarchique. Ce
graphe permet également de créer des utilisateurs et de
les associer aux zones d’acces en lecture.

Un groupe de personnes regroupe des personnes au sein
d’'un groupe. Ces personnes partagent les mémes
caractéristiques pour la connexion.

Un identifiant absolu est une chaine de caractéres associée
a chacun des objets du référentiel. Cette chaine de
caracteéres est calculée a partir de la date d’ouverture de la
session, du nombre d’objets créés depuis le début de la
session et de la date de création de l'objet (en
millisecondes). Elle permet d'identifier de maniére unique
un objet du référentiel pour permettre de modifier son
nom tout en conservant tous ses liens vers d’autres objets.
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L'import d’un fichier de commande, d’un journal ou d'une
sauvegarde, consiste a exécuter dans un référentiel les
différentes commandes qu'ils contiennent, pour restaurer
leur contenu dans ce nouveau référentiel.

Un instantané du référentiel identifie un état archivé du
référentiel.

Créer un instantané du référentiel permet d'étiqueter les
états importants du cycle de vie du référentiel.

Les états archivés du référentiel pour lesquels un
instantané existe ne sont pas supprimés par les
mécanismes de nettoyage du référentiel (Suppression des
données historisées du référentiel).

Un journal contient I'ensemble des commandes effectuées
par un ou plusieurs utilisateurs pendant une période
donnée. En particulier, le journal d’'un espace de travail
privé contient I'ensemble des modifications effectuées par
un utilisateur dans son espace de travail privé. C'est ce
journal qui est appliqué au référentiel lorsque I'utilisateur
publie son travail. Un journal supplémentaire, le journal
sécurisé, peut également étre créé a des fins de sécurité.

Le journal de |'espace de travail privé contient I'ensemble
des modifications effectuées par un utilisateur dans son
espace de travail privé. Il est appliqué au référentiel lors
de sa publication puis réinitialisé automatiquement. Ce
journal est inclus dans le fichier EMB de |'espace de travail
privé.

Le journal du référentiel contient I'ensemble des mises a
jour effectuées par les différents utilisateurs qui y
travaillent. Il est réinitialisé lors d’une réorganisation du
référentiel.

Le journal sécurisé est un fichier externe au référentiel ou
a lI'espace de travail privé qui permet de rejouer les mises
a jour de ce référentiel ou de cet espace de travail privé au
cas ou celui-ci ne serait plus accessible. La création de ce
fichier est demandée dans la configuration de chaque
référentiel (y compris le référentiel systeme). Il est créé
lors de la premiere mise a jour effectuée dans un espace
de travail privé ou dans le référentiel.

Un lien est une association entre deux types d’objets. Il
peut y avoir plusieurs liens possibles entre deux types
d'objets (Ex : Emission et Réception entre Acteur et
Message).

Un login définit de maniére unique un utilisateur ou un
groupe d’utilisateurs. Il ne peut étre attribué qu’a une
seule personne ou un seul groupe de personnes.



membre de la
zone d’acceés

MetaAssociation
MetaClass

MetaModel

objet

personne

profil

Membre de la zone d’'accés regroupe toutes les personnes
et groupes de personnes qui appartiennent a une zone
d’acces. Cette zone définit les objets auxquels la personne
ou le groupe de personnes a acces.

voir "lien".
voir "type d'objet".

Le MetaModel définit le langage utilisé pour décrire un
modele. C'est la structure de mémorisation des données
gérées dans un référentiel. Le MetaModel regroupe
I'ensemble des MetaClasses permettant de modéliser un
systeme, ainsi que leurs MetaAttributes et les
MetaAssociations disponibles entre ces MetaClasses. Le
MetaModel est enregistré dans le référentiel systeme de
I'environnement. Il est possible de faire des extensions au
MetaModel pour gérer de nouvelles MetaClasses. Les
référentiels qui échangent des données (export, import,
etc.), doivent avoir un MetaModel identique sous peine de
ne pouvoir accéder a certaines données.

Un objet est une entité avec une identité et des frontieres
clairement définies dont I'état et le comportement sont
encapsulés. Dans un référentiel Hopex, un objet est
souvent considéré avec l'ensemble des éléments qui le
constituent. Par exemple, un diagramme contient des
acteurs ou des messages. Un projet contient des
diagrammes, eux-mémes constitués d’‘acteurs, de
messages, etc. L'administration de la base de données
nécessite fréquemment de considérer des ensembles
cohérents d’objets. C'est le cas pour I'export d’objets, la
protection ou la comparaison d‘un objet avec un autre.

Une personne est définie par son nom et son adresse e-
mail.

Une personne peut accéder a Hopex dés lors que
I'administrateur lui attribue un identifiant de connexion
(Login) et un profil.

Un profil définit ce qu’une personne peut voir ou pas et
faire ou pas dans les outils, et comment elle le voit et peut
le faire. Le profil définit les options, les droits d'accés aux
référentiels et aux produits, et les droits d’écriture et de
lecture sur des objets.

Tous les utilisateurs qui ont le méme profil partagent ces
mémes options et droits. Un utilisateur peut avoir
plusieurs profils. Un profil est disponible pour tous les
référentiels d’'un méme environnement.
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protection

publier

rafraichir

rapport (MS
Word)

rapport type
(MS Word)

Quand de nombreuses personnes travaillent sur un méme
projet, il faut veiller a ce que les concepteurs travaillant
sur une partie nouvelle puissent compléter ce qui a été fait
auparavant, sans pour autant risquer de le remettre en
cause par inadvertance. Pour cela vous pouvez protéger
les objets concernés en leur affectant une zone d’accés en
écriture (module technique Hopex Power Supervisor). I
est cependant possible de les relier a d’autres objets, a
condition que cela ne les dénature pas. Ceci est controlé
en exploitant I'orientation des liens.

La publication permet a un utilisateur de faire connaitre
aux autres utilisateurs les modifications qu’il a apportées
au référentiel. Ceux-ci en disposent dés qu’ils ouvrent un
nouvel espace de travail, que ce soit en publiant,
rafraichissant ou abandonnant leur travail en cours.

Rafraichir son espace de travail privé permet a un
utilisateur de bénéficier des mises a jour publiées par les
autres utilisateurs depuis la création de cet espace de
travail. Dans ce cas, il conserve pour lui les modifications
qu’il a effectuées dans le référentiel sans les mettre a leur
disposition. Le systéme lui crée un nouvel espace de travail
privé dans lequel il reprend le journal des modifications
que l'utilisateur a effectuées précédemment.

Les rapports (MS Word) gérés par Hopex sont des objets
qui permettent de transmettre sous forme écrite un
ensemble de connaissances extraites des données de
conception gérées par le logiciel.

Un rapport type (MS Word) est une structure qui possede
des caractéristiques susceptibles d’étre reproduites lors de
la production de rapports (MS Word). Vous pouvez créer
ou modifier un rapport (MS Word) autant de fois que
nécessaire ; cependant pour produire plusieurs rapports
(MS Word) du méme type, il est préférable d’utiliser un
rapport type (MS Word).

Un rapport type (MS Word) constitue le squelette du
rapport (MS Word), qui sera étoffé lors de la création d’un
rapport (MS Word), avec les données contenues dans la
base. Il contient la mise en page, les en-tétes et pieds de
page, des textes d’accompagnement saisis sous MS Word
et des éléments de rapport type (MS Word) permettant de
mettre en forme les données extraites de la base. Il
permet d’obtenir le(s) rapport(s) (MS Word) associé(s)
aux principaux objets de la base.



référence
externe

référentiel

requéte

restauration

role métier

session

snapshot

Une référence externe permet d'associer un objet a un
document qui provient d'une source extérieure a Hopex.
Il peut s’agir de réglementations concernant la sécurité ou
I'environnement, des textes de loi, etc. L'emplacement de
ce document peut étre indiqué comme le chemin d'un
fichier ou I'adresse d'une page WEB, par l'intermédiaire de
son URL (Universal resource Locator).

Un référentiel est un lieu de stockage ou Hopex gére des
objets, des liens et des liens inter-référentiels.

La majeure partie est gérée par un systéme de base de
données (SQL Server). Le reste est dans une arborescence
de répertoires (contenu des versions des Business
Documents, journaux sécurisés, verrous).

Un référentiel est accessible aux différents utilisateurs de
I’environnement auquel il est rattaché.

Une requéte est un dispositif permettant de sélectionner
un ensemble d’objets d'un type donné a l'aide d’un ou
plusieurs de criteres de recherche. Les ensembles ainsi
constitués peuvent étre manipulés par la plupart des
fonctionnalités du logiciel. Vous pouvez par exemple
utiliser une requéte pour trouver I'ensemble des acteurs de
I'entreprise qui interviennent dans un projet.

Une restauration physique consiste a recopier les fichiers
constituant le référentiel qui ont été sauvegardés
précédemment.

Un role métier définit une fonction au sens métier d’une
personne. Une personne peut avoir plusieurs réles métier.
Un role métier est spécifique a un référentiel

Une session est la période pendant laquelle un utilisateur
est connecté. Elle commence au moment ou il s’identifie,
et s'achéve au moment ou il quitte Hopex. Les sessions et
les espaces de travail privés peuvent se chevaucher. Ainsi,
lors d'une publication, d’un rafraichissement ou d’un
abandon, un nouvel espace de travail privé est créé dans
la méme session. Réciproquement, un utilisateur peut
conserver son espace de travail privé en cours lorsqu’il
quitte sa session.

Voir instantané de référentiel
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style

Terminologie

texte

Type d’objet

utilisateur

variable

Un style est une mise en forme particuliere appliqué a un
paragraphe d’un texte édité avec un logiciel de traitement
de texte. Il permet d’appliquer de maniére systématique
des caractéristiques telles que le choix de la police de
caractére, les marges ou l'indentation, etc. Un certain
nombre de styles sont proposés spécialement pour le
paramétrage des rapports (MS Word). IIs sont préfixés par
M- ... et basés sur M - Normal , semblables au style Normal
de Word, avec des caractéres bleus. Une feuille de style
appelée Megastyl.dot est fournie a cet effet.

Une Terminologie permet de définir un ensemble de
termes utilisés dans un contexte spécifique au lieu du
terme standard.

Un texte peut étre associé a chacun des objets rencontrés
lors du parcours d’une description d'un objet (module
technique Hopex Power Studio). Ce texte est mis en
forme pour MS-Word. Il présente ce qui sera affiché pour
chacun des objets présents dans le rapport (MS Word)
généré. Dans un texte, on peut insérer le nom de I'objet,
ses différentes caractéristiques, ainsi que son
commentaire. Il est également possible d’y insérer les
caractéristiques d’autres objets reliés a cet objet.

Un type d’objet (ou MetaClass) est la portion du référentiel
qui contient les objets d’un type donné. Les objets créés
sont regroupés dans le référentiel par type. Cette notion
est utilisée lors de la recherche d'objets dans le référentiel
et lors de l'extension du MetaModel a un nouveau type
d’objet. Ex : Message, Acteur, etc.

Un utilisateur est une personne qui a un Login.

Le code associé a l'utilisateur lors de sa création est utilisé
pour fabriquer différents noms de fichiers et en particulier
son dossier de travail.

Par défaut a linstallation, les personnes Administrator
(Login : System) et Mega (Login : Mega) permettent
d’administrer les référentiels et de créer de nouveaux
utilisateurs.

Une variable est un parameétre dont la valeur n’est
déterminée que lors de I'exécution de la fonction a laquelle
elle est associée. Vous pouvez utiliser des variables pour
conditionner une requéte (avec le module technique
Hopex Power Studio). A [|'exécution, une fenétre
demande la saisie de ces variables, en présentant un
champ par variable définie dans la requéte.



verrou

Zone d’acceés en
écriture

zone d’acceés en
lecture

Un verrou est une marque logique affectée a un objet pour
signaler qu’il est en cours de modification par un
utilisateur.

L'accés simultané de plusieurs utilisateurs a un objet peut
ainsi étre contr6lé. Les verrous s’appliquent a tous les
types d’objets. Un verrou est posé sur un objet dés qu’une
personne y accéde en modification. Quand un verrou est
placé sur un objet, un autre utilisateur peut uniquement
consulter I'objet. Il ne peut y accéder a nouveau en mise
a jour qu’apres la publication par le premier utilisateur, et
un rafraichissement de son espace de travail, afin d’éviter
toute collision entre I'état de I'objet dans le référentiel et
I'image obsoléte qu’en a l'utilisateur.

Une zone d’'accés en écriture est une marque affectée a un
objet pour le protéger de modifications intempestives. A
chaque utilisateur est également affectée une zone d’accés
en écriture. Les zones d’accés en écriture sont liées
hiérarchiquement entre elles. Ainsi un utilisateur ne peut
modifier un objet que s'’il possede la méme zone d’acces
en écriture que cet objet ou une zone d’accés en écriture
de niveau supérieur a celle de l'objet. La structure des
zones d’acces en écriture est définie dans le graphe des
accés en écriture. Par défaut, une seule zone d’accés en
écriture existe, "Administrator" ; tous les objets et tous les
utilisateurs y sont rattachés. La gestion des accés en
écriture est disponible avec le module technique Hopex
Power Supervisor.

La zone d’acces en lecture utilisateur correspond a la vision
que la personne ou le groupe de personnes a du
référentiel : elle définit les objets auxquels la personne ou
le groupe de personnes a acces.
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